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Part 5 Spine Directory Service
5.1 LDAP Interface 

The main interface provided to the SDS is LDAP over SSL/TLS (LDAPS) as shown in Figure 5‑1.
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Figure 5‑1. Directory Client-Server Communication
The LDAP client will use a client LDAP API, as described in [LDAP-1823].

The API will perform LDAP protocol to the LDAP directory server where the calls are processed and directory accesses performed.  All resulting data or error information is returned to the client using reply messages.

This specification does not imply a particular client implementation.  The architecture of the LDAP client may abstract the LDAP API from the application using federated directory facades (such as JNDI).

Searches use query filters as defined by [LDAP-2253] to retrieve entities.  The filters are based on information given in section 5.1.5.

A client starts an LDAPS session by creating a SSL/TLS session to the LDAP server, by default on TCP port 636. The client then sends operation requests to the server, and the server sends responses in turn. With some exceptions the client need not wait for a response before sending the next request, and the server may send the responses in any order.

The client may request the following operations: 

· 
· Bind - authenticate and specify LDAP protocol version 

· Search - search for and/or retrieve directory entries 

· 
· 
· Unbind - close the connection (not the inverse of Bind)

Figure 5‑2 illustrates the interactions required between an LDAP client and the SDS directory.  Each step represents a standard LDAP call.

The Perform Search call may be called once or more than once for a single transaction depending on the data that is to be retrieved and the number of entities which need to be accessed.  The search will contain a filter giving the required search criteria, entities and attributes involved.
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Figure 5‑2.  LDAP Query Sequence Diagram

For all calls to the directory, the return call will contain a message that will contain an indication of the success of the call along with any resulting data if successful.

It is the responsibility of the LDAP client to control its behaviour based on responses from the directory.  This will depend on the type of the original LDAP operation and the error returned.

5.1.1 Security

The Spine requires that directory clients or their proxies establish LDAPS (LDAP over SSL/TLS) connections. The connection will only be established if both:

· the client trusts the certificate sent by the server and 

· the server trusts the certificate sent by the client.
The certificates will be signed by the Spine Certification Authority.

Once the LDAPS connection is established, accredited systems will bind to the directory using anonymous authentication. Exceptions to this includes: EBS as detailed in section 5.5.2.16; and the LSPs/NASPs as discussed in section 5.1.2.
5.1.2 Search Responses

Following are the properties set for an Anonymous bind ldap user;

Size Limit: This property specifies the maximum number of entries the server returns for a search operation. 

Error code: 4 

Description: Sizelimit exceeded

Look Through Limit: This property specifies the maximum number of entries the server examines when checking candidates to respond to a search request. 

Error code: 11

Description: Administrative limit exceeded

Time Limit: This property specifies the maximum number of seconds allocated by the server to respond to a search request. This is set to 60 Seconds. Once this time is reached an error result will be returned. 

Error code: 3

Description: Timelimit exceeded

Idle Timeout: This property specifies how many seconds the server waits for traffic on an idle LDAP client connection before closing the connection. This is set to 1800 Seconds.
The volumes of entries returned by the LDAP interface are governed by limits defined in the Bulk Synchronisation Policy as stated in section 5.1.6.
There are no performance SLAs for the LDAP interface.
5.1.3 Error Responses

The SDS LDAP directory will use the standard LDAP error messages and codes to inform the calling client of any problems in accessing the data.  See [LDAP-1823].  

5.1.4 Transport Binding Information

In order to connect to the LDAP directory the following information will be provided during implementation for each environment required,

· Server information/host address.

· Port (where this is not the default LDAP port).

· Authentication and security requirements.
5.1.5 LDAP Usage Guidlines
In addition to the standard LDAP process outlined in section 5.1, following are some guidelines that should be taken into consideration by application developers:

1. The LDAP interface is available to client systems to support low volume ad-hoc lookups to the directory.  Bulk synchronisations must be performed using the Change Log interface in line with section 5.1.6.
2. Applications should endeavour to follow basic LDAP guidelines when making use of SDS. They should BIND, perform the SEARCH, then UNBIND & close the connection and not leave the connection open for an extended period of time.

3. Re-use connections where possible. If an application is making use of directory content and one search is based on the results of a previous search then connections should be re-used. 

4. Applications should not be using searches which are malformed or do not conform to a regular LDAP search. One example would be where applications may be doing a search for "(nhsidcode=)". Search queries should be correctly populated prior to performing a search.

5. Keepalives should not be performed against SDS. Keepalives should be carried out using network or other similar devices against the application and not against SDS. Certain applications currently search SDS for non existent data which ties up valuable resource on SDS boxes.

6. Unindexed searches are discouraged. Application developers should be encouraged to make use of current indexed attributes or if a need exists, raise the appropriate request for the addition of other indexes. Any decisions made on the addition of extra indexes will be impact assessed prior to implementation.

5.1.6 Bulk Synchronisation Policy
The External Change Log Interface (see section 5.4) is the approved interface to support bulk synchronisation of directory data. This approach leverages the publication of delta changes and allows suppliers to take advantage of standard replication technologies. It is recognised that a number of deployed systems do not comply with the policy because their designs were authorised prior to this policy coming into force and these systems need to migrate to the Change Log interface at the earliest opportunity; the rules which govern these and new deployments are set out below.

All systems with a requirement to synchronise with SDS must adopt the Change Log approach to gain compliance after March 2012.
5.1.6.1 Bulk Synchronisation Definition

For the avoidance of doubt bulk synchronisation is defined as:

· Any process that involves multiple synchronous queries to SDS taking more than 5 minutes to complete.

· This limit applies to 5 minutes in a given 3 hour period.

· Any query which involves returning more SDS objects relating to:

· In excess of 100 unique users, or

· 100 ASIDs, or

· 500 organisations

The time limits above apply to a single or multiple connections over a 5 minute duration.

The policy applies to accounts which connect to SDS using anonymous or named binds.

5.1.6.2 Policy for systems already synchronising with SDS prior to March 2012 

Current versions of systems synchronising data from SDS can continue with the current arrangements until 31st June 2015.

5.1.6.3 Policy for new systems and product releases after March 2012

New products and updated releases to current systems must use the Change Log interface.  This policy comes into force immediately.
5.2 Work Group Messaging Interface 

From 2008-A SDS includes a Work Group messaging interface. This supports the Work Group management interactions.  The interactions supported are:
· Search for User Role Profiles

· Add User to Work Group

· Remove User from Work Group

Details of the interactions are available in the messaging implementation manual (MIM).
The Common Services Framework (CSF) provided by TMS is used to notify the SDS message handler that a message has been received. The SDS message handler will perform LDAP operations against the directory, and return responses via CSF.
There are currently no performance SLAs for this interface.
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Figure 5‑3. Messaging Interface Communications
5.3 Query Accredited System Information System Service

5.3.1 Overview

The Query Accredited System Information (QASI) service provides the Spine client with a service to obtain all information required to converse with an Accredited System which can process their required Interaction.  This service alleviates the need for the Spine client to make direct multiple SDS calls to in order to seek a compatible accredited system to converse with.

This service is a pre-requisite to support multi-version interoperability (MVI) between collaborating Accredited Systems (where Spine acts an intermediary MHS) and where interoperability is achieved via explicit message transformations which are performed in Spine.  For MVI to be achieved It is a pre-requisite that both collaborating Accredited Systems employ this service (i.e. have been accredited to use this service) before being able to converse in message exchanges where transforms may be applied.

The service requires a relatively low level of reliability and as such will implement an MHS relationship with the client in web service mode.  The service will be provided via a SOAP web service defined by a WSDL.  The service is a ‘query’ type service and does not change the state of any Spine subsystems.

The overall functionality of the service as required in the context of external systems will be limited to the following:

· Search and return Accredited System information based on the supplied search criteria.

5.3.2 Interface Requirements

5.3.2.1 Query Accredited System Information Functions

The QASI service provides a single service for obtaining compatible Accredited System information, but behaves differently according to the information provided.  The following outlines the two behaviours of this function:

1. Search for all compatible Accredited Systems which can process the required Interaction.

2. Search for the Interaction within an Accredited System which is most compatible with the required Interaction.

Compatible interactions are defined within SDS and this list is interrogated by the QASI service. The list of compatible interactions is not available directly.
For both queries Accedited Systems are located using the served organisations (nhsASClient) rather than the managing organisation (nhsIDcode).
Search for Compatible Accredited Systems

Given the required Organisation, Service and Interaction mandatory parameters, the QASI will firstly seek all compatible Accredited Systems which can support the required Interaction within the Organisation supplied.  If this search does not yield a match but a parent Organisation exists, then the same search is again performed in the parent Organisation.  This searching of the Organisation hierarchy is traversed until a compatible Accredited System match is found or there are no more Organisations to search. 

Where transformations are available in Spine, this QASI search will yield results which include Accredited Systems where they directly support the required Interaction and/or Accredited Systems who support the QASI service and whose Interaction can be matched by explicitly transforming the required Interaction.

A ‘compatible’ Accredited System is identified in the following order of precedence:

1. The Accredited System supports the required Interaction

2. The Accredited System supports an Interaction which the required Interaction can be transformed into.  In which case, the highest transformable Interaction is selected.

Only one Interaction per Accredited System is returned.

The following information is returned for each match

· Organisation

· Accredited System Details (e.g. ASID, PartyID)

· Compatible Interaction (if interaction not directly supported)

· Contract Properties

· Binding (URL)

The Organisation is also returned, as compatible Accredited System(s) may have been found in a different Organisation to the one originally specified.

Note:

· Where the service & Interaction sought are implemented by a Spine subsystem, the search would only ever yield one compatible Accredited System match.  The binding returned will be corresponding Spine MHS binding.

· Where the service & Interaction sought are not implemented by a Spine subsystem, i.e. where Spine acts as an intermediary, the search could yield more than one Accredited System matched.  The binding returned will be the corresponding Spine MHS intermediary binding, however, the PartyID and contract properties will be those associated with the receivers MHS, not that of the intermediary.

Search for Compatible Interaction

Given the required ASID, Service and Interaction mandatory parameters, this QASI search will only search the ASID supplied.  The most compatible Interaction is determined according to the same rules as specified in the search for compatible Accredited Systems.

Apart from Organisation, the same information is returned as detailed for a Search for Compatible Accredited Systems i.e.

· Accredited System Details (e.g. ASID, PartyID)

· Compatible Interaction (if interaction not directly supported)

· Contract Properties

· Binding (URL)

5.4 External Change Log Interface 

The external change log is published for use by, but not limited to, EBS and LSP systems. The access to the external change log is via named access to SDS. This access is intended primarily for LSPs and EBS. A limited number of connections
 will be available but these must be applied for stating details such as intended schedule of change log reads and intended schedule of refreshes (the full process will be defined by CFH). Other consumers wishing to use this function will need to apply using a process based around RFC.

 The LDAP user accounts that have access to the external change log need to have unlimited lookthrough limit and size limit.
After release 2008-B has gone live the external change log client applications MUST first request for a full extract of the SDS directory which will be serviced via RFC. After the initial extract has been imported the consumers can start processing the individual change log entries using the external change log interface.
The external change log is not expected to hold more than 500,000
 entries or entries older than 30 days. These limits are kept configurable and suppliers will be informed of any change to these limits. Typically, the external change log consumers are expected to read ongoing changes at a frequency of at least once per day but not more than once per hour and the same will have to be agreed with CFH as part of setting up their connection.
The volumes of read/write operations on the SDS directory can increase over time and it is possible that the limit of maximum number of entries that can be hosted on the external change log is reached earlier than 30 day limit. BT will monitor ongoing volumes and in agreement with CFH might adjust the actual change log limits. Care will be taken to inform all the suppliers to ensure that the process agreed with any of the supplier is not violated due this change. All the suppliers will be informed about this change by means of a clarification raised on the EIS. Considering the current volumes the record limit is not expected to be breached in less than 20 days. 
5.4.1 Spine Directory Schema

The embedded file defines the schema file which MUST be used by all the external changelog consumers to enable them to use the external change log interface.
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5.4.2 Changelog initial load

The initial load component provides an extract of the SDS directory which MUST be loaded by the external change log client before they can start using the external change log interface. Depending upon which client has raised the request BT service adiminstrator will generate an extract of SDS which will contain only those elements that are exposed to the client. E.g The extract requested by LSP will not have the nhsPuSecret attribute for people entries while the extract requested by EBS will have the nhsPuSecret attribute for people entries. 

This extract has to be requested via RFC. The initial extract will also provide the last change number of the external change log when the initial extract was generated. The external change log consumer MUST be configured to use this last change number after loading the full extract before reading the ongoing changes.
5.4.3 Processing ongoing changelog updates

The change log will contain the same subset of directory attributes as exposed in the schema of the external directory replicas as specified in section 5.5.2. The list of attributes to be published will be kept configurable. The external changelog will be accessible only via named access, i.e. anonymous access will not be allowed.

The change log extractor is currently expected to run every hour on the hour though this interval is to be kept configurable. The update schedule may change with prior CFH agreement but this will be communicated to suppliers by means of a clarification raised on the EIS.

The initial extract also provides the last change number of the external change log at the time when the extract was run. This number MUST be stored as the last change number by change log consumer components. Consumers MUST always maintain the last change number that they have processed.

To process individual change log entries the consumers MUST perform the following steps;

· First read the cn=Changelog, o=nhs object to identify the first and the last change numbers hosted on the external change log. 

· If the first change number hosted on the directory is greater than the last change number processed by the consumer then they MUST not process any changes and MUST request for a full extract.

· The change entries MUST be read from the last change number processed by the consumer to the last change number hosted on the directory. 

· The change numbers published in the external change log may not be consecutive and hence the consumer MUST not treat non existence of a change number as an error or end of change indicator. Consumers SHOULD always read upto the last change number as published in the external change log. 

· The change entries can have a duplicate change which implies that the consumers will encounter an error while processing duplicate entries (e.g. duplicate add and delete change entries). The consumer SHOULD ignore such errors and continue processing changes till the last change number published in the external change log.
The external change log can be read in 2 ways;

1. Read one change entry at a time. (Recommended)

The following sequence diagram illustrates how external directory consumers will process the change entries by reading one change at a time. 
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Figure 5‑4 – Interaction Diagram – Read External Change Log 

2. Read all change entries in a single read request.

The following sequence diagram illustrates how external directory consumers will process the change entries by reading all changes in one read request.
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Figure 5‑5 – Interaction Diagram – Read External Change Log 

The following reasons are the guiding principles behind recommending the approach of reading a single change entry at a time.

1. Entries returned as a result of an LDAP query are not returned in a sorted order. This implies that the client of the external change log interface has the responsibility of sorting the entries read from LDAP at their end before they can synchronise their local SDS instance.

2. LDAP search queries that use operators like “>=” are classified as unindexed searches and are very resource intensive. Such queries will always scan the entire external change log thus impacting the response times for each query.
5.4.4 Future Transitions

Future release work may result in change to the SDS schema along with a large amount of directory updates. Only one version of the schema will be supported by the change log. Hence after each SPINE release suppliers MUST update their schema as published in the future EIS releases and MAY need to request a full initial extract after the future release has gone live.
Other circumstances may require consumers to take a full initial extract. Suppliers will be informed of such updates by CFH and will follow a process to be described by CFH.

5.5 Directory Model

A key element in describing the LDAP interface with SDS is the directory information model—the Directory Information Tree (DIT) in X.500 terms.  

This section gives details of those parts of the data model and entities about which information can be retrieved in order to satisfy the requirements of external systems.  Other parts of the data model are for Spine internal use only and are not documented here. The model for external use is presented in three forms. 

· The first gives the overall DIT hierarchy within the directory. 

· This is followed by a class diagram showing the relationships between the entities.

· Finally a definition of the exposed attributes is provided.
5.5.1 Directory Information Tree

Figure 5‑6 shows the root of the SDS DIT accessible by external LDAP clients for queries. 
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Figure 5‑6.  Structure of the Directory Information Tree
The DIT has four branches as described in the following sub-sections.
5.5.1.1 Organisations

The organisations branch of the DIT contains data about the organisational structure of the NHS. This data comprises the following generic types of organisational entity:

· Organisation

· Organisational Site

· Department

The organisation and site data is primarily supplied by the National Administrative Codes Service (NACS formerly OCS). The departmental data is provided by local organisational administrator.

Figure 5‑7 shows the generic structure of organisational entities within the organisations branch of the DIT. It can be seen that all organisations exist at the same level. No attempt is made to model the regional or national structure of the NHS in the structure of the DIT. It should also be noted that GP Practices are treated as separate organisations rather than modelled under the appropriate Primary Care Trust (PCT).

Sites and departments are modelled immediately beneath their parent organisation's entry. 
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Figure 5‑7 Structure of the Organisation Branch

These three organisational entity types are reused to model a number of NHS organisational bodies. 
The department entity represents NHS departments within organisations or sites. A department may also be nested within another department. 
The organisation entity represents NHS organisation types, e.g. 'Care Trust'. The type of organisational entity is held in the NACS Organisation Type data item in each organisational entry. The list of organisation and site types have been removed from this document because as from 2008-A they will be managed by the Authority using a new application, so the list of types will change between releases. The list of organisation types will be published in the directory (see section 5.5.1.4).
Each organisation will belong to one of three categories which determine what types of registration authority they may host:

· RA Hosting Organisation

· Parented RA Organisation

· Non RA Hosting Organisation
5.5.1.2 People
The people branch contains data about all the users of the Spine. This data is confirmed by the Registration Authority during the user registration process and issuance of the user’s smartcard.

Each Spine user has one entry immediately beneath the people branch. This entry contains all the data that is independent of an organisation e.g. first and family names.

Immediately beneath a person entry are organisational person entries associated with the user’s specific organisation data e.g. organisation name. A user may have multiple organisational person entries, one for each organisation with which they have a direct association. These entries relate to organisation entries in the organisation branch of the DIT.

Located beneath each specific organisational person entry are entries for each role profile that a user holds within the organisation. These role profile entries contain details of the job role, area of work, work groups and business functions associated with that role profile. 

Figure 5‑8 shows the generic structure of the person entry and its associated organisational person entries and role profiles.
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Figure 5‑8 Structure of the People Branch
5.5.1.3 Services

The services branch contains data about Accredited Systems and Message Handling Systems registered with the Spine and the Service-Interactions they support. Figure 5‑9 shows the generic structure of the service entry and its associated action entries. 
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Figure 5‑9 Structure of the Services Branch

To provide compatibility with P1R1 messaging, this structure contains two representations of the ‘Services’ data.  

The P1R1 directory structure for this information is as follows:

Each service registered with the Spine has one entry immediately beneath the services branch. This entry contains the details generic to all the service's actions. 

Immediately beneath the service entry are entries for each of the service's actions. These entries contain a definition of the service action and associated bindings. Each service has a Party Key that is a combination of the Organisation Code and Service Key. The party key allows the Spine to differentiate between two services of the same type operated by the same organisation.

A contract property is associated with each action name, across all services that support that action. The contract properties are held at the same level as the services.
The 2005-1 directory structure for this information is as follows:

In 2005-1 and subsequent  releases the three P1R1 entry types for service, interaction and contract properties have been superseded by two entry types for accredited system and message handling system.
The accredited system entry type contains all the information related to a specific system: 

· the accredited system identifier
· the party key of the Message Handling System to which messages for the accredited system should be sent
· the service-interactions the system supports, including versions
The message handling system entry type contains all the information related to a specific service-interaction supported by the system:

· the party key of the message handling system
· the version of the service-interaction the system supports
· the end-point bindings
· the interaction contract properties
Sections 5.13 and 5.15 provide examples of how the information contained in these entry types may be used.
ACF Characteristics:

These characteristics are set in SDS according to the system's level of accreditation (i.e. its capabilities). When TMS receives a message request from an accredited system it reads the characteristics for that system and passes them to the appropriate sub system (currently only PSIS) along with the message. The characteristic is set in the nhsAsACF attribute as part of the end point registration process.

The following ACF Characteristics have currently been defined:

1) RBAC - if this value is present on nhsAsACF on the ASID, this tells PSIS and ACF that the sending system is accredited to perform a local RBAC check.  If it is not present then PSIS and ACF will perform an RBAC check on their behalf and refuse the request if this fails.

2) DOLR - if this value is present on nhsAsACF on the ASID, this tells PSIS that the sending system is accredited to perform a local LR check.  If it is not present then PSIS will perform an LR check on their behalf and refuse the request if this fails.

3) SSEC - This tells PSIS whether the sending system is capable of supporting Clinician Sealing. (Reserved for future use.)

4) SSEP - This tells PSIS whether the sending system is capable of supporting Patient Sealing. (Reserved for future use.)

5) CNST - if this value is present on nhsAsACF on the ASID, this tells PSIS that the sending system is accredited to perform a local Consent check.  If it is not present then PSIS will perform a Consent check on their behalf and refuse the request if this fails.

The following example, shows that the accredited system has both DOLR and RBAC characteristics set meaning that the local system has performed both RBAC and LR checks and that PSIS therefore does not need to make these checks.

[image: image12.emf]
5.5.1.4 Reference Data

The Reference Data branch (Figure 5‑10) contains five branches that define Types, Sub‑Types, Category Bags, Role Base Access Control entries, Work Groups, and Work Group Types.
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Figure 5‑10 Structure of the Reference Data Branch
Types and Sub-Types

The Type and Sub-Type branches contain Authority defined organisation types and sub-types. Under the 'ou=Types' branch there are sub-branches for holding the types for:
· Organisations

· Sites

· Departments
Sub-types are not sub-divided.
Each object contains the name of the type or sub-type and its code.

Details of the Type and Sub-Type object classes and attributes can be found in section 5.5.2.6. Example LDAP searches and data can be found in section 5.12.

Category Bag

The Category Bag branch contains all category names defined by the Authority. These names are used to create multiple <name>:<value> pairs for Accredited System directory entries. The category bag name defines a type of category bag.  The type definition provides the business rules around the use and syntax of the name and therefore how value instances are to be interpreted.  A colon separates the name selected from the list in the category bag branch from the value provided during the registration of the Accredited System. The name entry will never have a colon within it. However, it is possible that the value entry may itself contain colons and designers should ensure that systems are tolerant of this.
The types for category bags are centrally assigned and administered by the BT NASP to ensure that no namespace clashes.  Service implementers may request the creation of a new category bag name through their Authority representative by providing the necessary information e.g. name and usage.
The inclusion of the category bag name-value pair in the accredited system entry is detailed in section 5.5.2.4. The structure of the category bag name entries held under the reference data branch is described in section 5.5.2.6. An example category bag definitions can be found in sections 5.11 and 5.15.1.
Role Based Access Control

The RBAC branch contains all Authority defined Role Based Access Control entries, sub-divided by their type: Areas of work; Business Function (activity); and Job Role.

Each sub-branch contains all RBAC entries for that type, the entry information includes:

· RBAC Code
· RBAC Name
· Description
· Status: e.g. active or inactive

Details of the RBAC object classes and attributes can be found in sections 5.5.2.8, 5.5.2.9 and 5.5.2.10. Example LDAP searches and data can be found in section 5.9.

RBAC Baselines

The RBAC Baseline branch contains all Authority defined baselines. Each Baseline entry includes:

· Baseline Code;

· Job Role Code and Name;

· A list of Area of Work Codes and Names;

· A list of Business Function codes;

· DN of the URP (User Role Profile) that created the baseline;

· Creation Date
Details of the RBAC Baseline object class and attributes can be found in section 5.5.2.11. Example LDAP searches and data can be found in section 5.10.

Work Groups
The Work Group branch contains all defined work groups, sub-divided by the owning organisation. Work group entries are managed by the organisation’s Work Group Administrators (WGA). The work group membership is managed by either the nominated Work Group Membership Administrator (WGMA) or the organisation’s User Registration Authority.

Each organisation, with at least one work group, has a sub-branch immediately beneath the work group branch. All the work group entries for that organisation are then grouped in that sub-branch.

Work group entries are held at the same DIT level; the work group hierarchy is represented using parent and child attributes for each work group entry. 

The first work group created for an organisation becomes the root of that organisation’s work group hierarchy. Once created the root work group is fixed and can not be remove or replaced. 

The root is the only work group without a parent, all other work groups have a single parent, selected from the available open work groups within the organisation. A WGA may only close a work group that has no children. A work group may have zero or more child work groups. Every work group is defined as a particular work group type. The list of available types is defined under the work group type branch of reference data.

Figure 5‑11 provides an example view of part of an organisations work group hierarchy, constructed from the parent and child attributes of work group entries.
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Figure 5‑11 Part of an Example Organisation’s Work Group Hierarchy
Figure 5‑12 illustrates the references from User Role Profiles to Work Group entries to represent membership and from Work Group entries to their owning organisation. The figure also illustrates how the organisational work group hierarchy is flattened in the directory hierarchy.
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Figure 5‑12 The Directory Representation of Work Groups

2006-B introduces Cross-Organisational Work Groups. A WGA can nominate a work group as cross-organisational, which enables work groups in other organisations to link to the Cross-Organisational Work Group either as a parent or child. Figure 5‑13 illustrates a work group in organisation B with a link to a child work group in organisation A.
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Figure 5‑13 Cross-Organisational Work Groups

Details of the Work Group object class and attributes can be found in section 5.5.2.12. Example LDAP searches and data can be found in section 5.8.
From 2008-A Work Group membership can be managed via a messaging interface. Details in section 5.1.5 and example scenarios in section 5.16.
Work Group Types

The Work Group Type branch contains entries that define all the different types of work group. Each type consists of a code, name and national default for time-based LR values.
Each work group entry contains a reference to its work group type.
Details of the Work Group Type object class and attributes can be found in section 5.5.2.13. Example LDAP searches and data can be found in section 5.8.
5.5.1.5 Change Log

The following figure depicts a pictorial view of a change log entry. All the changes on the SDS Master Directories that pertain to the attributes exposed via the external directory replica are exposed via this directory branch. 
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Figure 5‑14 Structure of the Change log Branch

5.5.1.6 Data Entity Relationships

Figure 5‑15 shows the relationship between directory object types and their key attributes.  This diagram gives the overall context of the information stored within the directory. Note that only the main object types are shown.
[image: image18.emf]
[image: image19.jpg]Change Log
Qi Change Log Base
Target DN Base entry name
Change Type First Change Number
Change Time Last Change Number
changes

EBS Attrbutes

Ol RON

New RDN

Parenty entry DN



  
Figure 5‑15  Directory Information Class Model

5.5.2 Exposed Classes and Attributes

Within the directory there only certain classes and attributes which need to be exposed to external systems in order to provide the necessary information; these are given in the following tables.

LDAP searches can be targeted using the particular LDAP attribute name or OID, which are also given. The main OID assigned to the NHS is 1.2.826.0.1285. The OIDs for NHS-specific attributes and object classes all start with the value nhsds, which is defined as 1.2.826.0.1285.0.

These notes apply to the tables in the following sub-sections:

1. The value of this attribute is the same as the attribute in Table 5‑2. It is provided to simplify LDAP searches on organisational person.

2. Category Bag is not used in MHS object class.

3. In P1R1 the cardinality of End Point was 1 not 1..*

4. In the P1R1 representation the value in Action Name was used to link an Action to its Contract Properties.

5. Access to these attributes requires specific authentication (see section 5.5.2.16).

6. National default values are applied if the value is not specified in the work group entry.

7. Only the root work group has no parent.

· The relative distinguished name (RDN) for the entry type.

5.5.2.1 Person, Organisational Person and Role Profile Entities

Table 5‑1 contains a list of the LDAP classes used to represent people in the directory.

	People Entity
	LDAP Class
	LDAP OID
	Based on 
Standard LDAP Class

	NHS Person
	nhsPerson
	nhsds.2.0.65
	organizationalPerson

	NHS Organisational Person
	nhsOrgPerson
	nhsds.2.0.66
	organizationalPerson

	NHS Organisational Person Role
	nhsOrgPersonRole
	nhsds.2.0.67
	top


Table 5‑1 Person Object Classes
The person entity (Table 5‑2) provides information on person independent of organisation associations. 
A person entity is defined using following directory object classes: person, organizationalperson, inetorgperson, nhsperson,  sunPortalGatewayAccessService, sunPortalDesktopPerson, inetuser, iPlanetPreferences, iplanet-am-managed-person, and iplanet-am-user-service. The primary object class is nhsPerson.
	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	User’s Unique Identifier *
	Uid
	1
	0.9.2342.19200300.100.1.1
	Auto generated unique Spine ID for the person.

	Full Name
	Cn
	1
	2.5.4.3
	The full name of a person. This is an unstructured concatenation of some or all of the Person Title, Person Given Name, Person Family Name and Person Name Suffix elements, or other elements that make up a person's full name.

	First Name
	givenName
	0..1
	2.5.4.42
	The forename or given name of a person.

	Family Name
	Sn
	1
	2.5.4.4
	That part of a person's name which is used to describe family, clan, tribal group, or marital association.

	Middle Names
	nhsMiddleNames
	0..1
	nhsds.2.1.111
	Middle names of a person.

	Middle Initials
	initials
	0..1
	2.5.4.43
	All middle initials, excludes first name initial.

	Preferred Full Name
	displayName
	0..1
	2.16.840.1.113730.3.1.241
	Alternative to full name, if supplied.

	Personal Title
	personalTitle
	0..1
	0.9.2342.19200300.100.1.40
	Standard form of address used to precede a person's name

	Supplementary Prescriber
	nhsSupPrescriber
	0..1
	nhsds.2.1.161
	Stored as "Y" or "N", displayed as "Yes" or "No".

	Principal Occupation Code
	nhsPrinOcc
	0..1
	nhsds.2.1.162
	A unique code identifying each main specialty designated by Royal Colleges. Stored as four characters to be translated to a string for display via a directory lookup.

	RPSGB Membership Number
	nhsRPSGB
	0..1
	nhsds.2.1.163
	8 digit code consisting of an alpha and seven alpha/numeric fields.

	General Medical Council Number
	nhsGMC
	0..1
	nhsds.2.1.164
	7 digit numeric code (example 0010856).

	General Dental Practitioner Number
	nhsGDP
	0..1
	nhsds.2.1.165
	D followed by 7 digit numeric code (example D2015293).

	General Dental Council Number
	nhsGDC
	0..1
	nhsds.2.1.169
	5 digit numeric code (example 79005).

	Royal College of Nursing Number
	nhsRCN
	0..1
	nhsds.2.1.166
	7 digit numeric code (example 1234567).

	Nursing and Midwifery Council Number
	nhsNMC
	0..1
	nhsds.2.1.170
	8 character code (example 12A1234A).

	Consultant Code
	nhsConsultant
	0..1
	nhsds.2.1.167
	C followed by the GMC code (example C0010856).

	Doctor’s Index Number
	nhsGMP
	0..1
	nhsds.2.1.168
	For doctors. This contains their Doctor’s Index Number (DIN) a 6 digit numeric code (example 041649).
Formerly called the ‘General Medical Practitioner Code’

	NACS Practitioner Code
	nhsOcsPrCode
	0..3
	nhsds.2.1.54
	NACS coding for NHS Practitioners. Constructed from GMP, Consultant, and GDP code.

	Person Status
	nhsPersonStatus
	1
	nhsds.2.1.55
	Flag indicated the registered status of a person:
0 (zero) or absent indicates inactive

1 (one) indicates active.

	Employee Passcode 5
	nhsPuSecret
	0..1
	nhsds.2.1.113
	Restricted access.

	Telephone Identifier 5
	nhsTelUid
	0..1
	nhsds.2.1.115
	Restricted access.


Table 5‑2 Person

All information relating a person to a specific organisation is held within this class (Table 5‑3) without need to access the organisation class.
An Organisational Person entity is defined using following directory object classes: person, organizationalperson, inetorgperson, and nhsOrgPerson. The primary object class is nhsOrgPerson.
	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Organisational Person Code *
	uniqueIdentifer
	1
	0.9.2342.19200300.100.1.44
	Auto generated unique Spine ID for the organisational person. 

	User’s Unique Identifier 1
	Uid
	1
	0.9.2342.19200300.100.1.1
	Spine ID of the person. Taken from the person object.

	Full Name 1
	Cn
	1
	2.5.4.3
	The full name of a person. This is an unstructured concatenation of some or all of the Person Title, Person Given Name, Person Family Name and Person Name Suffix elements, or other elements that make up a person's full name.
Taken from the person object.

	First Name 1
	givenName
	0..1
	2.5.4.42
	The forename or given name of a person.
Taken from the person object.

	Family Name 1
	Sn
	1
	2.5.4.4
	That part of a person's name which is used to describe family, clan, tribal group, or marital association.

Taken from the person object.

	Middle Names 1
	nhsMiddleNames
	0..1
	nhsds.2.1.111
	Middle names of a person.

Taken from the person object.

	Middle Initials 1
	Initials
	0..1
	2.5.4.43
	All middle initials, excludes first name initial.
Taken from the person object.

	Preferred Full Name 1
	displayName
	0..1
	2.16.840.1.113730.3.1.241
	Alternative to full name, if supplied.

Taken from the person object.

	NACS Organisation Name
	O
	1
	2.5.4.10
	The official name given to an organisation by the National Administrative Codes Service.
Taken from the parent organisation.

	NACS Organisation Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code for this user's organisation.


	NACS Site Name(s)
	nhsSiteNames
	0..*
	nhsds.2.1.47
	NACS names for sites within this organisation that are currently associated with this user.

	NACS Site Code(s)
	nhsSiteCodes
	0..*
	nhsds.2.1.56
	NACS codes for sites within this organisation that are currently associated with this user.

	Department Code
	nhsDeptCodes
	0..*
	nhsds.2.1.57
	Spine unique identifier codes for departments within this organisation that are currently associated with this user.

	Roles
	nhsRoles
	0..*
	nhsds.1.12
	Rolled-up multi-valued list of job role values from this organisational person's role profiles.

	Left Organisation
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date organisational person was closed (yyyymmdd).

	General Medical Practitioner Code
	nhsGnc
	0..1
	nhsds.2.1.125
	For doctors. This contains their General Medical Practitioner Code. G followed by the 6 digit numeric code and then 1 check digit (example G3319187).
Formerly called ‘GP General National Code’

	Joined Organisation
	nhsOrgOpenDate
	0..1
	1.2.826.0.1285.0.2.1.32
	Date organisational person was opened/re-opened. (yyyymmdd)

	Country
	nhsCountry
	1
	nhsds.1.2
	The name of the country where the organisation is located.


Table 5‑3 Organisational Person

The details of a user’s specific roles within a specific organisation are contained in the role profile class (Table 5‑4).
A Role Profile entity is defined using following directory object classes: nhsOrgPersonRole. 
	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Role Profile Code *
	uniqueIdentifer
	1
	0.9.2342.19200300.100.1.44
	Auto generated unique Spine ID for the role profile. 

	NACS Organisation Code
	nhsIdCode
	0..1
	nhsds.1.10
	NACS code for this user's organisation.
Taken from the organisational person object.

Though the cardinality is set to 0..1, SUD application ensures there is 1 value in this attribute.

	Job Role Name
	nhsJobRole
	1
	nhsds.2.1.44
	Colon separated string of names comprising the primary, secondary and tertiary Job Role names.

	Job Role Code
	nhsJobRoleCode
	0..1
	nhsds.2.1.104
	Colon separated string of codes comprising the primary, secondary and tertiary Job Role codes.

Though the cardinality is set to 0..1, SUD application ensures there is 1 value in this attribute.

	Area of Work Name
	nhsAreaofWork
	0..*
	nhsds.2.1.45
	Each value holds a colon separated string of names comprising the primary, secondary and tertiary Area of Work names.

	Area of Work Code
	nhsAreaofWorkCodes
	0..*
	nhsds.2.1.105
	Each value holds a colon separated string of codes comprising the primary, secondary and tertiary Area of Work codes.

	Activity Name
	nhsBusinessFunctions
	0..*
	nhsds.2.1.46
	Each value holds an activity name.
Only Activity names explicitly granted to the user are listed.

	Activity Code
	nhsBusinessFunctionsCodes
	0..*
	nhsds.2.1.106
	Each value holds an activity code.
Only Activity codes explicitly granted to the user are listed. The full set of activities can only be obtained by looking up in the RBAC baseline the set of activities using the role and area of work specific to the role profile and combining these with the explicitly granted activity codes.

	Work Group Name
	nhsWorkGroups
	0..*
	nhsds.2.1.26
	Each value holds a Work Group name.

	Work Group Code
	nhsWorkGroupsCodes
	0..*
	nhsds.2.1.107
	Each value holds a Work Group code.

	Role Revoked
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date the role was revoked/closed (yyyymmdd).

	Role Granted
	nhsOrgOpenDate
	0..1
	1.2.826.0.1285.0.2.1.32
	Date Dept opened/re-opened. (yyyymmdd)


Table 5‑4 Role Profile

5.5.2.2 Organisational Entities

Table 5‑5 contains a list of organisational patterns and their LDAP classes.

	Organisational Entity
	LDAP Class
	LDAP OID
	Based on 
Standard LDAP Class

	NHS Organisation
	nhsOrg
	nhsds.2.0.61
	Organization

	GP Practice
	nhsGPPractice
	nhsds.2.0.64
	Organization

	NHS Department
	nhsDept
	nhsds.2.0.63
	OrganizationUnit

	NHS Site
	nhsSite
	nhsds.2.0.62
	OrganizationUnit

	Branch Surgery
	nhsSite
	nhsds.2.0.62
	OrganizationUnit


Table 5‑5 Organisational Object Classes
For NHS Organisations, GP Practices, NHS Sites, and Branch Surgeries the nhsIdCode attribute should be used when an organisation code is required to populate systems and/or messages. The uniqueIdentifier is used as a form of primary key in the directory and although it may contain the same value as nhsIdCode this is not guaranteed so nhsIdCode must be used. For departments the NHS does not provide codes so the Spine Department Code (uniqueIdentifier) should be used. 
Further description and guidance on the format and content of the organisation address data items is provided at the end of this section.
An Organisation entity is defined using following directory object classes: nhsOrg, organization. The primary object class is nhsOrg.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Organisation Code *
	uniqueIdentifier
	1
	0.9.2342.19200300.100.1.44
	Spine Unique ID for the organisation, currently the same as the NACS code.

	NACS Organisation Name
	o
	1
	2.5.4.10
	The official name given to an organisation by the National Administrative Codes Service.

	NACS Organisation Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code for the organisation.

	NACS Organisation Type
	nhsOrgType
	1
	nhsds.1.15
	Organisation type name supplied by National Administrative Codes Service.

	NACS Organisation Sub-Type
	nhsOrgSubType
	0.*
	nhsds.2.1.34
	Sub-Type code. Indicates that this organisation is also classified as acting in another role, e.g. an NHS Trust could also act as a Hospice

	Postal Address
	postalAddress
	1
	2.5.4.16
	The NACS administrative postal address of the organisation. See address guidance at end of this section.

	Postcode
	postalCode
	1
	2.5.4.17
	The NACS administrative postal code of the organisation.

	Country
	nhsCountry
	1
	nhsds.1.2
	The name of the country where the organisation is located.

	Parent NACS Code
	nhsParentOrgCode
	0..1
	nhsds.2.1.35
	Used when a parental association exists between two organisations. For example where the parent of a GP Practice is a PCT, or parent of a Pharmacy is a Pharmacy HQ.

	Open Date
	nhsOrgOpenDate
	0..1
	nhsds.2.1.32
	Date the organisation was opened. (yyyymmdd).

	Close Date
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date the organisation was closed (yyyymmdd).

	Geographical Area
	l (localityName)
	1..*
	2.5.4.7
	Location of the organisation. Contains the following as applicable: Strategic Health Authority, IT Cluster, Postal County.

	Strategic Health Authority NACS code
	nhsSHAcode
	0..1
	nhsds.1.23
	Code of the Strategic Health Authority this organisation is associated with.

	NACS Organisation Type Code
	nhsOrgTypeCode
	1
	nhsds.2.1.234
	Organisation type code supplied by National Administrative Codes Service. A list of these codes are kept in the directory as described in section 5.5.1.4 and defined in section 5.5.2.6.

	NACS Synthetic Indicator
	nhsSyntheticIndicator
	0..1
	nhsds.2.1.235
	If the attribute contains a value of 1 it indicates that this Organisation is test data. Otherwise the attribute will contain a value of 0 for non test data.

	NN4B Organisation Name
	nhsNN4BName
	0..1
	nhsds.2.1.244
	NN4B legacy organisation name.

	NN4B Organisation Code
	nhsNN4BCode
	0..1
	nhsds.2.1.245
	NN4B legacy organisation code.

	NACS Predecessor Code
	nhsOCSPredecessor
	0..*
	nhsds.2.1.52
	Indicates previous organisation's code(s). Only set following orgnisation splits or mergers during organisational reconfiguration

	NACS Successor Code
	nhsOCSSuccessor
	0..*
	nhsds.2.1.53
	Indicates replacement organisation code(s) following a merger or a split during organisational reconfiguration.  Only set once an organisation has been replaced.

	Alternative Organisation Name
	nhsAltOrgNames
	0..1
	nhsds.2.1.16
	Preferred organisation name.

	Main Switchboard Telephone Number
	telephoneNumber
	0..1
	2.5.4.20
	The NACS supplied telephone number

	Main Fax Number
	facsimileTelephoneNumber
	0..1
	2.5.4.23
	The NACS supplied fax number

	Internet Email Address
	mail
	0..1
	0.9.2342.19200300.100.1.3
	An SMTP email address for an organisation contact

	Web Page
	labeledUri
	0..*
	1.3.6.1.4.1.250.1.57
	HTTP addresses for related web sites

	IT Cluster code
	nhsDHSCcode
	0..1
	1.2.826.0.1285.0.2.1.30
	Set to the IT Cluster code

	Join Parent Date
	nhsJoinDate
	0..1
	1.2.826.0.1285.0.2.1.36
	The date at which an organisation joined, or will join, its current parent organisation. "Parent Organisation Code" lists applicable organisation types.

	Left Parent Date
	nhsLeftDate
	0..1
	1.2.826.0.1285.0.2.1.37
	The date on which an organisation left its current parent organisation. "Parent Organisation Code" lists applicable organisation types. For a GP, a date in this field indicates that the GP is not currently in a GP Practice. The date is not set if the organisation is still associated with its parent.

	NACS PCT Code
	nhsPctCode
	0..1
	nhsds.2.1.42
	The NACS code of the parent or associated Primary Care Trust.


Table 5‑6 Organisation

An Organisational Site entity is defined using following directory object classes: nhsSite, organizationalUnit. The primary object class is nhsSite.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Site Code *
	uniqueIdentifier
	1
	0.9.2342.19200300.100.1.44
	Spine Unique ID for the organisation, currently the same as the NACS code.

	NACS Site Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code for the site.

	NACS Organisation Type
	nhsOrgType
	1
	nhsds.1.15
	Site type name supplied by National Administrative Codes Service.

	NACS Site Name
	ou
	1
	2.5.4.11
	The official name given to a site by the National Administrative Codes Service.

	Postal Address
	postalAddress
	1
	2.5.4.16
	The NACS administrative postal address of the site. See address guidance at end of this section.

	Postcode
	postalCode
	1
	2.5.4.17
	The NACS administrative postal code of the site.

	Country
	nhsCountry
	1
	nhsds.1.2
	The name of the country where the site is located.

	Parent NACS Code
	nhsParentOrgCode
	0..1
	nhsds.2.1.35
	The parental association between the site and an organisation. For example where the parent of a NHS Trust site is a NHS Trust.

Though the cardinality is set to 0..1, OAS application ensures there is 1 value in this attribute.

	Open Date
	nhsOrgOpenDate
	0..1
	nhsds.2.1.32
	Date the organisation was opened. (yyyymmdd).

	Close Date
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date the site was closed (yyyymmdd).

	Geographical Area
	l (localityName)
	1..*
	2.5.4.7
	Location of the site. Contains the following as applicable: Strategic Health Authority, IT Cluster, Postal County.

	Strategic Health Authority NACS code
	nhsSHAcode
	0..1
	nhsds.1.23
	Code of the Strategic Health Authority this site is associated with.

	NACS Organisation Type Code
	nhsOrgTypeCode
	1
	nhsds.2.1.234
	Site type code supplied by National Administrative Codes Service. A list of these codes are kept in the directory as described in section 5.5.1.4 and defined in section 5.5.2.6.

	NACS Synthetic Indicator
	nhsSyntheticIndicator
	0..1
	nhsds.2.1.235
	If the attribute contains a value of 1 it indicates that this Site is test data. Otherwise the attribute will contain a value of 0 for non test data.

	NN4B Site Name
	nhsNN4BName
	0..1
	nhsds.2.1.244
	NN4B legacy site name.

	NN4B Site Code
	nhsNN4BCode
	0..1
	nhsds.2.1.245
	NN4B legacy site code.

	NACS Predecessor Code
	nhsOCSPredecessor
	0..*
	nhsds.2.1.52
	Indicates previous site's code(s). Only set following orgnisation splits or mergers during organisational reconfiguration.

	NACS Successor Code
	nhsOCSSuccessor
	0..*
	nhsds.2.1.53
	Indicates replacement site's code(s) following a merger or a split during organisational reconfiguration.  Only set once an organisation has been replaced.

	Alternative Site Name
	nhsAltOrgNames
	0..1
	nhsds.2.1.16
	Preferred site name.

	NACS Site Sub-Type
	nhsOrgSubType
	0.*
	nhsds.2.1.34
	Sub-Type code. Indicates that this site is also classified as acting in another role.

	Main Switchboard Telephone Number
	telephoneNumber
	0..1
	2.5.4.20
	The NACS supplied telephone number

	Main Fax Number
	facsimileTelephoneNumber
	0..1
	2.5.4.23
	The NACS supplied fax number

	Internet Email Address
	mail
	0..1
	0.9.2342.19200300.100.1.3
	An SMTP email address for an organisation contact

	IT Cluster code
	nhsDHSCcode
	0..1
	1.2.826.0.1285.0.2.1.30
	Set to the IT Cluster code

	Join Parent Date
	nhsJoinDate
	0..1
	1.2.826.0.1285.0.2.1.36
	The date at which an organisation joined, or will join, its current parent organisation. "Parent Organisation Code" lists applicable organisation types.

	Left Parent Date
	nhsLeftDate
	0..1
	1.2.826.0.1285.0.2.1.37
	The date on which an organisation left its current parent organisation. "Parent Organisation Code" lists applicable organisation types. For a GP, a date in this field indicates that the GP is not currently in a GP Practice. The date is not set if the organisation is still associated with its parent.

	NHS PCT Code
	nhsPCTCode
	0..1
	nhsds.2.1.42
	Contains PCT code


Table 5‑7 Organisational Site

A Department entity is defined using following directory object classes: nhsDept, organizationalUnit. The primary object class is nhsDept.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Department Code *
	uniqueIdentifier
	1
	0.9.2342.19200300.100.1.44
	Auto generated unique Spine ID for the department.

	NACS Organisation Type
	nhsOrgType
	1
	Nhsds.1.15
	Set to 'Department'.

	Department Name
	ou
	1
	2.5.4.11
	The official name given to a department by the National Administrative Codes Service.

	NACS Department Code
	nhsIdCode
	0..1
	Nhsds.1.10
	NACS code for the department. This value is taken from the uniqueIdentifier.

Though the cardinality is set to 0..1, OAS application ensures there is 1 value in this attribute.

	Postal Address
	postalAddress
	1
	2.5.4.16
	The NACS postal address of the department. See address guidance at end of this section.

	Postcode
	postalCode
	1
	2.5.4.17
	The NACS postal code of the department.

	Country
	nhsCountry
	1
	nhsds.1.2
	The name of the country where the department is located.

	Parent NACS Code
	nhsParentOrgCode
	0..1
	nhsds.2.1.35
	The parental association between the department and organisation, site or other department. 
Though the cardinality is set to 0..1, OAS application ensures there is 1 value in this attribute.

	`
	nhsOrgOpenDate
	0..1
	nhsds.2.1.32
	Date the organisation was opened. (yyyymmdd).

	Close Date
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date the department was closed (yyyymmdd).

	NACS Organisation Type Code
	nhsOrgTypeCode
	1
	nhsds.2.1.234
	Set to 'DT'.

	NACS Synthetic Indicator
	nhsSyntheticIndicator
	0..1
	nhsds.2.1.235
	If the attribute contains a value of 1 it indicates that this Department is test data. Otherwise the attribute will contain a value of 0 for non test data.

	NN4B Department Name
	nhsNN4BName
	0..1
	nhsds.2.1.244
	NN4B legacy department name.

	NN4B Department Code
	nhsNN4BCode
	0..1
	nhsds.2.1.245
	NN4B legacy department code.

	NACS Predecessor Code
	nhsOCSPredecessor
	0..*
	nhsds.2.1.52
	Indicates previous department's code. Only set following re-naming or replacing of an department.

	NACS Successor Code
	nhsOCSSuccessor
	0..*
	nhsds.2.1.53
	Indicates replacement department's code. Only set once a department has been renamed or replaced.

	Alternative Department Name
	nhsAltOrgNames
	0..1
	nhsds.2.1.16
	Preferred department name.

	NACS Department Sub-Type
	nhsOrgSubType
	0.*
	nhsds.2.1.34
	Sub-Type code. Indicates the role of this department, for example ‘Accident and Emergency’.

	Geographical Area
	l (localityName)
	1..*
	2.5.4.7
	Location of the site. Contains the following as applicable: Strategic Health Authority, IT Cluster, Postal County.

	Main Switchboard Telephone Number
	telephoneNumber
	0..1
	2.5.4.20
	The NACS supplied telephone number

	Main Fax Number
	facsimileTelephoneNumber
	0..1
	2.5.4.23
	The NACS supplied fax number

	Internet Email Address
	mail
	0..1
	0.9.2342.19200300.100.1.3
	An SMTP email address for an organisation contact


Table 5‑8 Organisational Department

A GP Practice entity is defined using following directory object classes: nhsGPPractice, organization. The primary object class is nhsGPPractice.
	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Practice Code *
	uniqueIdentifier
	1
	0.9.2342.19200300.100.1.44
	Spine Unique ID for the organisation, currently the same as the NACS code.

	NACS Practice Name
	o
	1
	2.5.4.10
	The official name given to the GP Practice by the National Administrative Codes Service.

	NACS Practice Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code for the GP Practice.

	NACS Organisation Type
	nhsOrgType
	1
	nhsds.1.15
	Set to 'GP Practice'.

	NACS PCT Code
	nhsPctCode
	1
	nhsds.2.1.42
	The NACS code of the parent Primary Care Trust.

	Postal Address
	postalAddress
	1
	2.5.4.16
	The NACS administrative postal address of the GP Practice. See address guidance at end of this section.

	Postcode
	postalCode
	1
	2.5.4.17
	The NACS administrative postal code of the GP Practice.

	Country
	nhsCountry
	1
	nhsds.1.2
	The name of the country where the GP Practice is located.

	Parent NACS Code
	nhsParentOrgCode
	0..1
	nhsds.2.1.35
	Parental association exists between GP Practice and an organisation. For example where the parent of a GP Practice is a Primary Care Trust or Care Trust.

	Open Date
	nhsOrgOpenDate
	0..1
	nhsds.2.1.32
	Date the organisation was opened. (yyyymmdd).

	Close Date
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date the GP Practice was closed (yyyymmdd).

	Geographical Area
	l (localityName)
	1..*
	2.5.4.7
	Location of the GP Practice. Contains the following as applicable: Strategic Health Authority, IT Cluster, Postal County.

	Strategic Health Authority NACS code
	nhsSHAcode
	0..1
	nhsds.1.23
	Code of the Strategic Health Authority this GP Practice is associated with.

	NACS Organisation Type Code
	nhsOrgTypeCode
	1
	Nhsds.2.1.234
	Set to the type code applicable to the country where the Practice is located, e.g. PR for England, PR3 for Wales.

	NACS Organisation Sub-Type
	nhsOrgSubType
	0.*
	nhsds.2.1.34
	Sub-Type code. Indicates that this GP Practice is also classified as acting in another role, e.g. a GP Practice could also act as a Walk In Centre or an Out Of Hours Surgery.

	NACS Synthetic Indicator
	nhsSyntheticIndicator
	0..1
	Nhsds.2.1.235
	If the attribute contains a value of 1 it indicates that this GP Practice is test data. Otherwise the attribute will contain a value of 0 for non test data.

	NN4B Practice Name
	nhsNN4BName
	0..1
	Nhsds.2.1.244
	NN4B legacy GP Practice name.

	NN4B Practice Code
	nhsNN4BCode
	0..1
	Nhsds.2.1.245
	NN4B legacy GP Practice code.

	NACS Predecessor Code
	nhsOCSPredecessor
	0..*
	nhsds.2.1.52
	Indicates previous GP Practice's code. Only set following re-naming or replacing of a GP Practice, i.e. where the users are transferred to this new GP Practice.

	NACS Successor Code
	nhsOCSSuccessor
	0..*
	nhsds.2.1.53
	Indicates replacement GP Practice's code. Only set once a GP Practice has been renamed or replaced.

	Alternative Practice Name
	nhsAltOrgNames
	0..1
	nhsds.2.1.16
	Preferred GP Practice name.

	Main Switchboard Telephone Number
	telephoneNumber
	0..1
	2.5.4.20
	The NACS supplied telephone number

	Main Fax Number
	facsimileTelephoneNumber
	0..1
	2.5.4.23
	The NACS supplied fax number

	Internet Email Address
	mail
	0..1
	0.9.2342.19200300.100.1.3
	An SMTP email address for an organisation contact

	Web Page
	labeledUri
	0..*
	1.3.6.1.4.1.250.1.57
	HTTP addresses for related web sites

	IT Cluster code
	nhsDHSCcode
	0..1
	1.2.826.0.1285.0.2.1.30
	Set to the IT Cluster code

	Join Parent Date
	nhsJoinDate
	0..1
	1.2.826.0.1285.0.2.1.36
	The date a GP Practice joined, or will join, the specified parent organisation.

	Left Parent Date
	nhsLeftDate
	0..1
	1.2.826.0.1285.0.2.1.37
	The date a GP Practice left its previous parent organisation. 


Table 5‑9 GP Practice

A Branch Surgery entity is defined using following directory object classes: nhsSite, organizationalUnit. The primary object class is nhsSite.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Branch Surgery Code *
	uniqueIdentifier
	1
	0.9.2342.19200300.100.1.44
	Spine Unique ID for the organisation, currently the same as the NACS code.

	NACS Branch Surgery Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code for the branch surgery.

	NACS Organisation Type
	nhsOrgType
	1..*
	nhsds.1.15
	Set to 'Branch Surgery'.

	NACS Branch Surgery Name
	ou
	1
	2.5.4.11
	The official name given to a branch surgery by the National Administrative Codes Service.

	Postal Address
	postalAddress
	1
	2.5.4.16
	The NACS administrative postal address of the branch surgery. See address guidance at end of this section.

	Postcode
	postalCode
	1
	2.5.4.17
	The NACS administrative postal code of the branch surgery.

	Country
	nhsCountry
	1
	nhsds.1.2
	The name of the country where the branch surgery is located.

	Parent GP Practice NACS Code
	nhsParentOrgCode
	0..1
	nhsds.2.1.35
	The parental association between the branch surgery and parent GP Practice.

Though the cardinality is set to 0..1, OAS application ensures there is 1 value in this attribute.

	Open Date
	nhsOrgOpenDate
	0..1
	nhsds.2.1.32
	Date the organisation was opened. (yyyymmdd).

	Close Date
	nhsOrgCloseDate
	0..1
	nhsds.2.1.33
	Date the branch surgery was closed (yyyymmdd).

	Geographical Area
	l (localityName)
	1..*
	2.5.4.7
	Location of the branch surgery. Contains the following as applicable: Strategic Health Authority, IT Cluster, Postal County.

	Strategic Health Authority NACS code
	nhsSHAcode
	0..1
	nhsds.1.23
	Code of the Strategic Health Authority this branch surgery is associated with.

	NACS PCT Code
	nhsPctCode
	0..1
	nhsds.2.1.42
	The NACS code of the parent's Primary Care Trust.

	NACS Organisation Type Code
	nhsOrgTypeCode
	1
	nhsds.2.1.234
	Organisation type code supplied by National Administrative Codes Service. A list of these codes are kept in the directory as described in section 5.5.1.4 and defined in section 5.5.2.6.

	NACS Synthetic Indicator
	nhsSyntheticIndicator
	0..1
	nhsds.2.1.235
	If the attribute contains a value of 1 it indicates that this branch surgery is test data. Otherwise the attribute will contain a value of 0 for non test data.

	NN4B Branch Surgery Name
	nhsNN4BName
	0..1
	nhsds.2.1.244
	NN4B legacy branch surgery name.

	NN4B Branch Surgery Code
	nhsNN4BCode
	0..1
	nhsds.2.1.245
	NN4B legacy branch surgery code.

	NACS Predecessor Code
	nhsOCSPredecessor
	0..*
	nhsds.2.1.52
	Indicates previous branch surgery's code. Only set following re-naming or replacing of a branch surgery.

	NACS Successor Code
	nhsOCSSuccessor
	0..*
	nhsds.2.1.53
	Indicates replacement branch surgery's code. Only set once a branch surgery has been renamed or replaced.

	Alternative Branch Surgery Name
	nhsAltOrgNames
	0..1
	nhsds.2.1.16
	Preferred branch surgery name.

	NACS Sub-Type
	nhsOrgSubType
	0.*
	nhsds.2.1.34
	Sub-Type code. Indicates that this branch surgery is also classified as acting in another role.

	Main Switchboard Telephone Number
	telephoneNumber
	0..1
	2.5.4.20
	The NACS supplied telephone number

	Main Fax Number
	facsimileTelephoneNumber
	0..1
	2.5.4.23
	The NACS supplied fax number

	Internet Email Address
	mail
	0..1
	0.9.2342.19200300.100.1.3
	An SMTP email address for an organisation contact

	IT Cluster code
	nhsDHSCcode
	0..1
	1.2.826.0.1285.0.2.1.30
	Set to the IT Cluster code

	Join Parent Date
	nhsJoinDate
	0..1
	1.2.826.0.1285.0.2.1.36
	The date a Branch Surgery joined, or will join, the specified parent organisation.

	Left Parent Date
	nhsLeftDate
	0..1
	1.2.826.0.1285.0.2.1.37
	The date a Branch Surgery left its previous parent organisation. 


Table 5‑10 Branch Surgery
Organisation Address Guidance

All organisation data used on Spine is managed using the OAS (Organisation Administration Service) application.  The OAS was introduced during the 2008-A Spine release and a structured address format were adopted for all organisation data.  This reflected the standard already applied to the main NACS (now ODS) files but not adhered to consistently by the creators of some third party data previously.

When collating address information about an organisation in the UK from the Spine Directory Service suppliers should retrieve the LDAP attributes listed below (the OAS validations carried out prior to synchronisation with the LDAP directory are also shown):
	Address Item
	Validation applied within the OAS application.
	Maximum Length
	LDAP attribute
	LDAP OID

	Organisation Name
	Mandatory for organisations and sites in SDS
	100
	o (organisations)
	2.5.4.10

	
	
	
	ou (sites)
	2.5.4.11

	Address Line 1
	Mandatory
	35
	postalAddress
	2.5.4.16

	Address Line 2
	Optional
	35
	
	

	Address Line 3
	Optional
	35
	
	

	Address Line 4
	Postal Town - Mandatory
	35
	
	

	Address Line 5
	County - Mandatory
	35
	
	

	Postcode
	Mandatory - QAS/PAF verified
	8
	postalCode
	2.5.4.17


Note that each address line element in the postalAddress attribute is separated with a $ and needs to be parsed by local systems to build the address lines.  Address lines 2 and 3 are optional to account for natural variation in addresses.  Empty optional address lines are indicated as multiple dollar signs ($) with no spaces;  Town and County must be present, e.g.

12 NAPIER COURT$$$CHELMSFORD$ESSEX

The postal address for an organisation is made up of the Organisation (or Site) Name stored in the o or ou attribute, the postalAddress elements and the postalCode as listed in the table above.   Note that country name is also available from the directory and can be included where this is relevant to business process.

Note that the first address line will always be populated with an address element.  This will typically be premises name or number and street name where these elements exist in the address. It will not contain the organisation name.  

5.5.2.3 Service, Action and Contract Properties

Table 5‑11 contains a list of the object classes used to hold services, actions and contract properties in the directory.
	Services Entity
	LDAP Class
	LDAP OID
	Based on 
Standard LDAP Class

	MHS Service
	nhsMhsService
	nhsds.2.0.70
	top

	MHS Interaction
	nhsMhsAction
	nhsds.2.0.71
	top

	MHS Contract Properties
	nhsMhsCp
	nhsds.2.0.72
	top

	Accredited System
	nhsAs
	nhsds.2.0.107
	top

	Message handling system
	nhsMhs
	nhsds.2.0.108
	top


Table 5‑11 Service, Action and Contract Poperty Classes

The P1R1 services class contains all information relating organisations to Services, primarily used for the population of the ebXML headers and transport wrappers for HL7 messages. 
A Business Service entity is defined using following directory object classes: nhsMhsService.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Service Key *
	uniqueIdentifier
	1
	0.9.2342.19200300.
100.1.44
	Auto generated unique ID.

	Service Name
	nhsMhsServiceName
	1
	nhsds.2.1.80
	The name of the Business Service.

	Category Bag 2
	nhsMhsCategoryBag
	0..*
	nhsds.2.1.81
	Name:Value pairs. Name from an enumerated list, value free form text.

	Party Key
	nhsMhsPartyKey
	1
	nhsds.2.1.82
	Service registration code combined with the Business Service's organisation code.

	NACS Organisation Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code for the organisation this Business Service belongs too.


Table 5‑12 P1R1 Business Service
A Business Action entity is defined using following directory object classes: nhsMhsAction.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Action Key *
	uniqueIdentifier
	1
	0.9.2342.19200300.
100.1.44
	Auto generated unique ID.

	Action Name
	nhsMhsActionName
	1
	nhsds.2.1.83
	The name of the Business Action.

	End Point 3
	nhsMhsEndPoint
	1..*
	nhsds.2.1.84
	End point URL.


Table 5‑13 P1R1 Business Action
A Contract Properties entity is defined using following directory object classes: nhsMhsCp.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	CPA Identifier *
	uniqueIdentifier
	1
	0.9.2342.19200300.
100.1.44
	Auto generated unique ID.

	Action Name 4
	nhsMhsActionName
	1
	nhsds.2.1.83
	Action name to which these contract values pertain.

	Is Authenticated
	nhsMhsIsAuthenticated
	1
	nhsds.2.1.86
	Authentication flag.

	Persist Duration
	nhsMhsPersistDuration
	0..1
	nhsds.2.1.87
	Time interval in XML Date Format.

	Retries
	nhsMhsRetries
	0..1
	nhsds.2.1.88
	Integer.

	Retry Interval
	nhsMhsRetryInterval
	0..1
	nhsds.2.1.89
	Time interval in XML Date Format.

	Sync Reply Mode
	nhsMhsSyncReplyMode
	0..1
	nhsds.2.1.90
	Values of "None", "MHSSignalsOnly", "SignalsAndResponse".

	Ack Requested
	nhsMhsAckRequested
	0..1
	nhsds.2.1.91
	Values of "Always", "Never", "PerMessage".

	Duplicate Elimination
	nhsMhsDuplicateElimination
	0..1
	nhsds.2.1.92
	Values of "Always", "Never", "PerMessage".

	Actor
	nhsMhsActor
	0..2
	nhsds.2.1.93
	This always contains

"urn:oasis:names:tc:ebxml-msg:actor:toPartyMSH"


Table 5‑14 P1R1 Contract Properties

In 2005-1 the three classes for service, action and contract properties were superseded by two classes for accredited system and message handling system.
5.5.2.4 Accredited System

Table 5‑15 details the object class for an Accredited System, the directory object class name is nhsAS with an OID of nhsds.2.0.107.
	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Accredited System Identifier *
	uniqueIdentifier
	1
	0.9.2342.19200300.
100.1.44
	Auto generated unique ID.

	Managing Organisation Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code of the organisation which owns the Accredited System.

	Client Code
	nhsAsClient
	0..*
	nhsds.2.1.175
	List of NACS Organisation or Site codes, or Organisational Work Groups which use this Accredited System. 

Though the cardinality is set to 0..1, EPR application ensures there is 1 value in this attribute.

	Party Key
	nhsMhsPartyKey
	1
	nhsds.2.1.82
	The identity of the MHS system handling messages for this Accredited System.

	ACF Characteristics 
	nhsAsACF
	0..*
	nhsds.2.1.121
	List of ACF Characteristics supported by this Accredited System.

	Service-Interactions
	nhsAsSvcIA
	1..*
	nhsds.2.1.122
	Service Interactions – combination of the service names and the interaction names separated by ‘:’.

	Description
	description
	0..1
	2.5.4.13
	Free form text describing the AS.  Expected maximum of 40 characters.

	Category Bag
	nhsAsCategoryBag
	0..*
	nhsds.2.1.176
	Name:Value pairs. Name from an enumerated list, value free form text.

	Product
	nhsProductKey
	1
	nhsds.1.220
	Product used by Accredited System

	Requestor’s Identity
	nhsRequestorURP
	1
	nhsds.1.214
	Requestor URP 
For example, uniqueIdentifier=304253498022, uniqueIdentifier=032417963025, uid=875964389014, ou=People, o=nhs

	Date Requested
	nhsDateRequested
	1
	nhsds.1.215
	Date Requested
For example, 20050205071830Z

	Approver’s Identity
	nhsApproverURP
	1
	nhsds.1.216
	Approver URP
For exemple, uniqueIdentifier=802513285030, uniqueIdentifier=58586606060031, uid=171381763035, ou=People, o=nhs

	Date Approved
	nhsDateApproved
	1
	nhsds.1.217
	Date Approved
For example, 20050205071830Z


Table 5‑15 Accredited System

5.5.2.5 Message Handling System

Table 5‑16 details the object class for a Message Handling System, the directory object class name is nhsMHS with an OID of nhsds.2.0.108. 
	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	MHS Identifier *
	uniqueIdentifier
	1
	0.9.2342.19200300.
100.1.44
	Auto generated unique ID.

	NACS Organisation Code
	nhsIdCode
	1
	nhsds.1.10
	NACS code of the organisation which owns the Message Handling System.

	Party Key
	nhsMhsPartyKey
	1
	nhsds.2.1.82
	The identity of the MHS system handling messages for this Accredited System.

	Service-Interaction
	nhsMhsSvcIA
	1
	nhsds.2.1.123
	Service Interaction received by MHS – combination of the service name and the interaction name separated by ‘:’.

	Service Name
	nhsMhsSN
	1
	nhsds.2.1.126
	Service name.

	Interaction Name
	nhsMhsIN
	1
	nhsds.2.1.127
	Interaction name, received by the MHS.

	End Point
	nhsMhsEndPoint
	1..*
	nhsds.2.1.84
	End point URL.

	CPA Identifier
	nhsMhsCPAId
	1
	nhsds.2.1.124
	

	Is Authenticated
	nhsMhsIsAuthenticated
	1
	nhsds.2.1.86
	Authentication flag.

	Persist duration
	nhsMhsPersistduration
	0..1
	nhsds.2.1.87
	Time interval in XML Date Format.

	Retries
	nhsMhsRetries
	0..1
	nhsds.2.1.88
	Integer.

	Retry Interval
	nhsMhsRetryInterval
	0..1
	nhsds.2.1.89
	Time interval in XML Date Format.

	Sync Reply Mode
	nhsMhsSyncReplyMode
	0..1
	nhsds.2.1.90
	Values of "None", "MHSSignalsOnly", "SignalsAndResponse".

	Ack Requested
	nhsMhsAckRequested
	0..1
	nhsds.2.1.91
	Values of "Always", "Never", "PerMessage".

	Duplicate Elimination
	nhsMhsDuplicateElimination
	0..1
	nhsds.2.1.92
	Values of "Always", "Never", "PerMessage".

	Actor
	nhsMhsActor
	0..1
	nhsds.2.1.93
	This always contains

"urn:oasis:names:tc:ebxml-msg:actor:toPartyMSH"

	FQDN of MHS
	nhsMHSFQDN
	1
	nhsds.1.224
	Fully Qualified Domain Name of the Message Handling System which is a combination of host name and domain name.

	IP Address of MHS
	nhsMHSIPAddress
	0..1
	nhsds.1.225
	IP address of the Message Handling System.

	Network Connection
	nhsMHSNetwork
	0..1
	nhsds.1.226
	Network Connection of MHS 

For example, N3 , N2 or Other

	SIN Code
	nhsMHSSinCode
	0..1
	nhsds.1.227
	SIN code of the Message Handling System,

	Product
	nhsProductKey
	1
	nhsds.1.220
	Product used by Message Handling System

	Service Description
	nhsMHSServiceDescription
	0..1
	nhsds.1.85
	Free form text describing the Message Handling System.

	Requestor’s Identity
	nhsRequestorURP
	1
	nhsds.1.214
	Requestor URP 
For example, uniqueIdentifier=304253498022, uniqueIdentifier=032417963025, uid=875964389014, ou=People, o=nhs

	Date Requested
	nhsDateRequested
	1
	nhsds.1.215
	Date Requested
For example, 20050205071830Z

	Approver’s Identity
	nhsApproverURP
	1
	nhsds.1.216
	Approver URP
For exemple, uniqueIdentifier=802513285030, uniqueIdentifier=58586606060031, uid=171381763035, ou=People, o=nhs

	Date Approved
	nhsDateApproved
	1
	nhsds.1.217
	Date Approved
For example, 20050205071830Z

	DNS Approver’s Identity
	nhsDNSApprover
	1
	nhsds.1.218
	DNS Approver URP.  For example, uniqueIdentifier=802513285030, uniqueIdentifier=58586606060031, uid=171381763035, ou=People, o=nhs

	Date DNS Approved
	nhsDateDNSApproved
	1
	nhsds.1.219
	Date DNS Approved

For example, 20050205071830Z

	Interaction Type
	nhsEPInteractionType
	1
	nhsds.1.222
	Interaction Type 

For example, HL7

	Contract Property Template
	nhsContractPropertyTemplateKey
	1
	nhsds.1.223
	Required to enable changes to the template to be rolled out to all entries.

For example: 4

	
	
	
	
	


Table 5‑16 Message Handling System
5.5.2.6 Organisation Type Definitions

Table 5‑17 details the object class for organisation type and sub-type entries, the directory object class name is nhsList.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Type Code *
	uniqueIdentifier
	0..1
	0.9.2342.19200300.
100.1.44
	The code of the type or sub type.

	Type Name
	Cn
	1
	2.5.4.3
	The name of the type or sub type.


Table 5‑17 Organisation Type Definitions

5.5.2.7 Category Bag Definitions

Table 5‑18 details the object class for a category bag entries, the directory object class name is nhsList.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Category Name *
	cn
	1
	2.5.4.3
	Name part of a Name:Value pair for AS Category Bag values.

	Description
	description
	0..1
	2.5.4.13
	Optional descriptive text for the name.


Table 5‑18 Category Bag Definitions

5.5.2.8 RBAC Areas of Work Definitions 
Table 5‑19 contains a list of the LDAP classes used to represent RBAC entries in the directory.
	RBAC Entity
	LDAP Class
	LDAP OID
	Based on 
Standard LDAP Class

	RBAC
	nhsRBAC
	nhsds.2.0.111
	top

	Job Roles
	nhsRBACJR
	nhsds.2.0.112
	top

	Areas of Work
	nhsRBACAoW
	nhsds.2.0.113
	top

	Business Functions
	nhsRBACBF
	nhsds.2.0.114
	top

	Baselines
	nhsRBACBL
	nhsds.2.0.115
	top


Table 5‑19 RBAC Object Classes
Table 5‑20 details the object classes for a RBAC Area of Work entry, the directory object class names are nhsRBAC and nhsRBACAoW.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Areas of Work Code *
	uniqueIdentifier 
	1
	0.9.2342.19200300.100.1.44
	<Tier 1 Code>:Tier 2 Code>:<Tier 3 Code>. Where the values in <>’s are the code values of the selected Tier 1, Tier 2 and Tier 3 RBAC Items

	Areas of Work Name
	cn
	1
	2.5.4.3
	“<Tier 1 Name>”:”<Tier 2 Name>”:”<Tier 3 Name>”. Where the values in <>’s are the name values of the selected Tier 1, Tier 2 and Tier 3 RBAC Items

	Description
	description
	0..1
	2.5.4.13
	An optional short description of entry usage.

	Status
	nhsStatus
	1
	nhsds.2.1.174
	Entry status. 1==Active; 0==Inactive.

	Creation Date
	nhsCreateDate
	1
	nhsds.2.1.171
	Date the entry was created (yyyymmdd).

	Primary Code
	nhsList1Code
	1
	nhsds.2.1.102
	Unique RBAC code, 5 characters, alpha “P” followed by 4 digits.

	Primary  Name
	nhsList1Name
	1
	nhsds.2.1.103
	Primary name, unique within the Areas of Work/tier scope.

	Secondary Code
	nhsList2Code
	1
	nhsds.2.1.100
	Unique RBAC code, 5 characters, alpha “Q” followed by 4 digits.

	Secondary  Name
	nhsList2Name
	1
	nhsds.2.1.101
	Secondary name, unique within the Areas of Work/tier scope.

	Tertiary Code
	nhsList3Code
	1
	nhsds.2.1.109
	Unique RBAC code, 5 characters, alpha “T” followed by 4 digits.

	Tertiary Name
	nhsList3Name
	1
	nhsds.2.1.108
	Tertiary name, unique within the Areas of Work/tier scope.


Table 5‑20 RBAC Areas of Work
5.5.2.9 RBAC Business Functions (Activities) Definitions  
Table 5‑21 details the object classes for a RBAC Business Function entry, the directory object class names are nhsRBAC and nhsRBACBF.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Activity Code *
	uniqueIdentifier 
	1
	0.9.2342.19200300.100.1.44
	<Tier 1 Code>:Tier 2 Code>:<Tier 3 Code>. Where the values in <>’s are the code values of the selected Tier 1, Tier 2 and Tier 3 RBAC Items

	Activity Name
	cn
	1
	2.5.4.3
	“<Tier 1 Name>”:”<Tier 2 Name>”:”<Tier 3 Name>”. Where the values in <>’s are the name values of the selected Tier 1, Tier 2 and Tier 3 RBAC Items

	Description
	description
	0..1
	2.5.4.13
	An optional short description of entry usage.

	Status
	nhsStatus
	1
	nhsds.2.1.174
	Entry status. 1==Active; 0==Inactive.

	Creation Date
	nhsCreateDate
	1
	nhsds.2.1.171
	Date the entry was created (yyyymmdd).


Table 5‑21 RBAC Business Functions (Activities)

5.5.2.10 RBAC Job Role Definitions  

Table 5‑22 details the object classes for a RBAC Job Role entry, the directory object class names are nhsRBAC and nhsRBACJR.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Job Role Code * 
	uniqueIdentifier 
	1
	0.9.2342.19200300.100.1.44
	<Tier 1 Code>:Tier 2 Code>:<Tier 3 Code>. Where the values in <>’s are the code values of the selected Tier 1, Tier 2 and Tier 3 RBAC Items

	Job Role Name
	cn
	1
	2.5.4.3
	“<Tier 1 Name>”:”<Tier 2 Name>”:”<Tier 3 Name>”. Where the values in <>’s are the name values of the selected Tier 1, Tier 2 and Tier 3 RBAC Items

	Description
	description
	0..1
	2.5.4.13
	An optional short description of entry usage.

	Status
	nhsStatus
	1
	nhsds.2.1.174
	Entry status. 1==Active; 0==Inactive.

	Creation Date
	nhsCreateDate
	1
	nhsds.2.1.171
	Date the entry was created (yyyymmdd).

	Staff Group Code
	nhsList1Code
	1
	nhsds.2.1.102
	Unique RBAC code, 5 characters, alpha “S” followed by 4 digits.

	Staff Group Name
	nhsList1Name
	1
	nhsds.2.1.103
	Staff Group name, unique within the Job Role/tier scope.

	Sub Group Code
	nhsList2Code
	1
	nhsds.2.1.100
	Unique RBAC code, 5 characters, alpha “G” followed by 4 digits.

	Sub Group Name
	nhsList2Name
	1
	nhsds.2.1.101
	Sub Group name, unique within the Job Role/tier scope.

	Role Code
	nhsList3Code
	1
	nhsds.2.1.109
	Unique RBAC code, 5 characters, alpha “R” followed by 4 digits.

	Role Name
	nhsList3Name
	1
	nhsds.2.1.108
	Job Role name, unique within the Job Role/tier scope.


Table 5‑22 RBAC Job Roles

5.5.2.11 RBAC Baseline Definitions
Table 5‑23 details the object class for a RBAC Baseline entries, the directory object class name is nhsRBACBL.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Baseline Code * 
	uniqueIdentifier 
	1
	0.9.2342.19200300.100.1.44
	Auto generated unique ID.

	Job Role Code
	nhsJobRoleCode
	1
	nhsds.2.1.104
	Colon separated string of Job Role item codes.

	Job Role Name
	nhsJobRole
	1
	nhsds.2.1.44
	Colon separated string of Job Role item names.

	Area of Work Code
	nhsAreaOfWorkCodes
	0..*
	nhsds.2.1.105
	Colon separated string of Area of Work item codes.

	Area of Work Name
	nhsAreaOfWork
	0..*
	nhsds.2.1.45
	Colon separated string of Area of Work item names.

	Activity Code
	nhsBusinessFunctionsCodes
	0..*
	nhsds.2.1.106
	Business Function codes.

	Creation Date
	nhsCreateDate
	1
	nhsds.2.1.171
	Date of creation or last modification.

	Created by
	nhsRA
	1
	nhsds.2.1.43
	URP DN of administrator who created or last updated entry.


Table 5‑23 RBAC Baseline

5.5.2.12 Work Group

Table 5‑24 contains a list of the LDAP classes used to represent work group entries in the directory.
	Workgroup Entity
	LDAP Class
	LDAP OID
	Based on 
Standard LDAP Class

	Workgroups
	nhsWg
	nhsds.2.0.109
	top

	Workgroup Types
	nhsWgTypes
	nhsds.2.0.110
	top


Table 5‑24 Work Group Object Classes

Table 5‑25 details the object class for a work group, the directory object class name is nhsWg with an OID of nhsds.2.0.109.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Work Group Code *
	uniqueIdentifier
	1
	0.9.2342.19200300.100.1.44
	Auto generated unique ID.

	Work Group Name
	cn
	1
	2.5.4.3
	The name of the Work Group (unique within the organisation).

	NACS Organisation Code
	nhsIdCode
	1
	nhsds.1.10
	The NACS organisation code of the organisation that owns the work group.

	Work Group Status
	nhsWgStatus
	0..1
	nhsds.2.1.178
	Work Group Status;  
open == 0 (zero) or blank
closed == 1
frozen  == 2

	Date Closed
	nhsWgClosed
	0..1
	nhsds.1.131
	The date when the work group was closed.

	Root Work Group
	nhsWgRoot
	0..1
	nhsds.1.134
	‘1’ Indicates this is the root work group for the organisation. Null or other value indicates not the root.

	Parent Work Group 7
	nhsPwgId
	0..1
	nhsds.1.135
	The Work Group Code of the Parent in the same organisation.

	Child Work Group
	nhsCwgId
	0..*
	nhsds.1.136
	The Work Group Code of immediate child work groups in the same organisation.

	Parent Cross-Organisational Work Group
	nhsXPwgId
	0..*
	nhsds.2.1.179
	The Work Group Code of the cross-organisational-parent (may be in the same organisation).

	Child Cross-Organisational Work Group
	nhsXCwgId
	0..*
	nhsds.2.1.180
	The Work Group Code of immediate cross-organisational-child work groups (may be in the same organisation).

	Legally Established Enterprise
	nhsLegalEst
	0..1
	nhsds.1.137
	Flag to indicate whether the Work Group is Legally Established. Directory stores 1 or 0 (Yes or No). 

	Work Group Type Code
	nhsWgType
	0..1
	nhsds.1.138
	A numeric value in the range 1-99 to indicate the Work Group type.

	Automatic Expiry period for a court order LR, after LR creation 6
	nhsLrOrderExpiry
	0..1
	nhsds.1.139
	Work Group specific LR value.

	Automatic Expiry period for an expressed patient consent LR, after LR Creation 6
	nhsLrExprsExpiry
	0..1
	nhsds.1.140
	Work Group specific LR value.

	Automatic Expiry period for a patient complaint LR, after LR Creation 6
	nhsLrCpmlnExpiry
	0..1
	nhsds.1.141
	Work Group specific LR value.

	Automatic Freeze period for a patient referral LR, after referral abandonment (post acceptance) 6
	nhsLrRefAbanFreeze
	0..1
	nhsds.1.142
	Work Group specific LR value.

	Automatic Freeze period for a patient referral LR, after referral discharge 6
	nhsLrRefDisFreeze
	0..1
	nhsds.1.143
	Work Group specific LR value.

	Automatic Freeze period for a patient referral LR, after referral acceptance 6
	nhsLrRefAccFreeze
	0..1
	nhsds.1.144
	Work Group specific LR value.

	Automatic Expiry period for a patient referral LR, after freeze (post acceptance) 6
	nhsLrRefExpFreeze
	0..1
	nhsds.1.145
	Work Group specific LR value.

	Automatic Freeze period for a patient registration LR, after registration end 6
	nhsLrRegFreeze
	0..1
	nhsds.1.146
	Work Group specific LR value.

	Automatic Expiry period for a patient registration LR, after freeze (post registration end) 6
	nhsLrRegExpiry
	0..1
	nhsds.1.147
	Work Group specific LR value.

	Automatic Freeze period for a patient self referral LR, after self-referral cessation 6
	nhsLrSrefFreeze
	0..1
	nhsds.1.148
	Work Group specific LR value.

	Automatic Freeze period for a patient self referral LR, after LR creation (post acceptance) 6
	nhsLrRefPostAccFreeze
	0..1
	nhsds.1.149
	Work Group specific LR value.

	Automatic Expiry period for a patient self referral LR, after freeze 6
	nhsLrRefAccExpiry
	0..1
	nhsds.1.150
	Work Group specific LR value.

	Automatic Expiry period for a subject access request LR, after LR Creation 6
	nhsLrCreateExpiry
	0..1
	nhsds.1.151
	Work Group specific LR value.

	Automatic Expiry period for a subject access request LR, after closure 6
	nhsLrCloseExpiry
	0..1
	nhsds.1.152
	Work Group specific LR value.

	Period between GP deregistration and LR “freeze”
	nhsLrGPDeregFreeze
	0..1
	nhsds.1.214
	Work Group specific LR value.

	Period between LR freeze (on practice de-registration) and LR expiry
	nhsLrGPDeregExpiry
	0..1
	nhsds.1.215
	Work Group specific LR value.

	Work Group Predecessor Code
	nhsOCSPredecessor
	0..*
	nhsds.2.1.52
	The Work Group code of the predecessor Work Group.

	Automatic Expiry period for a colleague granted LR, after LR Creation
	nhsLrGrantExpiry
	0..1
	nhsds.1.153
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a self claimed LR, after LR Creation
	nhsLrSelfExpiry
	0..1
	nhsds.1.154
	Default LR value for Work Groups of this type.


Table 5‑25 Work Group
A Work Group sucessor code is not required as the predecessor code is only currently used when bulk copying organisation people. 

5.5.2.13 Work Group Type

Table 5‑26 details the object class for a work group type, the directory object class name is nhsWgTypes with an OID of nhsds.2.0.110
	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Work Group Type Code *
	nhsWgType
	1
	nhsds.1.138
	Work Group Type Code (1 – 99)  

	Work Group Type Name
	cn
	1
	2.5.4.3
	Work Group Type name.

	Automatic Expiry period for a court order LR, after LR creation
	nhsLrOrderExpiry
	0..1
	nhsds.1.139
	Default LR value for Work Groups of this type.

	Automatic Expiry period for an expressed patient consent LR, after LR Creation
	nhsLrExprsExpiry
	0..1
	nhsds.1.140
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a patient complaint LR, after LR Creation
	nhsLrCpmlnExpiry
	0..1
	nhsds.1.141
	Default LR value for Work Groups of this type.

	Automatic Freeze period for a patient referral LR, after referral abandonment (post acceptance)
	nhsLrRefAbanFreeze
	0..1
	nhsds.1.142
	Default LR value for Work Groups of this type.

	Automatic Freeze period for a patient referral LR, after referral discharge
	nhsLrRefDisFreeze
	0..1
	nhsds.1.143
	Default LR value for Work Groups of this type.

	Automatic Freeze period for a patient referral LR, after referral acceptance
	nhsLrRefAccFreeze
	0..1
	nhsds.1.144
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a patient referral LR, after freeze (post acceptance)
	nhsLrRefExpFreeze
	0..1
	nhsds.1.145
	Default LR value for Work Groups of this type.

	Automatic Freeze period for a patient registration LR, after registration end
	nhsLrRegFreeze
	0..1
	nhsds.1.146
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a patient registration LR, after freeze (post registration end)
	nhsLrRegExpiry
	0..1
	nhsds.1.147
	Default LR value for Work Groups of this type.

	Automatic Freeze period for a patient self referral LR, after self-referral cessation
	nhsLrSrefFreeze
	0..1
	nhsds.1.148
	Default LR value for Work Groups of this type.

	Automatic Freeze period for a patient self referral LR, after LR creation (post acceptance)
	nhsLrRefPostAccFreeze
	0..1
	nhsds.1.149
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a patient self referral LR, after freeze
	nhsLrRefAccExpiry
	0..1
	nhsds.1.150
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a subject access request LR, after LR Creation
	nhsLrCreateExpiry
	0..1
	nhsds.1.151
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a subject access request LR, after closure
	nhsLrCloseExpiry
	0..1
	nhsds.1.152
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a colleague granted LR, after LR Creation
	nhsLrGrantExpiry
	0..1
	nhsds.1.153
	Default LR value for Work Groups of this type.

	Automatic Expiry period for a self claimed LR, after LR Creation
	nhsLrSelfExpiry
	0..1
	nhsds.1.154
	Default LR value for Work Groups of this type.

	Period between GP deregistration and LR “freeze”
	nhsLrGPDeregFreeze
	0..1
	nhsds.1.228
	Default LR value for Work Groups of this type.

	Period between LR freeze (on practice de-registration) and LR expiry
	nhsLrGPDeregExpiry
	0..1
	nhsds.1.229
	Default LR value for Work Groups of this type.


Table 5‑26 Work Group Type

5.5.2.14 Change Log Entities

Table 5‑27 contains a list of the LDAP classes used to represent change log entries in the directory.
	Changelog Entity
	LDAP Class
	LDAP OID
	Based on 
Standard LDAP Class

	External changelog entry
	nhsExternalChangelogEntry
	nhsds.2.0.122
	changelogentry

	External changelog
	nhsExternalChangelog
	nhsds.2.0.124
	top


Table 5‑27 Change Log Object Classes

The following represents a change log entry. It is defined using the following directory object class: nhsExternalChangelogEntry.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	Change Number
	changeNumber
	1
	2.16.840.1.113730.3.1.5
	A change number is an integer value, as assigned by this component.

	Target Distinguished Name (DN)
	targetDN
	1
	2.16.840.1.113730.3.1.6
	The distinguished name of the entry which was added, modified or deleted. In the case of a modrdn operation, the targetdn gives the DN of the entry before it was modified.

	Change Type
	changeType
	1
	2.16.840.1.113730.3.1.7
	The type of change. One of: "add", "delete", "modify", "modrdn".

	Change Time
	changeTime
	1
	2.16.840.1.113730.3.1.77
	Defines a time, in a YYMMDDHHMMSS format, when the entry was added/modified/deleted.

	Changes
	changes
	0..*
	2.16.840.1.113730.3.1.8
	The changes which were made to the Entry specified in the targetDN.These changes are in LDIF format.

	New Relative Distinguished Name (RDN) Value
	newRDN
	0..1
	2.16.840.1.113730.3.1.9
	The new RDN (Relative Distinguished Name) of the entry, if the changeType is "modrdn".  If the changeType attribute does not have the value "modrdn", then there should be no values contained in the newRDN attribute

	Older RDN Value
	deleteOldRDN
	0..1
	2.16.840.1.113730.3.1.10
	A flag which tells whether the old RDN of the entry should be retained as a distinguished attribute of the entry, or should be deleted.  A value of "FALSE" indicates that the RDN should  be retained as a distinguished attribute, and a value of "TRUE" indicates that it should not be retained as a distinguished attribute of the entry

	Parenty entry DN
	newSuperior
	0..1
	2.16.840.1.113730.3.1.11
	If present, gives the name of the entry which becomes the immediate superior of the existing entry

	EBS specific attributes
	nhsEBS
	0..*
	nhsSDS.1.281
	This is an Optional and multi-valued attribute which holds the changes to sensitive attributes, required for EBS. The access to this attribute is restricted via access control. This attribute is only accessible to the LDAP user account of EBS..
The Electronic Booking System (EBS) has been provided with access to the employee passcode and telephone ID attributes (nhsPuSecret, nhsTelUid). Access to these attributes requires a specific LDAP bind to the directory service. It is likely that the method of accessing this information will change in the future.


Table 5‑28 Change Log Entry
The following represents a change log base entry (cn=Changelog, o=nhs). It is defined using the following directory object classes: nhsExternalChangelog.

	Data Item
	Attribute
	Cardinality
	LDAP OID
	Description

	First Change Number
	firstchangenumber
	1
	nhsSDS.1.296
	The change number of the first entry hosted on the external change log.

	Last Change Number
	lastchangenumber
	1
	nhsSDS.1.297
	The change number of the last entry hosted on the external change log.


Table 5‑29 Change Log base entry

5.5.2.15 Entry Timestamps

The timestamp information in Table 5‑30 is exposed to the LSPs and EBS for all entries.

	Data Item
	LDAP Attribute
	Cardinality
	LDAP OID
	Description

	Create Timestamp
	createTimestamp
	1
	2.5.18.1
	The date and time the object was created, for example:
20060218123810Z

	Modify Timestamp
	modifyTimestamp
	1
	2.5.18.2
	The date and time the object was last modified, for example:
20070109134519Z


Table 5‑30 LDAP Timestamp Attributes

5.5.2.16 Attributes for use by the Electronic Booking System 

The Electronic Booking System (EBS) has been provided with access to the employee passcode and telephone ID attributes defined in Table 5‑2. Access to these attributes requires a specific LDAP bind to the directory service. It is likely that the method of accessing this information will change in the future.

5.5.3 Entries Marked as Closed or Deleted

An LDAP search on the directory may return entries marked as ‘closed’ or ‘deleted’.  (Note that no organisation type or people type objects are physically deleted from the directory.)
In the case of Organisation, Site, GP Practice and Departments, these can be identified by the nhsOrgCloseDate attribute value.  This contains the date an organisation closed or is due to close.

For Person entries, nhsPersonStatus indicates the status of the individual’s relationship with the NHS.  A value of ‘1’ indicates active, whilst ‘0’ indicates inactive.

For Organisational Person and Role entries, the status of the individual’s relationship with the organisation or role can be identified by the nhsOrgCloseDate attribute value.  This contains the date an individual’s relationship with the organisation ended or is due to end, or the date a role was revoked.

The date value found in the nhsOrgCloseDate attribute is in the dateString format yyyymmdd.

For work groups, the attribute nhsWgStatus holds values as follows: 


open     ==  0 (zero) or blank

closed   ==  1

Frozen  ==  2

For closed work groups the attribute nhsWgClosed will contain the closure data in the dateString format yyyymmdd.

5.6 User Examples
How to find a user from their NACS Practitioner Code:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=people,o=nhs"

"(nhsOcsPrCode=328395)"

uid cn 

Based on the example data in section 5.6.1, the results would be of the form:

dn: uid=212200199011,ou=People,o=nhs

uid: 212200199011

cn: Jones John AF

How to find out what organisation(s) a User is associated with:

ldapsearch
-h ldap.national.ncrs.nhs.uk

-b "uid=212200199011,ou=people, o=nhs"

"(o=*)"

o nhsIdCode 

Based on the example data in section 5.6.1, the results would be of the form:

dn: uniqueIdentifier=936220264011,uid=012200199011,ou=People,o=nhs

o: GREEN LANE MEDICAL CENTRE

nhsIdCode:  B86563

How to find out what roles a user has at a specific organisation:

ldapsearch
-h ldap.national.ncrs.nhs.uk
-b "uniqueIdentifier=936220264011,
uid=012200199011,ou=People,o=nhs"

"(nhsRoles=*)"

nhsRoles 

Based on the example data in section 5.6.1, the results would be of the form:

dn: uniqueIdentifier=936220264011,uid=212200199011,ou=People,o=nhs

nhsRoles: "M&D":"Medical":"General Medical Practitioner"

How to find the Caldicott Guardian at specific organisation:

ldapsearch
-h ldap.national.ncrs.nhs.uk –b "ou=People,o=nhs" 

"(&(nhsBusinessFunctions=B0010)


(nhsIdCode=B86563))"

nhsJobRole nhsJobRoleCode 

Based on the example data in section 5.6.1, the results would be of the form:

dn: uniqueIdentifier=172635003014,uniqueIdentifier=936220264011,

 uid=212200199011,ou=People,o=nhs

nhsJobRole: "M&D":"Medical":"General Medical Practitioner"

nhsJobRoleCode: S0010:G0020:R0260

How to find all Organisation Person entries that have been created or modified since a certain date:
ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=people,o=nhs"

"(&(objectclass=nhsOrgPerson)


(modifyTimeStamp>=20070101000000Z))"

uniqueIdentifier createTimeStamp modifyTimeStamp 

Based on the example data in section 5.6.1, the results would be of the form:

dn: uniqueIdentifier=936220264011,uid=212200199011,ou=People,o=nhs

uniqueIdentifier: 212200199011

createTimestamp: 20060218123810Z

modifyTimestamp: 20070109134519Z
Note: 
· On object creation the modifyTimeStamp gets set to the createTimeStamp.

· The format of createTimeStamp and modifyTimeStamp are:


<YYYY><MM><DD><HH><MM><SS>Z

5.6.1 Example User Data - John AF Jones

5.6.1.1 John AF Jones - Person 212200199011

dn: uid=212200199011,ou=People,o=nhs

uid=212200199011

cn: Jones John AF

givenName: John

sn: Jones

nhsMiddleNames: Albert Frank

initials: AF

displayName: John A Jones

personalTitle: Dr

nhsGMP: 328395

nhsOcsPrCode: 328395
nhsPersonStatus: 1
createTimestamp: 20060217123810Z
modifyTimestamp: 20060217123810Z
objectClass : nhsPerson

5.6.1.2 John AF Jones - Organisational Person 936220264011

dn: uniqueIdentifier=936220264011,uid=012200199011,
 ou=People,o=nhs

uniqueIdentifier: 936220264011

uid: 212200199011

cn: Jones John AF

givenName: John

sn: Jones

nhsMiddleNames: Albert Frank

initials: AF

displayName: John A Jones

o: GREEN LANE MEDICAL CENTRE

nhsIdCode:  B86563

nhsGNC: G2345678
nhsRoles: "M&D":"Medical":"General Medical Practitioner"
createTimestamp: 20060218123810Z
modifyTimestamp: 20070109134519Z
objectClass: nhsOrgPerson

5.6.1.3 John AF Jones - Role Profile  172635003014

dn: uniqueIdentifier=172635003014,uniqueIdentifier=936220264011,

 uid=212200199011,ou=People,o=nhs

uniqueIdentifier: 172635003014

nhsIdCode:  B86563

nhsJobRole: "M&D":"Medical":"General Medical Practitioner"

nhsJobRoleCode: S0010:G0020:R0260

nhsAreaOfWork: "Primary Care":"General Practice":"General Practice"

nhsAreaOfWorkCode: P0100:Q0910:T1670

nhsBusinessFunctions: Caldicott Guardian
nhsBusinessFunctionsCodes: B0010
nhsWorkGroupsCodes: 684384615994

nhsWorkGroups: Genito Urinary Medicine
createTimestamp: 20060218134010Z
modifyTimestamp: 20070109134519Z
objectClass: nhsOrgPersonRole

5.7 Organisational Examples

How to find the Primary Care Trust  for a GP Practice:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=organisations, o=nhs" 

"(nhsIDCode=B86563)"

nhsPCTCode 

Based on the example data in section 5.7.1, the results would be of the form:

dn: uniqueidentifier=B86563,ou=organisations,o=nhs 

nhsPCTCode: 5AH

How to find the Strategic Health Authority for a Primary Care Trust:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=organisations, o=nhs" 

"(nhsIDCode=5AH)"

nhsSHAcode

Based on the example data in section 5.7.1, the results would be of the form:

dn: uniqueidentifier=5AH,ou=organisations,o=nhs

nhsSHAcode: Q12

How to find the predecessor organisation for a Primary Care Trust:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=organisations, o=nhs" 

"(nhsIDCode=5AH)"

nhsOCSPredecessor

Based on the example data in section 5.7.1, the results would be of the form:

dn: uniqueidentifier=5AH,ou=organisations,o=nhs 

nhsOCSPredecessor: 5LJ
How to find the codes of all Welsh GP Practices

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=organisations, o=nhs" 

"(&(nhsCountry=Wales)(objectClass=nhsGPPractice))"

nhsIDCode
Based on the example data in section 5.7.1, the results would be of the form:

dn: uniqueidentifier= W92059,ou=organisations,o=nhs 

nhsIDCode: W92059
To determine the open/closed status of an organisation, a client should also request the nhsOrgOpenDate and nhsOrgCloseDate and implement logic similar to the following pseudo-code:

Status == ‘Open’ if ((nhsOrgOpenDate is null OR nhsOrgOpenDate <= today)AND(nhsOrgCloseDate is null OR today < nhsOrgCloseDate))

5.7.1 Example Organisation Data

5.7.1.1 Example Organisation - Primary Care Trust (5AH)

dn: uniqueidentifier=5AH,ou=organisations,o=nhs

uniqueIdentifier: 5AH

o: LEEDS SOUTH EAST PCT

nhsIDCode: 5AH

nhsOrgType: Primary Care Trust [PCT]
nhsOrgTypeCode: PT
postalAddress: 1ST FLOOR$SAWMILL HOUSE$HELEN ROAD, 

 GOSFORTH$LEEDS$WEST YORKSHIRE

postalCode: LS28 5NG

nhsCountry: England

nhsParentOrgCode: Q12

l: West Yorkshire Strategic HA

l: West Yorkshire

l: North East, York & Humberside Cluster

nhsSHAcode: Q12
nhsOCSPredecessor: 5LJ
objectClass: nhsOrg
5.7.1.2 Example Organisation - Primary Care Trust (5LJ)

dn: uniqueidentifier=5LJ,ou=organisations,o=nhs

uniqueIdentifier: 5LJ
o: HUDDERSFIELD CENTRAL PCT
nhsIDCode: 5LJ
nhsOrgType: Primary Care Trust [PCT]
nhsOrgTypeCode: PT
postalAddress: ST. LUKES HOUSE$BLACKMOORFOOT

 ROAD$$HUDDERSFIELD$WEST YORKSHIRE
postalCode: HD4 5RH
nhsCountry: England

nhsParentOrgCode: Q12

l: West Yorkshire Strategic HA

l: West Yorkshire

l: North East, York & Humberside Cluster

nhsSHAcode: Q12

objectClass: nhsOrg

5.7.1.3 Example Organisation – GP Practice (B86563)

dn: uniqueidentifier=F81074,ou=organisations,o=nhs

uniqueIdentifier: F81074

nhsIDCode: F81074

o: MELBOURNE HOUSE SURGERY

postalAddress: 12 NAPIER COURT$$$CHELMSFORD$ESSEX

nhsCountry: England

postalCode: CM1 2ED

nhsSHAcode: Q35

nhsOrgTypeCode: PR

nhsOrgType: GP Practice

nhsPCTCode: 5PX

objectClass: mdsMVLink

objectClass: top

objectClass: organization

objectClass: nhsGPPractice

nhsOrgSubType: B

nhsOrgSubType: OC

l: ESSEX

l: EAST OF ENGLAND STRATEGIC HEALTH AUTHORITY

l: THE NORTH MIDLANDS AND EAST PROGRAMME FOR IT (NMEPFIT)

nhsSyntheticIndicator: 0

nhsOrgOpenDate: 19740401

nhsParentOrgCode: 5PX
5.7.1.4 Example Organisation – GP Practice (W92059)

dn: uniqueidentifier=W92008,ou=organisations,o=nhs

uniqueIdentifier: W92008

nhsIDCode: W92008

o: BARLOW HOUSE SURGERY

postalAddress: 22 HAMILTON TERRACE$$$MILFORD HAVEN$DYFED

nhsCountry: Wales

postalCode: SA73 3JL

nhsOrgTypeCode: PR3

nhsOrgType: GP Practice

nhsPCTCode: 6A3

objectClass: top

objectClass: Organization

objectClass: nhsOrg

objectClass: nhsGPPractice

nhsOrgSubType: B

nhsOrgSubType: GP

l: DYFED

nhsSyntheticIndicator: 0

nhsOrgOpenDate: 19740401

nhsParentOrgCode: 6A3
5.8 Work Group Examples

How to find all the open work groups for an organisation:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=5HJ,ou=WorkGroups,ou=ReferenceData,o=nhs"

"(&(objectClass=nhswg)(!(nhsWgClosed=*)))"

cn

Based on the example data in section 5.8.1, the results would be of the form:

dn: uniqueIdentifier=823765499996,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Caldicott Guardians

dn: uniqueIdentifier=765499823993,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Mayday Hospital

dn: uniqueIdentifier=064998364992,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Adult Protection

dn: uniqueIdentifier=055928174998,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Clinical Audit

dn: uniqueIdentifier=684384615994,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Genito Urinary Medicine

dn: uniqueIdentifier=493051720990,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Surgical Wards

dn: uniqueIdentifier=119558837991,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

cn: Child Protection

How to find an organisation’s root work group:

ldapsearch
-h ldap.national.ncrs.nhs.uk

-b "ou=5HJ,ou=WorkGroups,ou=ReferenceData,o=nhs"

"(&(objectClass=nhswg)(nhsWgRoot=1))"

cn

Based on the example data in section 5.8.1, the result would be of the form:

dn: uniqueIdentifier=765499823993,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs 

cn: Mayday Hospital

How to find the parent of a work group

ldapsearch
-h ldap.national.ncrs.nhs.uk

-b "ou=WorkGroups,ou=ReferenceData,o=nhs"

"(&(objectClass=nhswg)(uniqueIdentifier=119558837991))"

nhsPwgId

Based on the example data in section 5.8.1, the result would be of the form:

dn: uniqueIdentifier=119558837991,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

nhsPwgId: 055928174998
How to find the children of a work group

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=WorkGroups,ou=ReferenceData,o=nhs"

"(&(objectClass=nhswg)(uniqueIdentifier=823765499996))"

nhsCwgId

Based on the example data in section 5.8.1, the result would be of the form:

dn: uniqueIdentifier=823765499996,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs 

nhsCwgId: 055928174998

nhsCwgId: 684384615994

How to find the members of a work group:

ldapsearch
-h ldap.national.ncrs.nhs.uk 
-b "ou=People,o=nhs" 

"(&(nhsWorkgroupsCodes=684384615994)


(objectClass=nhsOrgPersonRole))"

dn

Based on the example data in sections 5.6.1 the result would be of the form:

dn: uniqueIdentifier=172635003014,uniqueIdentifier=936220264011,

 uid=212200199011,ou=People,o=nhs

Please note that if there are more than 5,000 members of a single work group, the search must sub-divided users e.g. by the user’s organisation.

How to find the details of a work group:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=WorkGroups,
ou=ReferenceData,o=nhs"

"(&(objectClass=nhswg)(uniqueIdentifier=493051720990))"

* createTimestamp modifyTimestamp
Based on the example data in section 5.8.1, the result would be of the form:

dn: uniqueIdentifier=493051720990,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 493051720990

cn: Surgical Wards

nhsIdCode: 5HJ

nhsPwgId: 055928174998

nhsLegalEst: 0

nhsWgType: 1

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

createTimestamp: 20041120153607Z

modifyTimestamp: 20041129174328Z 
This work group does not have definitions local to the work group for nhsLrOrderExpiry, nhsLrExprsExpiry or nhsLrCpmlnExpiry. 

These need to be retrieved from the National set associated with the work group type; together with the values for nationally defined nhsLrGrantExpiry, nhsLrSelfExpiry, nhsLrGPDeregFreeze and nhsLrGPDeregExpiry:

ldapsearch
-h ldap.national.ncrs.nhs.uk 


-b "nhsWgType=1,ou=WorkGroupTypes,ou=ReferenceData,o=nhs"


nhsWgType cn nhsLrOrderExpiry nhsLrExprsExpiry 


nhsLrCpmlnExpiry nhsLrGrantExpiry nhsLrSelfExpiry 


nhsLrGPDeregFreeze nhsLrGPDeregExpiry

Based on the example data in section 5.8.1, the result would be of the form:

dn: nhsWgType=1,ou=WorkGroupTypes,ou=ReferenceData,o=nhs

nhsWgType: 1

cn: Standard
nhsLrOrderExpiry: 4368

nhsLrExprsExpiry: 26208

nhsLrCpmlnExpiry: 87360

nhsLrGrantExpiry: 672

nhsLrSelfExpiry: 120

nhsLrGPDeregFreeze: 4368

nhsLrGPDeregExpiry: 8736

The unit of measurement for LR properties is hours.

5.8.1 Example Work Group Data

Figure 5‑16 shows the parent-child relationships of the example data defined in sections 5.8.1.2 through to 5.8.1.8. The example is based on the Mayday Hospital example provided by the Authority to the extent that it covers the organisation’s root and six other work groups.
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Figure 5‑16 Structure of the Example Work Group Hierarchy

5.8.1.1 Container for all the Organisation’s Work Groups

dn: ou=5HJ,ou=WorkGroups,ou=ReferenceData,o=nhs

objectClass: top

objectClass: organizationalunit

ou: 5HJ

5.8.1.2 Root Work Group

dn: uniqueIdentifier=765499823993,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 765499823993

cn: Mayday Hospital

nhsIdCode: 5HJ

nhsWgRoot: 1

nhsCwgId: 823765499996

nhsLegalEst: 1

nhsWgType: 1

nhsLrOrderExpiry: 12

nhsLrExprsExpiry: 2

nhsLrCpmlnExpiry: 3

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.3 Caldicott Guardians Work Group

dn: uniqueIdentifier=823765499996,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 823765499996

cn: Caldicott Guardians

nhsIdCode: 5HJ

nhsPwgId: 765499823993

nhsCwgId: 055928174998

nhsCwgId: 684384615994

nhsLegalEst: 0

nhsWgType: 1

nhsLrOrderExpiry: 12

nhsLrExprsExpiry: 2

nhsLrCpmlnExpiry: 3

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.4 Clinical Audit Work Group

dn: uniqueIdentifier=055928174998,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 055928174998

cn: Clinical Audit

nhsIdCode: 5HJ

nhsPwgId: 823765499996

nhsCwgId: 064998364992

nhsCwgId: 119558837991

nhsCwgId: 493051720990

nhsLegalEst: 0

nhsWgType: 1

nhsLrOrderExpiry: 12

nhsLrExprsExpiry: 2

nhsLrCpmlnExpiry: 3

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.5 Genito Urinary Medicine Work Group

dn: uniqueIdentifier=684384615994,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 684384615994

cn: Genito Urinary Medicine

nhsIdCode: 5HJ

nhsPwgId: 823765499996

nhsLegalEst: 0

nhsWgType: 1

nhsLrOrderExpiry: 12

nhsLrExprsExpiry: 2

nhsLrCpmlnExpiry: 3

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.6 Adult Protection Work Group

dn: uniqueIdentifier=064998364992,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 064998364992

cn: Adult Protection

nhsIdCode: 5HJ

nhsPwgId: 055928174998

nhsLegalEst: 0

nhsWgType: 1

nhsLrOrderExpiry: 12

nhsLrExprsExpiry: 2

nhsLrCpmlnExpiry: 3

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.7 Child Protection Work Group

dn: uniqueIdentifier=119558837991,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 119558837991

cn: Child Protection

nhsIdCode: 5HJ

nhsPwgId: 055928174998

nhsLegalEst: 0

nhsWgType: 1

nhsLrOrderExpiry: 12

nhsLrExprsExpiry: 2

nhsLrCpmlnExpiry: 3

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.8 Surgical Wards Work Group

dn: uniqueIdentifier=493051720990,ou=5HJ,ou=WorkGroups,
 ou=ReferenceData,o=nhs

objectClass: nhsWg

uniqueIdentifier: 493051720990

cn: Surgical Wards

nhsIdCode: 5HJ

nhsPwgId: 055928174998

nhsLegalEst: 0

nhsWgType: 1

nhsLrRefAbanFreeze: 45

nhsLrRefDisFreeze: 2

nhsLrRefAccFreeze: 1

nhsLrRefExpFreeze: 32

nhsLrRegFreeze: 2

nhsLrRegExpiry: 34

nhsLrSrefFreeze: 1

nhsLrRefPostAccFreeze: 23

nhsLrRefAccExpiry: 9

nhsLrCreateExpiry: 3

nhsLrCloseExpiry: 10

5.8.1.9 Work Group Types

dn: nhsWgType=1,ou=WorkGroupTypes,ou=ReferenceData,o=nhs
objectClass: nhsWgTypes

nhsWgType: 1

cn: Standard
nhsLrOrderExpiry: 4368

nhsLrExprsExpiry: 26208

nhsLrCpmlnExpiry: 87360

nhsLrRefAbanFreeze: 672

nhsLrRefDisFreeze: 336

nhsLrRefAccFreeze: 4368

nhsLrRefExpFreeze: 8736

nhsLrRegFreeze: 168

nhsLrRegExpiry: 26208

nhsLrSrefFreeze: 336

nhsLrRefPostAccFreeze: 262080

nhsLrRefAccExpiry: 672

nhsLrCreateExpiry: 3024

nhsLrCloseExpiry: 672

nhsLrGrantExpiry: 672

nhsLrSelfExpiry: 120

nhsLrGPDeregFreeze: 4368
nhsLrGPDeregExpiry: 8736
5.9 RBAC Reference Data Examples 
How to find all the active Job Role definitions:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Job Roles,ou=RBAC,ou=ReferenceData,o=nhs"

"(&(objectClass=nhsRBAC)(nhsStatus=1))"

uniqueIdentifier cn description

Based on the example data in section 5.9.1, the results would be of the form:

dn: uniqueIdentifier=S0030:G0100:R0700,ou=Job Roles,ou=RBAC,
 ou=ReferenceData,o=nhs
uniqueIdentifier: S0010:G0010:R0010

cn: "Nursing & MW":"Nurse":"Community Nurse"
description: Include First Level Qualified Nurses working in the
 Community but not in a post requiring registration in one of the
 specific Branches mentioned in the Community Practitioner role
 notes. (Enrolled Nurses working in the Community should be given
 the "Enrolled Nurse" Job Role.)

dn: uniqueIdentifier=S0080:G0440:R5110,ou=Job Roles,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: S0080:G0440:R5110

cn: "Admin & Clerical":"Admin":"Demographic Administrator"

description: Manages User demographic data only (not clinical)

How to find all the active Area of Work definitions:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Areas of Work,ou=RBAC,ou=ReferenceData,o=nhs"

"(&(objectClass=nhsRBAC)(nhsStatus=1))"

uniqueIdentifier cn description

Based on the example data in section 5.9.2, the results would be of the form:

dn: uniqueIdentifier=P0010:Q0020:T0050,ou=Areas of Work,ou=RBAC,
 ou=ReferenceData,o=nhs
uniqueIdentifier: P0010:Q0020:T0050

cn: "Medicine":"General Medicine":"Acute Medicine"
description: Only use for Medical staff holding or working
 towards a CCST in this sub-specialty. (850)
dn: uniqueIdentifier=P0010:Q0190:T0450,ou=Areas of Work,
 ou=RBAC,ou=ReferenceData,o=nhs

uniqueIdentifier: P0010:Q0190:T0450

cn: "Medicine":"Gastroenterology":"Hepatology"

description: Also known as "Liver Medicine".

dn: uniqueIdentifier=P0010:Q0250:T0540,ou=Areas of Work,
 ou=RBAC,ou=ReferenceData,o=nhs

uniqueIdentifier: P0010:Q0250:T0540

cn: "Intensive Care Medicine":"Intensive Care Medicine":
 "Intensive Care Medicine"

description: Also known as "Intensive Therapy". Includes
 "High Dependancy", "Coronary Care".  (034)

How to find all the active Business Function definitions:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Areas of Work,ou=RBAC,ou=ReferenceData,o=nhs"

"(&(objectClass=nhsRBAC)(nhsStatus=1))"

uniqueIdentifier cn description

Based on the example data in section 5.9.3, the results would be of the form:

dn: uniqueIdentifier=B0010,ou=Business Functions,ou=RBAC,
 ou=ReferenceData,o=nhs
uniqueIdentifier: B0010

cn: Caldicott Guardian

description: Allows a user to take on Caldicott Guardian
 responsibilities

dn: uniqueIdentifier=B0415,ou=Business Functions,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: B0010
cn: “Dispense Notification”

description: Update the spine with details of dispensed
 medication supplied to a patient. The dispense notification
 activity should occur only after medicines have been handed over
 to the patient or their representative.

dn: uniqueIdentifier=P0010:Q0250:T0540,ou=Areas of Work,
 ou=RBAC,ou=ReferenceData,o=nhs

uniqueIdentifier: P0010:Q0250:T0540

cn: "Intensive Care Medicine":"Intensive Care Medicine":
 "Intensive Care Medicine"

description: Also known as "Intensive Therapy". Includes
 "High Dependancy", "Coronary Care".  (034)
5.9.1 Example Job Role Data

dn: uniqueIdentifier=S0030:G0100:R0700,ou=Job Roles,ou=RBAC,
 ou=ReferenceData,o=nhs

objectClass: nhsRBAC

objectClass: nhsRBACJR

uniqueIdentifier: S0030:G0100:R0700

cn: "Nursing & MW":"Nurse":"Community Nurse"

description: Include First Level Qualified Nurses working in the
 Community but not in a post requiring registration in one of the
 specific Branches mentioned in the Community Practitioner role
 notes. (Enrolled Nurses working in the Community should be given
 the "Enrolled Nurse" Job Role.)
nhsList1Code: S0030

nhsList1Name: Nursing & MW
nhsList2Code: G0100

nhsList2Name: Nurse
nhsList3Code: R0700

nhsList3Name: Community Nurse
nhsStatus: 1

nhsCreateDate: 20060325
dn: uniqueIdentifier=S0080:G0440:R5110,ou=Job Roles,ou=RBAC,
 ou=ReferenceData,o=nhs

objectClass: nhsRBAC

objectClass: nhsRBACJR

uniqueIdentifier: S0080:G0440:R5110

cn: "Admin & Clerical":"Admin":"Demographic Administrator"

description: Manages User demographic data only (not clinical)

nhsList1Code: S0080

nhsList1Name: Admin & Clerical
nhsList2Code: G0440

nhsList2Name: Admin
nhsList3Code: R5110

nhsList3Name: Demographic Administrator
nhsStatus: 1

nhsCreateDate: 20060325
dn: uniqueIdentifier=S9999:G9999:R9001,ou=Job Roles,ou=RBAC,
 ou=ReferenceData,o=nhs

objectClass: nhsRBAC

objectClass: nhsRBACJR

uniqueIdentifier: S9999:G9999:R9001
cn: "Temporary":"Temporary":"EBS GP (Referrer)"

description: Map to "Referring Clinician" Business Function

nhsList1Code: S9999
nhsList1Name: Temporary
nhsList2Code: G9999
nhsList2Name: Temporary
nhsList3Code: R9001
nhsList3Name: EBS GP (Referrer)

nhsStatus: 0
nhsCreateDate: 20060325
5.9.2 Example Area of Work Data

dn: uniqueIdentifier=P0010:Q0020:T0050,ou=Areas of Work,
 ou=RBAC,ou=ReferenceData,o=nhs
objectClass: nhsRBAC

objectClass: nhsRBACAoW

uniqueIdentifier: P0010:Q0010:T0010

cn: "Medicine":"General Medicine":"Acute Medicine"

description: Only use for Medical staff holding or working
 towards a CCST in this sub-specialty. (850)
nhsList1Code: P0010

nhsList1Name: Medicine

nhsList2Code: Q0020

nhsList2Name: General Medicine

nhsList3Code: T0050

nhsList3Name: Acute Medicine

nhsStatus: 1

nhsCreateDate: 20060325
dn: uniqueIdentifier=P0010:Q0190:T0450,ou=Areas of Work,
 ou=RBAC,ou=ReferenceData,o=nhs
objectClass: nhsRBAC

objectClass: nhsRBACAoW

uniqueIdentifier: P0010:Q0190:T0450

cn: "Medicine":"Gastroenterology":"Hepatology"

description: Also known as "Liver Medicine".

nhsList1Code: P0010

nhsList1Name: Medicine

nhsList2Code: Q0190
nhsList2Name: Gastroenterology

nhsList3Code: T0450

nhsList3Name: Hepatology

nhsStatus: 1

nhsCreateDate: 20060325

dn: uniqueIdentifier=P0010:Q0250:T0540,ou=Areas of Work,
 ou=RBAC,ou=ReferenceData,o=nhs
objectClass: nhsRBAC

objectClass: nhsRBACAoW

uniqueIdentifier: P0010:Q0250:T0540

cn: "Intensive Care Medicine":"Intensive Care Medicine":
 "Intensive Care Medicine"

description: Also known as "Intensive Therapy". Includes
 "High Dependancy", "Coronary Care".  (034)
nhsList1Code: P0010

nhsList1Name: Intensive Care Medicine

nhsList2Code: Q0190
nhsList2Name: Intensive Care Medicine
nhsList3Code: T0540

nhsList3Name: Intensive Care Medicine
nhsStatus: 1

nhsCreateDate: 20060325

5.9.3 Example Business Function (Activity) Data

dn: uniqueIdentifier=B0010,ou=Business Functions,ou=RBAC,
 ou=ReferenceData,o=nhs

objectClass: nhsRBAC

objectClass: nhsRBACBF

uniqueIdentifier: B0010
cn: Caldicott Guardian
description: Allows a user to take on Caldicott Guardian
 responsibilities
nhsStatus: 1

nhsCreateDate: 20060325
dn: uniqueIdentifier=B0415,ou=Business Functions,ou=RBAC,
 ou=ReferenceData,o=nhs

objectClass: nhsRBAC

objectClass: nhsRBACBF

uniqueIdentifier: B0010
cn: “Dispense Notification”

description: Update the spine with details of dispensed
 medication supplied to a patient. The dispense notification
 activity should occur only after medicines have been handed over
 to the patient or their representative.
nhsStatus: 1

nhsCreateDate: 20060325
dn: uniqueIdentifier=B1050,ou=Business Functions,ou=RBAC,
 ou=ReferenceData,o=nhs

objectClass: nhsRBAC

objectClass: nhsRBACBF

uniqueIdentifier: B1050
cn: “View Patient History”
description: Allows a user access to a view of all activity for
 patients across functional module and Trust
nhsStatus: 1

nhsCreateDate: 20060325
5.10 RBAC Baseline Examples

How to find all the Baselines:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Baselines,ou=RBAC,ou=ReferenceData,o=nhs"

"(objectClass=nhsRBACBL)"

Based on the example data in section 5.10.1, the results would be of the form:

dn: uniqueIdentifier=253483031998,ou=Baselines,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: 253483031998

objectClass: nhsRBACBL

nhsJobRoleCode: S0010:G0020:R0260

nhsAreaOfWorkCodes: P0100:Q0910:T1670

nhsAreaOfWorkCodes: P0100:Q0920:T1680

nhsBusinessFunctionsCodes: B0340

nhsBusinessFunctionsCodes: B0354

nhsRA: uniqueIdentifier=764038002953,

 uniqueIdentifier=328894563951,uid=616545184015, ou=People, o=nhs

nhsCreateDate: 20051204

dn: uniqueIdentifier=335682211990,ou=Baselines,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: 335682211990

objectClass: nhsRBACBL

nhsJobRoleCode: S0030:G0100:R0600

nhsAreaOfWorkCodes: P0100:Q0910:T1670

nhsBusinessFunctionsCodes: B0340

nhsRA: uniqueIdentifier=764038002953,

 uniqueIdentifier=328894563951,uid=616545184015, ou=People, o=nhs

nhsCreateDate: 20051207

How to find all the baselines for a Job Role:

ldapsearch
-h ldap.national.ncrs.nhs.uk 
–b "ou=Baselines,ou=RBAC, ou=ReferenceData,o=nhs"

"(&(objectClass=nhsRBACBL)(nhsJobRoleCode=S0030:G0100:R0600))"


Based on the example data in section 5.10.1, the results would be of the form:

dn: uniqueIdentifier=335682211990,ou=Baselines,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: 335682211990 

objectClass: nhsRBACBL

nhsJobRoleCode: S0030:G0100:R0600

nhsAreaOfWorkCodes: P0100:Q0910:T1670

nhsBusinessFunctionsCodes: B0340

nhsRA: uniqueIdentifier=764038002953,

 uniqueIdentifier=328894563951,uid=616545184015, ou=People, o=nhs

nhsCreateDate: 20051207

5.10.1 Example Baseline Data

dn: uniqueIdentifier=253483031998,ou=Baselines,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: 253483031998

objectClass: nhsRBACBL

nhsJobRoleCode: S0010:G0020:R0260

nhsJobRole: “M&D”:”Medical - M&D”:”General Medical Practitioner”

nhsAreaOfWorkCodes: P0100:Q0910:T1670

nhsAreaOfWorkCodes: P0100:Q0920:T1680

nhsAreaOfWork: ”Primary Care”:”General Practice”:”General Practice”

nhsAreaOfWork: ”Primary Care”:”Walk-in Centre”:”Walk-in Centre”

nhsBusinessFunctionsCodes: B0340
nhsBusinessFunctionsCodes: B0354

nhsRA: uniqueIdentifier=764038002953,

 uniqueIdentifier=328894563951,uid=616545184015, ou=People, o=nhs

nhsCreateDate: 20051204

dn: uniqueIdentifier=335682211990,ou=Baselines,ou=RBAC,
 ou=ReferenceData,o=nhs

uniqueIdentifier: 335682211990

objectClass: nhsRBACBL

nhsJobRoleCode: S0030:G0100:R0600

nhsJobRole: “Nursing & MW”:”Nurse”:”Specialist Nurse Practitioner”

nhsAreaOfWorkCodes: P0100:Q0910:T1670
nhsAreaOfWork: ”Primary Care”:”General Practice”:”General Practice”

nhsBusinessFunctionsCodes: B0340

nhsRA: uniqueIdentifier=764038002953,

 uniqueIdentifier=328894563951,uid=616545184015, ou=People, o=nhs

nhsCreateDate: 20051207
5.11 Category Bag Examples 
How to find all the Category Bag definitions:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=CategoryBag,ou=ReferenceData,o=nhs"

"(objectClass=nhsList)"

cn description

Based on the example data in section 5.11.1, the results would be of the form:

dn: cn=bookable-clinic-id,ou=CategoryBag,ou=ReferenceData,o=nhs

cn: bookable-clinic-id
description: Identifies each C&B clinic serviced by the
 Accredited System.  The identifier is assigned by C&B when a
 clinic is registered.  All Accredited Systems that support C&B
 messages (apart from C&B itself) and manage bookings for clinics
 MUST have bookable-clinic-id instances defined. The clinic id is
 a 6 character alphanumeric, with no other restrictions.
dn: cn=DataQualRating,ou=CategoryBag,ou=ReferenceData,o=nhs

cn: DataQualRating

description: The level of Data Quality checking performed by the system. A NASP uses the rating to determine the level of data quality checks to perform.

How to find the description for a specific Category Bag name:

ldapsearch
-h ldap.national.ncrs.nhs.uk 
-b "cn=bookable-clinic-id,ou=CategoryBag,ou=ReferenceData,o=nhs"

"(objectClass=nhsList)"

description

Based on the example data in section 5.11.1, the results would be of the form:

dn: cn=bookable-clinic-id,ou=CategoryBag,ou=ReferenceData,o=nhs

description: Identifies each C&B clinic serviced by the
 Accredited System.  The identifier is assigned by C&B when a
 clinic is registered.  All Accredited Systems that support C&B
 messages (apart from C&B itself) and manage bookings for clinics
 MUST have bookable-clinic-id instances defined. The clinic id is
 a 6 character alphanumeric, with no other restrictions.
5.11.1 Example Category Bag Data
dn: cn=bookable-clinic-id,ou=CategoryBag,ou=ReferenceData,o=nhs

objectClass: nhsList
cn: bookable-clinic-id
description: Identifies each C&B clinic serviced by the
 Accredited System.  The identifier is assigned by C&B when a 
 clinic is registered.  All Accredited Systems that support C&B
 messages (apart from C&B itself) and manage bookings for clinics
 MUST have bookable-clinic-id instances defined. The clinic id is
 a 6 character alphanumeric, with no other restrictions.
dn: cn=DataQualRating,ou=CategoryBag,ou=ReferenceData,o=nhs

objectClass: nhsList
cn: DataQualRating
description: The level of Data Quality checking performed by the system. A NASP uses the rating to determine the level of data quality checks to perform. Valid ratings are: 1; 2; or 3.
5.12 Organisation Type Examples 
How to find all the types that an organisation may have:
ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Organisations,ou=Types,ou=ReferenceData,o=nhs"

"(objectClass=nhsList)"

uniqueIdentifier cn
Based on the example data in section 5.12.1, the results would be of the form:

dn: uniqueIdentifier=PT,ou=Organisations,ou=Types,

 ou=ReferenceData,o=nhs

uniqueIdentifier: PT

cn: Primary Care Trust [PCT]

dn: uniqueIdentifier=PR,ou=Organisations,ou=Types,

 ou=ReferenceData,o=nhs

uniqueIdentifier: PR
cn: GP Practice

How to find all the sub-types that a department may have:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Department,ou=Sub-Types,ou=ReferenceData,o=nhs"

"(objectClass=nhsList)"

uniqueIdentifier cn

Based on the example data in section 5.12

 REF _Ref137519703 \r \h 
 \* MERGEFORMAT 5.12.1, the results would be of the form:

dn: uniqueIdentifier=DAAE,ou=Department,ou=Sub-Types,

 ou=ReferenceData,o=nhs

uniqueIdentifier: DAAE

cn: Accident & Emergency

How to find the type name when only the code (PT) is known:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=Types,ou=ReferenceData,o=nhs"

"(&(uniqueIdentifier=PT)(objectClass=nhsList))"

cn

Based on the example data in section 5.12

 REF _Ref137519703 \r \h 
 \* MERGEFORMAT 5.12.1, the results would be of the form:

dn: uniqueIdentifier=PT,ou=Organisations,ou=Types,

 ou=ReferenceData,o=nhs

cn: Primary Care Trust [PCT]

5.12.1 Example Organisation Type Data

dn: uniqueIdentifier=PT,ou=Organisations,ou=Types,
 ou=ReferenceData,o=nhs

objectClass: nhsList

uniqueIdentifier: PT
cn: Primary Care Trust [PCT]
dn: uniqueIdentifier=PR,ou=Organisations,ou=Types,

 ou=ReferenceData,o=nhs

objectClass: nhsList

uniqueIdentifier: PR
cn: GP Practice
dn: uniqueIdentifier=DAAE,ou=Department,ou=Sub-Types,

 ou=ReferenceData,o=nhs

objectClass: nhsList

uniqueIdentifier: DAAE

cn: Accident & Emergency

5.13 Accredited System Identifier Examples

There are two basic scenarios involving accredited system identifiers:

· originating a new message;

· replying to a received message.

5.13.1 Originating a New Message

In addition to its own identity, when originating a message the sender must know: 

· the NACS organisation code of the recipient system; 

· the recipient service name;

· the recipient interaction name.

The following example LDAP search will find the Accredited System for the PCT with the NACS code 5AH that supports the MCCI_IN010000UK13 interaction:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(nhsAsClient=5AH)(objectClass=nhsAS)


(nhsAsSvcIA=urn:nhs:names:services:ebs:MCCI_IN010000UK13))"

uniqueIdentifier 

Note: The change in search attribute name from nhsIdCode to nhsAsClient as a consequence of the introduction in 2006-B of multiple client organisations for an Accredited System. The attribute nhsIdCode will contain the NACS code of the managing organisation; while nhsAsClient is a multivalue attribute containing the NACS codes of client organisations that use the Accredited System.

Based on the example data in section 5.14.1.1, the results would be of the form:

dn: uniqueIdentifier=936179488023,ou=services,o=nhs

uniqueIdentifier: 936179488023

The results of this search provide the Accredited System’s Identifier 936179488023 for inclusion in the new message. The search would not have returned any results if the organisation did not have an accredited system that supported the service-interaction. 

It is also possible that the search would return multiple results where an organisation had more than one accredited system that supported the service-interaction. In this eventuality the choice of accredited system is at the originator’s discretion.

A variation of this would be to search for all versions of the MCCI_IN010000UK interaction:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(nhsAsClient=5AH)(objectClass=nhsAS)


(nhsAsSvcIA=urn:nhs:names:services:ebs:MCCI_IN010000UK*))"

uniqueIdentifier nhsAsSvcIA

This would allow the originator to select the correct version of interaction to send, based on those supported by the recipient. 

Note: The change in search attribute name from nhsIdCode to nhsAsClient as a consequence of the introduction in 2006-B of multiple client organisations for an Accredited System. The attribute nhsIdCode will contain the NACS code of the managing organisation; while nhsAsClient is a multivalue attribute containing the NACS codes of client organisations that use the Accredited System.

5.13.2 Replying to a Received Message

When replying to a message the accredited system identifier may be extracted from the original message. This identifier may then be used when retrieving the details of that system.

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(uniqueIdentifier=936179488023)


(nhsAsSvcIA=urn:nhs:names:services:ebs:*))"

uniqueIdentifier nhsAsSvcIA 

Based on the example data in section 5.14.1.1, the results would be of the form:

dn: uniqueIdentifier=936179488023,ou=services,o=nhs

uniqueIdentifier=936179488023

nhsAsSvcIA: urn:nhs:names:services:ebs:PRPA_IN010000UK07

nhsAsSvcIA: urn:nhs:names:services:ebs:MCCI_IN010000UK13
This search provides a list of all the EBS service interaction the accredited system supports.

5.13.3 GP to GP Transfer

How to find a GP from their General National Code (GNC):

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=people, o=nhs" 

"(&(nhsGNC=G2345678)(objectClass=nhsOrgPerson))"

nhsIdCode

Based on the example data in section 5.6.1 the results would be of the form:

dn: uniqueIdentifier=936220264011,uid=212200199011,ou=People,o=nhs

nhsIdCode: B86563

The GP Practice code is B86563.

How to find an Accredited System for a GP Practice:

Given the GP Practice code (B86563), the Service Name (urn:nhs:names:services:ebs) and the Interaction (MCCI_IN010000UK13)

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(nhsAsClient=B86563)(objectClass=nhsAS)


(nhsAsSvcIA=urn:nhs:names:services:ebs:MCCI_IN010000UK13))"

uniqueIdentifier 
Note the change in search attribute name from nhsIdCode to nhsAsClient as a consequence of the introduction in 2006-B of multiple client organisations for an Accredited System. The attribute nhsIdCode will contain the NACS code of the managing organisation; while nhsAsClient is a multivalue attribute containing the NACS codes of client organisations that use the Accredited System.

Based on the example data in section  the results would be of the form:

dn: uniqueIdentifier=936179488023,ou=services,o=nhs

uniqueIdentifier: 936179488023

The Accredited Service Identifier is 936179488023.

If this search returned no results then the GP Practice is not a client of an Accredited System. The Authority policy dictates that the search should then be repeated against the parent organisation e.g. GP Practice’s PCT. 

How to find the PCT for a GP Practice:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=organisations, o=nhs"

"(nhsIDCode=B86563)"

nhsPCTCode 

the results would be of the form:

dn: uniqueidentifier=B86563,ou=organisations,o=nhs 

nhsPCTCode: 5AH

The PCT code is 5AH
How to Identify the ACF Characteristics of a System:
	RBAC
	Performs Role-Based Access Control checks

	DOLR
	Performs Legitimate Relationship checks

	SSEC
	Supports Sealed Envelopes for Clinicians

	SSEP
	Supports Sealed Envelopes for Patients

	CNST
	Performs Consent checks


5.14 Example Patient Demographic Data Update Scenario

Figure 5‑17 describes one possible sequence of interactions for a PCT’s accredited system sending a message to the Spine Patient Demographics Service (PDS) accredited system.
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Figure 5‑17 Sequence Diagram

The following extract from this scenario demonstrates generic steps that can be used to find the identity and details of an Accredited System or Message Handling System. 

1. The accredited system at the PCT gathers the information necessary to invoke a PRPA_IN110000UK15 (General Update Request) interaction with the Spine PDS.

i. Find the NACS code for the Spine:

The following LDAP search will retrieve the NACS code for the Spine:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=organisations, o=nhs" 

"o=NATIONAL CARE RECORDS SERVICE SPINE"

nhsIdCode

Based on the example data in section 5.14.1, the results would be of the form:

dn: uniqueidentifier=YEA,ou=organisations,o=nhs

nhsIDCode: YEA

ii. Find the Accredited System for the Spine PDS, to obtain:

· Recipient Accredited Service Identifier

· Recipient Party Key

· Assurance that the PDS supports the interaction
The following LDAP search will find the Accredited System for the Spine PDS only if it supports the PRPA_IN110000UK15 interaction :

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=services, o=nhs" 

"(&(nhsAsClient=YEA)(objectClass=nhsAs)

(nhsAsSvcIA=urn:nhs:names:services:pds:PRPA_IN110000UK15))"

uniqueIdentifier nhsMhsPartyKey 

Note the change in search attribute name from nhsIdCode to nhsAsClient as a consequence of the introduction in 2006-B of multiple client organisations for an Accredited System. The attribute nhsIdCode will contain the NACS code of the managing organisation; while nhsAsClient is a multivalue attribute containing the NACS codes of client organisations that use the Accredited System.

Based on the example data in section 5.14.1, the results would be of the form:

dn: uniqueIdentifier=115819645025,ou=services,o=nhs

uniqueIdentifier: 115819645025

nhsMhsPartyKey: YEA-0000806

In the search the attribute nhsAsSvcIA is a concatenation of the Service and Interaction names with a delineating colon. The search will return no results if recipient does not support the service-interaction. If this search returns multiple matches, the choice of recipient system is at the discretion of the originating system.
2. The accredited system at the PCT passes the HL7 interaction and addressing information to its Message Handling System at the LSP (which is used to build the ebXML header):

· Recipient Organisation NACS code

· Recipient Accredited Service Identifier

· Recipient Party Key

· Recipient service

· Recipient interaction

· Originating Accredited Service Identifier

3. The LSP MHS uses the information to find the contract properties and binding needed to support a PRPA_IN110000UK15 interaction with the Spine MHS.

The following LDAP search will find the contract properties and binding:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(nhsMhsPartyKey=YEA-0000806)(objectClass=nhsMhs)

(nhsAsSvcIA=urn:nhs:names:services:pds:PRPA_IN110000UK15))"


nhsMhsEndPoint nhsMhsIsAuthenticated


nhsMhsPersistduration nhsMhsRetries 


nhsMhsRetryInterval nhsMhsSyncReplyMode 


nhsMhsAckRequested nhsMhsDuplicateElimination 


nhsMhsActor 

Based on the example data in section 5.14.1, the results would be of the form:

dn: uniqueIdentifier=S4562A7893,ou=services,o=nhs

nhsMhsEndPoint: http://spine.national.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT7M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: MSHSignalsOnly

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:toPartyMSH
If this search returns multiple matches, the choice of recipient MHS is at the discretion of the LSP. 

4. The LSP sends the message to the Spine MHS.
5.14.1 Example Accredited System and Message Handling System Data

5.14.1.1 Primary Care Trust - Accredited System

uniqueIdentifier=936179488023,ou=services,o=nhs

objectClass: top

objectClass: nhsas

description: Patient Demographic Service for Tendring and South 
 Peterborough PCTs
nhsIdCode: 5AH

nhsAsClient: 5AH

nhsAsClient: 5AJ

nhsMhsPartyKey: LSP01-0001610

nhsAsACF: RBAC

nhsAsACF: DOLR

nhsAsACF: CNST
nhsAsSvcIA: urn:nhs:names:services:pds:MCCI_IN010000UK13
nhsAsSvcIA: urn:nhs:names:services:pds:PRPA_IN110000UK15
nhsAsSvcIA: urn:nhs:names:services:pds:PRPA_IN150000UK14

nhsProductKey: 23

nhsRequestorURP: uniqueIdentifier=599455964016,uniqueIdentifier=

 700745356019,uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20061106150007

nhsApproverURP: uniqueIdentifier=022739836017,uniqueIdentifier=
 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20061107153211
5.14.1.2 Spine Patient Demographics Service - Accredited System

uniqueIdentifier=115819645025,ou=services,o=nhs

objectClass: top

objectClass: nhsas

description: Patient Demographic Service for the Spine

nhsIdCode: YEA

nhsAsClient: YEA

nhsMhsPartyKey: YEA-0000806

nhsAsSvcIA: urn:nhs:names:services:pds:MCCI_IN010000UK13
nhsAsSvcIA: urn:nhs:names:services:pds:PRPA_IN110000UK15
nhsAsSvcIA: urn:nhs:names:services:pds:PRPA_IN150000UK14

nhsProductKey: 17

nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060904192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=
 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060904192628

5.14.1.3 Service-Interaction definitions for the LSP Message Handling System

dn: uniqueIdentifier=S2312A1214,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S2312A1214

nhsIdCode: LSP01

nhsMhsPartyKey: LSP01-0001610

nhsMhsCpaId: S2312A1214

nhsMhsSvcIA: urn:nhs:names:services:pds:MCCI_IN010000UK13
nhsMhsSN: urn:nhs:names:services:pds

nhsMhsIN: MCCI_IN010000UK13

nhsMhsEndPoint: http://pds.lsp01.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT7M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: MSHSignalsOnly

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:toPartyMSH

nhsMHSFQDN: pds.lsp01.nhs.uk
nhsProductKey: 76

nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060904192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060904192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060904202628

nhsEPInteractionType: HL7
nhsContractPropertyTemplateKey: 33

dn: uniqueIdentifier=S2312A1213,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S2312A1213

nhsIdCode: LSP01

nhsMhsPartyKey: LSP01-0001610

nhsMhsCpaId: S2312A1213

nhsMhsSvcIA: urn:nhs:names:services:pds:PRPA_IN150000UK14
nhsMhsSN: urn:nhs:names:services:pds

nhsMhsIN: PRPA_IN150000UK14

nhsMhsEndPoint: http://pds.lsp01.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT7M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: MSHSignalsOnly

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:toPartyMSH

nhsMHSFQDN: pds.lsp01.nhs.uk
nhsProductKey: 76

nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060904191158

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060904192118

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060904202118

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 33

5.14.1.4 Service-Interaction definition for the Spine TMS Message Handling System 

dn: uniqueIdentifier=S4562A7893,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S4562A7893

nhsIdCode: YEA

nhsMhsPartyKey: YEA-0000806

nhsMhsCpaId: S4562A7893

nhsMhsSvcIA: urn:nhs:names:services:pds:PRPA_IN110000UK15
nhsMhsSN: urn:nhs:names:services:pds

nhsMhsIN: PRPA_IN110000UK15

nhsMhsEndPoint: http://spine.national.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT7M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: MSHSignalsOnly

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:toPartyMSH

nhsMHSFQDN: spine.national.nhs.uk
nhsProductKey: 23
nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 32

5.15 Example EBS Request Service Scenario

Figure 5‑18 describes one possible sequence of interactions for a PCT’s accredited system sending a message to the Electronic Booking Service (EBS) accredited system.
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Figure 5‑18 Sequence Diagram

The following extract from this scenario demonstrates generic steps that can be used to find the identity and details of an Accredited System or Message Handling System. 

5. The accredited system at the PCT gathers the information necessary to invoke a PRPA_IN010000UK07 interaction with EBS.

i. Find the NACS code for the Electronic Booking Service:

The following LDAP search will retrieve the NACS code for the Spine:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=organisations, o=nhs" 

"o=ELECTRONIC BOOKING SYSTEM"

nhsIdCode

Based on the example data in section 0, the results would be of the form:

dn: uniqueidentifier=YEC,ou=organisations,o=nhs

nhsIDCode: YEC

ii. Find the Accredited System for EBS, to obtain:

· Recipient Accredited Service Identifier

· Recipient Party Key

· Assurance that the EBS supports the interaction

The following LDAP search will find the Accredited System for the Spine EBS only if it supports the PRPA_IN010000UK07 interaction:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(nhsAsClient=YEC)(objectClass=nhsAs)

(nhsAsSvcIA=urn:nhs:names:services:ebs:PRPA_IN010000UK07))"

uniqueIdentifier nhsMhsPartyKey 

Note the change in search attribute name from nhsIdCode to nhsAsClient as a consequence of the introduction in 2006-B of multiple client organisations for an Accredited System. The attribute nhsIdCode will contain the NACS code of the managing organisation; while nhsAsClient is a multivalue attribute containing the NACS codes of client organisations that use the Accredited System.

Based on the example data in section 0, the results would be of the form:

dn: uniqueIdentifier=309217957039,ou=services,o=nhs

uniqueIdentifier: 309217957039

nhsMhsPartyKey: YEC-0000608

In the search the attribute nhsAsSvcIA is a concatenation of the Service and Interaction names with a delineating colon. 

The search will return no results if recipient does not support the service-interaction. If this search returns multiple matches this represents that the organisation has multiple accredited systems that implement the service.  There is no further mechanism to distinguish between the systems, and as such the systems can be viewed as equivalent.  Therefore the choice of recipient system is at the discretion of the originating system.

6. The accredited system at the PCT passes the payload and information to its Message Handling System at the LSP (the information is used to build the ebXML and HL7 headers):

· Recipient Organisation NACS code

· Recipient Accredited Service Identifier

· Recipient Party Key

· Recipient service

· Recipient interaction

· Originating Accredited Service Identifier

7. The LSP must use an intermediary pattern (in this case, the multi-hop intermediary reliability pattern).  The LSP MHS uses the information to discover the contract properties and binding needed to support a ReliableIntermediary interaction with the Spine for forwarded to EBS.

The following LDAP search will find the contract properties and binding:

ldapsearch
-h ldap.national.ncrs.nhs.uk -b "ou=services, o=nhs" 

"(&(nhsMhsPartyKey=YEA-0000806)(objectClass=nhsMhs)

 (nhsAsSvcIA=urn:nhs:names:services:tms:ReliableIntermediary))"


nhsMhsEndPoint nhsMhsIsAuthenticated


nhsMhsPersistduration nhsMhsRetries 


nhsMhsRetryInterval nhsMhsSyncReplyMode 


nhsMhsAckRequested nhsMhsDuplicateElimination 


nhsMhsActor 

Based on the example data in section 0, the results would be of the form:

dn: uniqueIdentifier=S4562A9012,ou=services,o=nhs

nhsMhsEndPoint:
 http://national.ncrs.nhs.uk/reliablemessaging/intermediary 

nhsMhsIsAuthenticated: none

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: never

nhsMhsDuplicateElimination: never

If this search returns multiple matches, the choice of recipient MHS is at the discretion of the LSP. 

8. The LSP sends the message to the Spine TMS for forwarding to EBS.
An alternative to the search in step 1 (ii) would be to use the category bag attribute to locate the accredited system. Using the example data in section 5.15.1.1 the originator could search for a system at a particular bookable-clinic.
The following LDAP search will find an Accredited System only if it supports the Spine EBS service PRPA_IN010000UK07 interaction for the clinic id “def555”:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "ou=services, o=nhs" 

‘(&(objectClass=nhsAs)
 
   (nhsAsCategoryBag=bookable-clinic-id:abc001)
           (nhsAsSvcIA=urn:nhs:names:services:ebs:PRPA_IN010000UK07))’

uniqueIdentifier nhsMhsPartyKey 

Based on the example data in section 5.15.1.1, the results would be of the form:

dn: uniqueIdentifier=936179488023,ou=services,o=nhs

uniqueIdentifier: 936179488023
nhsMhsPartyKey: LSP01-0001610
5.15.1 Example Accredited System and Message Handling System Data

5.15.1.1 Accredited System for a Primary Care Trust

uniqueIdentifier=936179488023,ou=services,o=nhs

objectClass: top

objectClass: nhsas

description: Choose & Book Service for Tendring and South 
 Peterborough PCTs

nhsIdCode: 5AH

nhsAsClient: 5AH

nhsAsClient: 5AJ

nhsMhsPartyKey: LSP01-0001610

nhsAsACF: RBAC

nhsAsACF: DOLR

nhsAsSvcIA: urn:nhs:names:services:ebs:PRPA_IN010000UK07

nhsAsSvcIA: urn:nhs:names:services:ebs:PRPA_IN020000UK06

nhsAsSvcIA: urn:nhs:names:services:ebs:MCCI_IN010000UK13

nhsAsCategoryBag: bookable-clinic-id:abc001
nhsAsCategoryBag: bookable-clinic-id:def555
nhsAsCategoryBag: bookable-clinic-id:ghi999
nhsProductKey: 44

nhsRequestorURP: uniqueIdentifier=599455964016,uniqueIdentifier=

 700745356019,uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20061106150007

nhsApproverURP: uniqueIdentifier=022739836017,uniqueIdentifier=
 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20061107153211
5.15.1.2 Accredited System for the Electronic Booking System

uniqueIdentifier=309217957039,ou=services,o=nhs

objectClass: top

objectClass: nhsas

description: Choose & Book NASP

nhsIdCode: YEC

nhsAsClient: YEC

nhsMhsPartyKey: YEC-0000608

nhsAsSvcIA: urn:nhs:names:services:ebs:PRPA_IN010000UK07
nhsAsSvcIA: urn:nhs:names:services:ebs:MCCI_IN010000UK13

nhsProductKey: 19

nhsRequestorURP: uniqueIdentifier=599455964016,uniqueIdentifier=

 700745356019,uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20061106150007

nhsApproverURP: uniqueIdentifier=022739836017,uniqueIdentifier=
 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20061107153211
5.15.1.3 Message Handling System for the Spine National Application Service Provider 

dn: uniqueIdentifier=S4562A9012,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S4562A9012

nhsIdCode: YEA

nhsMhsPartyKey: YEA-0000806

nhsMhsCpaId: S4562A9012

nhsMhsSvcIA: urn:nhs:names:services:tms:ReliableIntermediary
nhsMhsSN: urn:nhs:names:services:tms

nhsMhsIN: ReliableIntermediary

nhsMhsEndPoint: http://national.ncrs.nhs.uk/reliablemessaging/intermediary 

nhsMhsIsAuthenticated: none

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: never

nhsMhsDuplicateElimination: never
nhsMHSFQDN: national.ncrs.nhs.uk
nhsProductKey: 45
nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 8

5.15.1.4 Message Handling System for the North East Local Service Provider

dn: uniqueIdentifier=S2312A0398,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S2312A0398

nhsIdCode: LSP01

nhsMhsPartyKey: LSP01-0001610

nhsMhsCpaId: S2312A0398

nhsMhsSvcIA: urn:oasis:names:tc:ebxml-msg:service:Acknowledgement

nhsMhsSN: urn:oasis:names:tc:ebxml-msg:service

nhsMhsAN: Acknowledgement

nhsMhsEndPoint: http://nee.ncrs.nhs.uk/

nhsMhsIsAuthenticated: none

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: never

nhsMhsDuplicateElimination: never
nhsMHSFQDN: nee.ncrs.nhs.uk
nhsProductKey: 52

nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 71

dn: uniqueIdentifier=S2312A0471,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S2312A0471

nhsIdCode: LSP01

nhsMhsPartyKey: LSP01-0001610

nhsMhsCpaId: S2312A0471
nhsMhsSvcIA: urn:nhs:names:services:ebs:PRPA_IN020000UK06
nhsMhsSN: urn:nhs:names:services:ebs

nhsMhsIN: PRPA_IN020000UK06

nhsMhsEndPoint: http://nee.ncrs.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT4M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:nextMSH
nhsMHSFQDN: nee.ncrs.nhs.uk
nhsProductKey: 44
nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 34
dn: uniqueIdentifier=S2312A0472,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S2312A0472

nhsIdCode: LSP01

nhsMhsPartyKey: LSP01-0001610

nhsMhsCpaId: S2312A0472

nhsMhsSvcIA: urn:nhs:names:services:ebs:MCCI_IN010000UK13
nhsMhsSN: urn:nhs:names:services:ebs

nhsMhsIN: MCCI_IN010000UK13

nhsMhsEndPoint: http://nee.ncrs.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT4M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:nextMSH
nhsMHSFQDN: nee.ncrs.nhs.uk
nhsProductKey: 43
nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 3
5.15.1.5 Message Handling System for the Electronic Booking System

dn: uniqueIdentifier=S3120A0049,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S3120A0049

nhsIdCode: YEC

nhsMhsPartyKey: YEC-0000608

nhsMhsCpaId: S3120A0049

nhsMhsSvcIA: urn:nhs:names:services:ebs:PRPA_IN010000UK07
nhsMhsSN: urn:nhs:names:services:ebs

nhsMhsIN: PRPA_IN010000UK07

nhsMhsEndPoint: http://ebk.ncrs.nhs.uk/

nhsMhsIsAuthenticated: Transient

nhsMhsPersistduration: PT4M

nhsMhsRetries: 2

nhsMhsRetryInterval: PT1M

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: always

nhsMhsDuplicateElimination: always

nhsMhsActor: urn:oasis:names:tc:ebxml-msg:actor:nextMSH
nhsMHSFQDN: ebk.ncrs.nhs.uk
nhsProductKey: 5
nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 7
dn: uniqueIdentifier=S3120A2958,ou=services,o=nhs

objectClass: top

objectClass: nhsmhs

uniqueIdentifier: S3120A2958

nhsIdCode: YEC

nhsMhsPartyKey: YEC-0000608

nhsMhsCpaId: S3120A2958

nhsMhsSvcIA: urn:oasis:names:tc:ebxml-msg:service:Acknowledgement

nhsMhsSN: urn:oasis:names:tc:ebxml-msg:service

nhsMhsIN: Acknowledgement

nhsMhsEndPoint: http://ebk.ncrs.nhs.uk/

nhsMhsIsAuthenticated: none

nhsMhsSyncReplyMode: none

nhsMhsAckRequested: never

nhsMhsDuplicateElimination: never
nhsMHSFQDN: ebk.ncrs.nhs.uk
nhsProductKey: 67
nhsRequestorURP: uniqueIdentifier=486109440017,uniqueIdentifier=

 663882139012, uid=910407647015, ou=People, o=nhs

nhsDateRequested: 20060905192458

nhsApproverURP: uniqueIdentifier=907099449015,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDateApproved: 20060905192628

nhsDNSApprover: uniqueIdentifier=022739836017,uniqueIdentifier=

 564025975017, uid=532752216012, ou=People, o=nhs

nhsDNSApproved: 20060905202628

nhsEPInteractionType: HL7

nhsContractPropertyTemplateKey: 13
5.16 Example Workgroup Membership Scenarios
Workgroups can be managed through the SUD web application or TMS messages. Work groups can be managed through a messaging interface using the following interactions. The examples in this section use interactions from a working copy of the MIM dated 15 February 2006.
5.16.1 Adding a new Workgroup member
Figure 5‑19 shows how the TMS messages could be used to add a new workgroup member.
 [image: image23.emf]
Figure 5‑19 Add Workgroup Member Sequence Diagram
A new doctor joins a GP Practice. The workgroup membership administrator (WGMA) for the GP Practice logs onto the LSP GP Practice Administration Application and enters the new doctor's name. The LSP application will then issue a 'Search for User Role Profiles query which will return a list of the doctor's User Role Profiles (URPs). The WGMA then selects the required URP to add to the GP Practice Work Group. The LSP application then sends an 'Add User to Workgroup Request' with the doctor's URP ID and GP Practice workgroup ID, and an 'Add User to Workgroup Response' is sent back confirm whether or not the doctor has been added to the workgroup.
5.16.2 Removing a New Workgroup member

Figure 5‑20 shows how the TMS messages could be used to remove a workgroup member.
[image: image24.emf]
Figure 5‑20 Remove Workgroup Member Sequence Diagram

A doctor leaves a GP Practice. The workgroup membership administrator (WGMA) for the GP Practice logs onto the LSP GP Practice Administration Application and chooses the doctor's URP to remove from the workgroup. The LSP application will then issue a 'Remove User from Workgroup Request' with the doctor's URP ID and workgroup ID. A 'Remove User from Workgroup Response' response will be sent back confirming whether or not the doctor has been removed from the workgroup.

5.17 Change Log Examples

How to find the last change number:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "cn=Changelog,o=nhs"

-s base

"(objectClass=*)"

firstchangenumber lastchangenumber
The above quey will always return a single entry. The results would be of the form:

dn: cn=Changelog,o=nhs
firstchangenumbe: 1

lastchangenumber: 1000
How to read a single change entry:

ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "cn=Changelog,o=nhs"

-s one

"(changenumber=999)"

The result would be of the form:

dn: changenumber=999, cn=Changelog, o=nhs
changeType: modify

targetDn: uid=782750237011,ou=People,o=nhs

changes:: replace: personalTitle personalTitle: Dr - delete: nhsBusinessFunctionCodes - replace: modifytimestamp modifytimestamp: 20071129174133Z -

changeTime: 20071129174133Z

objectClass: nhsexternalchangelogentry
changeNumber: 999

How to read all change entries starting greater than or equal to a given change number (Not Recommended)
ldapsearch
-h ldap.national.ncrs.nhs.uk 

-b "cn=Changelog,o=nhs"

-s one

"(changenumber>=999)"

The result would be of the form:

dn: changenumber=999, cn=Changelog, o=nhs

changeType: modify

targetDn: uid=782750237012,ou=People,o=nhs

changes:: replace: personalTitle personalTitle: Dr - delete: nhsBusinessFunctionCodes - replace: modifytimestamp modifytimestamp: 20071129174133Z -

changeTime: 20071129174133Z

objectClass: nhsexternalchangelogentry
changeNumber: 1000

dn: changenumber=1001, cn=Changelog, o=nhs

changeType: modify

targetDn: uid=782750237013,ou=People,o=nhs

changes:: replace: personalTitle personalTitle: Dr - delete: nhsBusinessFunctionCodes - replace: modifytimestamp modifytimestamp: 20071129174133Z -

changeTime: 20071129174133Z

nhsEBS:: replace: nhsTelUid nhsTelUid: 08003289393
objectClass: nhsexternalchangelogentry
changeNumber: 1001

dn: changenumber=1002, cn=Changelog, o=nhs

changeType: modrdn

targetDn: uniqueidentifier=5AH,ou=Organisations,o=nhs

newRDN: uniqueidentifier=5AG, ou=Organisations,o=nhs

deleteOldRDN: uniqueidentifier=5AH,ou=Organisations,o=nhs

newSuperior: ou=Organisations,o=nhs

changeTime: 20071129174133Z

objectClass: nhsexternalchangelogentry

changeNumber: 1002
Sample change entry with EBS specific changes:
dn: changenumber=1003, cn=Changelog, o=nhs

changeType: modify

targetDn: uid=782750237013,ou=People,o=nhs

nhsEBS:: replace: nhsTelUid nhsTelUid: 08003289494
objectClass: nhsexternalchangelogentry

changeNumber: 1003
The nhsEBS attribute is structurally same as the changes attribute and will be only exposed to the ldap account used by the EBS user. 

An example of an addition as it would be shown in the change log.

dn: changenumber=730000, cn=changelog, o=nhs
changeType: add
objectClass: top
objectClass: changelogentry
objectClass: nhsExternalChangelogEntry
changes:: 
objectClass: Top
objectClass: nhsOrgPersonRole
uniqueIdentifier: 102094381985
nhsJobRoleCode: S0080:G0460:R1870
nhsJobRole: "Admin & Clerical":"Non Clinical - A & C":"Control Assistant"
nhsAreaOfWorkCodes: P0170:Q1420:T2490
nhsAreaOfWork: "Corporate":"Administration":"Administration"
nhsOrgOpenDate: 20020401
nhsIdCode: X09
changeTime: 20090501141319Z
targetDn: uniqueIdentifier=102094381985,uniqueIdentifier=102094380987,uid=102094379983,ou=people,o=nhs
changeNumber: 730000
Note that the values in bold would actually be base64 encoded in the response.

5.18 Directory Indexes
The directory has indexes on a subset of attributes which have been added to speed up searches. Indexes associate lookup information with Directory Server entries. Wherever possible searches should consist only of indexed attributes.
The following types of indexes are used:

· Presence index (P) - Contains a list of the entries that contain the particular attribute, regardless of its value. 

· Equality index (E) - Allows you to search efficiently for entries containing a specific attribute value.

· Substring index (S) - Provides efficient searches of attribute value substrings, such as cn=*john*. 
5.18.1 People
Table 5‑31 shows the attributes which are indexed in the people branch. Any attributes not present in the table have no index.
	Data Item
	Attribute
	Indexes

	User’s Unique Identifier
	uid
	E, S

	Full Name
	cn
	P, E, S

	First Name
	givenName
	P, E, S

	Family Name
	sn
	P, E, S

	Preferred Full Name
	displayName
	P, E, S

	Supplementary Prescriber
	nhsSupPrescriber
	P, E

	Principal Occupation Code
	nhsPrinOcc
	P, E

	RPSGB Membership Number
	nhsRPSGB
	P, E

	General Medical Council Number
	nhsGMC
	P, E

	General Dental Practitioner Number
	nhsGDP
	P, E

	General Dental Council Number
	nhsGDC
	P, E

	Royal College of Nursing Number
	nhsRCN
	P, E

	Nursing and Midwifery Council Number
	nhsNMC
	P, E

	Consultant Code
	nhsConsultant
	P, E

	General Medical Practitioner Code
	nhsGMP
	P, E

	NACS Practitioner Code
	nhsOcsPrCode
	P, E

	Organisational Person / Role Profile Code
	uniqueIdentifer
	E

	NACS Organisation Name
	o
	E, S

	NACS Organisation Code
	nhsIdCode
	E, S

	NACS Site Name(s)
	nhsSiteNames
	E, S

	NACS Site Code(s)
	nhsSiteCodes
	E, S

	Department Code
	nhsDeptCodes
	E, S

	Roles
	nhsRoles
	E

	GP General National Code
	nhsGnc
	P, E

	Activity Name
	nhsBusinessFunctions
	E

	Activity Code
	nhsBusinessFunctionsCodes
	P, E

	Work Group Code
	nhsWorkGroupsCodes
	E

	Create Timestamp
	createTimestamp
	E

	Modify Timestamp
	modifyTimestamp
	E


Table 5‑31 People Branch Indexes
5.18.2 Organisations

Table 5‑32 shows the attributes which are indexed in the organisations branch. Any attributes not present in the table have no index.

	Data Item
	Attribute
	Indexes

	Code
	uniqueIdentifier
	E, S

	NACS Organisation Name
	o
	E, S

	NACS Code
	nhsIdCode
	E, S

	NACS Type
	nhsOrgType
	E, S

	Postcode
	postalCode
	E, S

	Parent NACS Code
	nhsParentOrgCode
	P, E, S

	Geographical Area
	l (localityName)
	P, E, S

	NACS Organisation Type Code
	nhsOrgTypeCode
	P,E

	NN4B Organisation Name
	nhsNN4BName
	P, E, S

	NN4B Organisation Code
	nhsNN4BCode
	P, E

	NACS Predecessor Code
	nhsOCSPredecessor
	P, E

	NACS Successor Code
	nhsOCSSuccessor
	P, E

	Alternative Organisation Name
	nhsAltOrgNames
	E, S

	NACS Site / Department Name
	ou
	E, S

	Strategic Health Authority NACS code
	nhsSHAcode
	P, E

	NACS PCT Code
	nhsPctCode
	E, S

	Create Timestamp
	createTimestamp
	E

	Modify Timestamp
	modifyTimestamp
	E


Table 5‑32 Organisation Branch Indexes
5.18.3 Services
Table 5‑33 shows the attributes which are indexed in the organisation branch. Any attributes not present in the table have no index.

	Data Item
	Attribute
	Indexes

	Service Key / CPA Identifier / Action Key / Accredited System Identifier / MHS Identifier
	uniqueIdentifier
	P, E

	Service Name
	nhsMhsServiceName
	P, E

	NACS Organisation Code / Managing Organisation Code
	nhsIdCode
	E

	Action Name
	nhsMhsActionName
	P, E

	Service-Interactions
	nhsAsSvcIA
	E

	Party Key
	nhsPartyKey
	P, E

	Service-Interaction
	nhsMhsSvcIA
	P, E

	CPA Identifier
	nhsMhsCPAId
	E

	Create Timestamp
	createTimestamp
	E

	Modify Timestamp
	modifyTimestamp
	E


Table 5‑33 Services Branch Indexes
5.18.4 Reference Data

Table 5‑34 shows the attributes which are indexed in the reference data branch; attributes not present in the table do not have an index.

	Data Item
	Attribute
	Indexes

	Type Code / Areas of Work Code / Activity Code / Job Role Code / Baseline Code / Work Group Code
	uniqueIdentifier
	P, E

	Type Name / Areas of Work Name / Activity Name / Job Role Name / Baseline Name / Work Group Name
	Cn
	P, E, S

	Creation Date
	nhsCreateDate
	E

	Primary Code
	nhsList1Code
	E

	Secondary Code
	nhsList2Code
	E

	Tertiary Code
	nhsList3Code
	E

	Job Role Code
	nhsJobRoleCode
	E, S

	Area of Work Code
	nhsAreaOfWorkCodes
	E

	NACS Organisation Code
	nhsIdCode
	E

	Date Closed
	nhsWgClosed
	E

	Root Work Group
	nhsWgRoot
	E

	Parent Work Group
	nhsPwgId
	E

	Parent Cross-Organisational Work Group
	nhsXPwgId
	P, E

	Child Cross-Organisational Work Group
	nhsXCwgId
	P, E

	Create Timestamp
	createTimestamp
	E

	Modify Timestamp
	modifyTimestamp
	E


Table 5‑34 Reference Data Branches Indexes
5.18.5 External Change Log

Table 5‑35 shows the attributes which are indexed in the external change log branch; attributes not present in the table do not have an index.

	Data Item
	Attribute
	Indexes

	Change entry number
	Changenumber
	E

	Create Timestamp
	createTimestamp
	E

	Modify Timestamp
	modifyTimestamp
	E

	Target Distinghuished Name
	targetDN
	S


Table 5‑35 External Change Log Branch Indexes
5.19 QASI Functional Detail

5.19.1 Query Accredited System Information

The validation and retrieval of compatible Accredited System information is performed using MHS Web Service Mode in response to the request sent by the accredited Spine client with a pre-defined set of search arguments.  The response is returned as multiple Accredited Systems.  The interface will be in XML format (not HL7), using SOAP and WS-A addressing.

The following two sections describe the search criteria and the corresponding response type.

5.19.1.1 Search for Compatible Accredited Systems

Input Parameters

The schema specified in section 5.20.4.1 details the message format for the search parameters.

The following parameters are supplied to this service by the Spine client seeking compatible Accredited Systems:

	Element
	Cardinality
	Mandatory / Optional
	Notes

	/searchAccreditedSystemsRequest/organisationID
	1
	M
	The organisation within which compatible ASID’s (nhsASClient) are to be sought.
The organisation code is the code as held in SDS (i.e. the NACS code)

	/searchAccreditedSystemsRequest/service
	1
	M
	The service required

	/searchAccreditedSystemsRequest/interactionID
	1
	M
	The Interaction required to be supported by an ASID.


Output Parameters

The schema specified in section 5.20.4.2 details the message format for the response message.

The following elements are returned to this service by the Spine client seeking compatible Accredited Systems:

	Element
	Cardinality
	Mandatory / Optional
	Notes

	/searchAccreditedSystemsResponse/searchParameters/organisationID
	1
	M
	An echo of the input organisationID.

	/searchAccreditedSystemsResponse/searchParameters/service
	1
	M
	An echo of the input service.

	/searchAccreditedSystemsResponse/searchParameters/interactionID
	1
	M
	An echo of the input Interaction.

	/searchAccreditedSystemsResponse/organisation/@Id
	1
	M
	The Organisation in which results were found

	/searchAccreditedSystemsResponse/{X}/@numberOfMatches
	1
	M
	Details the number of matches found.

	/searchAccreditedSystemsResponse/compatibleAccreditedSystemMatch/accreditedSystemMatchDetails/compatibleInteraction
	1
	O
	Only supplied where the Accredited System does not support the Interaction directly

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/accreditedSystemDetails/ASID
	1
	M
	The ID of the Accredited System which can support the required Interaction

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/accreditedSystemDetails/partyID
	1
	M
	The Id of the MHS which acts as a proxy to the ASID

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/accreditedSystemDetails/description
	1
	O
	Description of the Accredited System

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/accreditedSystemDetails/categoryBag
	n
	O
	<name>:<value> details for the Accredited System

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/accreditedSystemDetails/acfCharacteristics
	n
	O
	The ACF characteristics for the Accredited System

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/retryInterval
	1
	O
	The minimum time wait between retries

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/retries
	1
	O
	Maximum number of retries

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/persistDuration
	1
	O
	Minimum length of time a message is kept in storage by the receiving MHS.

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/duplicateElimination
	1
	M
	Indicates whether the receiving MHS must eliminate duplicate messages

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/syncReplyMode
	1
	M
	Indicates whether the reply mode is synchronous

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/ackRequested
	1
	M
	Indicates whether an acknowledgement is required from the receiving MHS

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/actor
	1
	M
	The role which the receiving MHS is to play.

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/ebXMLcontractProperties/isAuthenticated
	1
	M
	One of:

“none”

“transient”  or

“persistent”:

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/CPAId
	1
	M
	Contract Property ID pertaining to service/action/PartyID

	/searchAccreditedSystemsResponse/{X}/accreditedSystemMatchDetails/MHSBindingDetails
	1
	M
	The url to the MHS which will relay the request to the chosen ASID


Where {X} = element compatibleAccreditedSystemMatch or exactAccreditedSystemMatch
5.19.1.2 Search for Compatible Interaction

Input Parameters

The message format for this search is the same as detailed in 5.19.1.1.

The following parameters are supplied to this service by a Spine client, where it seeks information about the specific Accredited System which it is in conversation with:

Input Parameters:

	Parameter
	Cardinality
	Mandatory / Optional
	Notes

	/searchAccreditedSystemsRequest/ASID
	1
	M
	The accredited systems ID (ASID) on which the search is to be performed on.

	/searchAccreditedSystemsRequest/service
	1
	M
	The service required

	/searchAccreditedSystemsRequest/interactionID
	1
	M
	The Interaction required to be supported by the ASID.


Output Parameters

The schema specified in section 5.20.4.2 details the message format for the response message.

The following elements are returned to this service by the Spine client seeking a compatible interaction supported by the specific Accredited System:

	Element
	Cardinality
	Mandatory / Optional
	Notes

	/searchAccreditedSystemsResponse/searchParameters/ASID
	1
	M
	An echo of the input ASID.

	/searchAccreditedSystemsResponse/searchParameters/service
	1
	M
	An echo of the input service.

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/compatibleInteraction
	1
	O
	An echo of the input Interaction.

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/compatibleInteraction
	1
	O
	Only supplied where the Accredited System does not support the Interaction directly

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/accreditedSystemDetails/ASID
	1
	M
	The ID of the Accredited System 

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/accreditedSystemDetails/partyID
	1
	M
	The Id of the MHS which acts as a proxy to the ASID

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/accreditedSystemDetails/description
	1
	O
	Description of the Accredited System

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/accreditedSystemDetails/categoryBag
	n
	O
	<name>:<value> details for the Accredited System

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/accreditedSystemDetails/acfCharacteristics
	n
	O
	The ACF characteristics for the Accredited System

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/retryInterval
	1
	O
	The minimum time wait between retries

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/retries
	1
	O
	Maximum number of retries

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/persistDuration
	1
	O
	Minimum length of time a message is kept in storage by the receiving MHS.

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/duplicateElimination
	1
	M
	Indicates whether the receiving MHS must eliminate duplicate messages

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/syncReplyMode
	1
	M
	Indicates whether the reply mode is synchronous

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/ackRequested
	1
	M
	Indicates whether an acknowledgement is required from the receiving MHS

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/actor
	1
	M
	The role which the receiving MHS is to play.

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/ebXMLcontractProperties/isAuthenticated
	1
	M
	One of:

“none”

“transient”  or

“persistent”:

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/CPAId
	1
	M
	Contract Property ID pertaining to service/action/PartyID

	/searchAccreditedSystemsResponse/accreditedSystemMatchDetails/MHSBindingDetails
	1
	M
	The url to the MHS which will relay the request to the chosen ASID


5.20 QASI Interface Technical Description

5.20.1 Interaction Diagram: Query Accredited System Information

The message exchange protocol is a straight forward request-response Interaction as shown in the following sequence diagram.
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5.20.2 Web Service Header
This service will use headers as derived from the WS-Addressing specification (see section 2.6.3).  The SOAP message headers will include a subset of WS-Addressing elements.

The Query Accredited System Information elements are included within the payload document in the SOAP body.


Notet that the QASI service makes use of the Nasp Message Header element. For a detailed explanation on the MessageHeader, SecurityPackage, and ErrorList element see Part 2.6.5.1 of this specification.
The table below indicates the parts of the Message Header which are used and mandatory for the QASI service request.

	Common Elements

	Element name
	Type
	Cardinaliy
	Comments

	/nasp:creationTime

	xs:dateTime
	1..1
	The date and time that the message was created. (CCYY-MM-DDThh:mm:ss)

	/nasp:fromASID
	xs:string
	1..1
	ID of an accredited system that has sent the message

	/nasp:toASID
	xs:string
	1..1
	ID of an Accredited System to which this message is directed.


Query Accredited System Information does not use any aspects of the nasp:securityPackage.  This element SHOULD not be included.

5.20.3 Error Handling Structure

QASI returns application errors using a NASP error structure.  A Code Context element is included in the element schema classifying error elements by service. This allows errors to use application specific or service specific error codes while avoiding duplication. The errorList/error/codeContext attribute for all QASI errors MUST be “urn:nhs:names:errors:QASI”.
The following table describes the possible errors returned from QASI. Successful responses will contain only the resulting data set and no error element.

	Type
	Error Code

(error/error Code)
	QASI Reported Error

(error/description)

	System
	QASI001
	Service not available

	System
	QASI002
	Invalid Message Format (SOAP)

	System
	QASI003
	ASID not accredited to use this service

	Business
	QASI100
	Organisation does not exist

	Business
	QASI101
	ASID does not exist

	Business
	QASI102
	Invalid Message Format (Payload)

	Business
	QASI103
	No Matches Found

	Application
	QASI200
	Unknown Error


5.20.4 Functional/Business Schema

The following schemas detail the input and output data format to/from this service.

5.20.4.1 Input
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5.20.4.2 Output
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Note:  

· The input parameters are echoed in the response.

· The corresponding structure for a single ASID search or the structure for Accredited System search is returned according to the search type.

5.20.5 Message Sample: SOAP / HTTP
5.20.5.1 Search for Compatible Accredited Systems

Scenario:  A GP requests a transfer of patient records from the patient’s previous practice.  A search for compatible accredited systems which can service this request is made in the organisation which the patient belongs to.

The response details two accredited system which could service the request.  The sender chooses the ASID which supports their interaction directly (i.e. will not be transformed).
Input

<SOAP:Envelope xmlns:SOAP="http://schemas.xmlsoap.org/soap/envelope/" xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing">

<SOAP:Header>


<wsa:MessageID>uuid:xxxxxx</wsa:MessageID>


<wsa:Action>urn:nhs:names:services:sds/AccreditedSystemSearch_1_0</wsa:Action>


<wsa:To>http://QASIAddress.com</wsa:To>


<wsa:From>



<wsa:Address>http://myMSH.com/xxx/myPage.asmx</wsa:Address>


</wsa:From>


<wsa:ReplyTo>



<wsa:Address>http://myMSH.com/xxx/myPage.asmx</wsa:Address>


</wsa:ReplyTo>


<nasp:messageHeader xmlns:nasp="http://national.carerecords.nhs.uk/schema/">



<nasp:toASID>String</nasp:toASID>



<nasp:fromASID>String</nasp:fromASID>



<nasp:creationTime>CCYY-MM-DDThh:mm:ss</nasp:creationTime>


</nasp:messageHeader>

</SOAP:Header>

<SOAP:Body>


<nasp:searchAccreditedSystemsRequest xmlns:nasp="http://national.carerecords.nhs.uk/schema">



<nasp:organisationID>SHA1</nasp:organisationID>



<nasp:service>urn:nhs:names:services:gp2gp</nasp:service>



<nasp:interactionID>RCMR_IN010000UK05</nasp:interactionID>


</nasp:searchAccreditedSystemsRequest>

</SOAP:Body>
Output

<!-- Full search Response -->
<SOAP:Envelope xmlns:SOAP="http://schemas.xmlsoap.org/soap/envelope/" xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing">

<SOAP:Header>


<wsa:MessageID>uuid:xxxxxxx</wsa:MessageID>


<wsa:To>http://myMSH.com/xxx/myPage.asmx</wsa:To>


<wsa:Action>urn:nhs:names:services:sds/AccreditedSystemSearch_1_0</wsa:Action>


<wsa:From>



<wsa:Address>http://QASIAddress.com</wsa:Address>


</wsa:From>


<wsa:RelatesTo>uuid:xxxxxxx</wsa:RelatesTo>

</SOAP:Header>

   <SOAP:Body>


<searchAccreditedSystemsResponse xmlns:nasp="http://national.carerecords.nhs.uk/schema">



<searchParameters>




<organisationID>SHA1</organisationID>




<service>urn:nhs:names:services:gp2gp</service>




<interactionID>RCMR_IN010000UK05</interactionID>



</searchParameters>



<organisation Id="SHA1"/>



<exactAccreditedSystemMatch numberOfMatches="1">




<accreditedSystemMatchDetails>





<accreditedSystemDetails>






<ASID>1234</ASID>






<partyID>GP2-0002623</partyID>






<description>Description of this ASID </description>






<categoryBag>String</categoryBag>






<acfCharacteristics>DOLR</acfCharacteristics>





</accreditedSystemDetails>





<ebXMLcontractProperties>






<retryInterval>PT2H</retryInterval>






<retries>2</retries>






<persistDuration>PT4H10M</persistDuration>






<duplicateElimination>Always</duplicateElimination>






<syncReplyMode>None</syncReplyMode>






<ackRequested>Always</ackRequested>






<actor>nextMSH</actor>






<isAuthenticated>Transient</isAuthenticated>





</ebXMLcontractProperties>





<CPAId>gp2gp0001</CPAId>





<MHSBindingDetails>https://rmebxmlin.national.ncrs.nhs.uk/ reliablemessaging/forwardreliable</MHSBindingDetails>




</accreditedSystemMatchDetails>



</exactAccreditedSystemMatch>



<compatibleAccreditedSystemMatch numberOfMatches="1">




<accreditedSystemMatchDetails>





<compatibleInteraction>RCMR_IN010000UK04</compatibleInteraction>





<accreditedSystemDetails>






<ASID>4321</ASID>






<partyID>GP2-000999</partyID>






<description>Description of this ASID </description>






<categoryBag>String</categoryBag>






<acfCharacteristics>DOLR</acfCharacteristics>





</accreditedSystemDetails>





<ebXMLcontractProperties>






<retryInterval>PT2H</retryInterval>






<retries>2</retries>






<persistDuration>PT4H10M</persistDuration>






<duplicateElimination>Always</duplicateElimination>






<syncReplyMode>None</syncReplyMode>






<ackRequested>Always</ackRequested>






<actor>nextMSH</actor>






<isAuthenticated>Transient</isAuthenticated>





</ebXMLcontractProperties>





<CPAId>gp2gp9000</CPAId>





<MHSBindingDetails>https://rmebxmlin.national.ncrs.nhs.uk/ reliablemessaging/forwardreliable</MHSBindingDetails>




</accreditedSystemMatchDetails>



</compatibleAccreditedSystemMatch>


</searchAccreditedSystemsResponse>

   </SOAP:Body>
</SOAP:Envelope>
5.20.5.2 Search for Compatible Interaction

Scenario:  The receiving accredited system is ready to send the patient records to the ASID which sent the request.  Although the request message was not transformed (and therefore the response would be supported directly by the requesting ASID) the sender uses the QASI service to obtain the contract properties and binding details for requesting ASID.

Input

<!-- ASID search Request -->
<SOAP:Envelope xmlns:SOAP="http://schemas.xmlsoap.org/soap/envelope/" xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing">

<SOAP:Header>


<wsa:MessageID>uuid:xxxxxxx</wsa:MessageID>


<wsa:Action>urn:nhs:names:services:sds/AccreditedSystemSearch_1_0</wsa:Action>


<wsa:To>http://QASIAddress.com</wsa:To>


<wsa:From>



<wsa:Address>http://myMSH.com/xxx/myPage.asmx</wsa:Address>


</wsa:From>


<wsa:ReplyTo>



<wsa:Address>http://myMSH.com/xxx/myPage.asmx</wsa:Address>


</wsa:ReplyTo>


<nasp:messageHeader xmlns:nasp="http://national.carerecords.nhs.uk/schema/">



<nasp:toASID>String</nasp:toASID>



<nasp:fromASID>String</nasp:fromASID>



<nasp:creationTime>CCYY-MM-DDThh:mm:ss</nasp:creationTime>


</nasp:messageHeader>

</SOAP:Header>

<SOAP:Body>


<searchAccreditedSystemsRequest xmlns:nasp="http://national.carerecords.nhs.uk/schema">



<nasp:ASID>ABC-123</nasp:ASID>



<nasp:service>urn:nhs:names:services:gp2gp</nasp:service>



<nasp:interactionID>RCMR_IN030000UK06</nasp:interactionID>


</searchAccreditedSystemsRequest>

</SOAP:Body>
</SOAP:Envelope>
Output

<!-- ASID search Response -->
<SOAP:Envelope xmlns:SOAP="http://schemas.xmlsoap.org/soap/envelope/" xmlns:hl7="urn:hl7-org:v3" xmlns:wsa="http://schemas.xmlsoap.org/ws/2004/08/addressing">

<SOAP:Header>


<wsa:MessageID>uuid:xxxxxxx</wsa:MessageID>


<wsa:To>http://myMSH.com/xxx/myPage.asmx</wsa:To>


<wsa:Action>urn:nhs:names:services:sds/AccreditedSystemSearch_1_0</wsa:Action>


<wsa:From>



<wsa:Address>http://QASIAddress.com</wsa:Address>


</wsa:From>


<wsa:RelatesTo>uuid:xxxxxxx</wsa:RelatesTo>

</SOAP:Header>

<SOAP:Body>


<searchAccreditedSystemsResponse>



<searchParameters>




<nasp:ASID>ABC-123</nasp:ASID>




<nasp:service>urn:nhs:names:services:gp2gp</nasp:service>




<nasp:interactionID>RCMR_IN030000UK06</nasp:interactionID>



</searchParameters>



<accreditedSystemMatchDetails>




<accreditedSystemDetails>





<ASID>1234</ASID>





<partyID>GP2-0002623</partyID>





<description>Description of this ASID </description>





<categoryBag>String</categoryBag>





<acfCharacteristics>DOLR</acfCharacteristics>




</accreditedSystemDetails>




<ebXMLcontractProperties>





<retryInterval>PT2H</retryInterval>





<retries>2</retries>





<persistDuration>PT4H10M</persistDuration>





<duplicateElimination>Always</duplicateElimination>





<syncReplyMode>None</syncReplyMode>





<ackRequested>Always</ackRequested>





<actor>nextMSH</actor>





<isAuthenticated>Transient</isAuthenticated>




</ebXMLcontractProperties>




<CPAId>gp2gp8888</CPAId>




<MHSBindingDetails>https://rmebxmlin.national.ncrs.nhs.uk/ reliablemessaging/forwardreliable</MHSBindingDetails>



</accreditedSystemMatchDetails>


</searchAccreditedSystemsResponse>

 </SOAP:Body>
</SOAP:Envelope>
� Innitially this will be set to twelve connections.


� This value may change further to negotiation with CFH and suppliers should check with CFH for the current situation.


� Note that the nasp prefix is contingent and may vary as per namespace convention.
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#

### Schema Extensions for NHS Spine Directory Service

#

# Schema definition version 2 - 16/01/2009 - Satyaraj Thakor - updated for EIS 11.6	

#				*** THIS IS 2008-B SCHEMA FILE***

#		Amendments 

#				1. Removed attribute nhsPCTCode, nhsSHAcode from nhsDept o/c as these attributes do not exist on the o/c.

#				2. Additional Attribute added to nhsOrgPerson

#					nhsOrgOpenDate

#				3. Additional Attribute added to nhsOrgPersonRole

#					nhsOrgOpenDate 

#				4. Additional Attributes added to nhsOrg

#					telephoneNumber 

#					facsimileTelephoneNumber 

#					mail 

#					labeledUri 

#					nhsDHSCcode 

#					nhsJoinDate 

#					nhsLeftDate 

#				5. Additional Attributes added to nhsSite

#					telephoneNumber 

#					facsimileTelephoneNumber 

#					mail 

#					nhsDHSCcode 

#					nhsJoinDate 

#					nhsLeftDate 

#				6. Additional Attributes added to nhsDept

#					telephoneNumber 

#					facsimileTelephoneNumber 

#					mail 					

#				7. Additional Attributes added to nhsGPPractice

#					telephoneNumber 

#					facsimileTelephoneNumber

#					mail 

#					labeledURI 

#					nhsDHSCCode 

#					nhsJoinDate 

#					nhsLeftDate 

#				8. Corrected the following attributes from 'MUST' to 'MAY' (values for these attributes are made mandatory by respective UI apps) 

#					nhsOrgPersonRole: nhsJobRoleCode, nhsIDCode

#					nhsSite: nhsParentOrgCode

#					nhsDept: nhsIDCode, nhsParentOrgCode	

#				9. Added attribute definitions for 'nhsMHSPartyKey', 'nhsRestricted', 'nhsNN4BName'.

#						

#

# Schema definition version 1 - 21/02/2008 - Srinivasan Shridharan initial draft

#

dn: cn=schema

#

# attributes already defined for the NHS by the Messaging Project. Base OID 1.2.826.0.1285.0.1

#



attributeTypes: ( 1.2.826.0.1285.0.2.1.82 NAME ( 'nhsMHSPartyKey' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.239 NAME ( 'nhsRestricted' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.244 NAME ( 'nhsNN4BName' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.37 NAME ( 'nhsLeftDate' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.36 NAME ( 'nhsJoinDate' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.30 NAME ( 'nhsDHSCcode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.1.2  NAME ( 'nhsCountry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.1.10 NAME ( 'nhsIDCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.1.12 NAME ( 'nhsRoles' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.1.15 NAME ( 'nhsOrgType' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.1.16 NAME ( 'nhsAltOrgNames' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.1.23 NAME ( 'nhsSHAcode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.26 NAME ( 'nhsWorkGroups' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.32 NAME ( 'nhsOrgOpenDate' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.33 NAME ( 'nhsOrgCloseDate' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.34 NAME ( 'nhsOrgSubType' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.35 NAME ( 'nhsParentOrgCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.42 NAME ( 'nhsPCTCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.43 NAME ( 'nhsRA' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.44 NAME ( 'nhsJobRole' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.45 NAME ( 'nhsAreaOfWork' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.46 NAME ( 'nhsBusinessFunctions' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.47 NAME ( 'nhsSiteNames' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.52 NAME ( 'nhsOCSPredecessor' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.53 NAME ( 'nhsOCSSuccessor' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.54 NAME ( 'nhsOCSPRCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.55 NAME ( 'nhsPersonStatus' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.56 NAME ( 'nhsSiteCodes' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.57 NAME ( 'nhsDeptCodes' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.80 NAME ( 'nhsMHSServiceName' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.81 NAME ( 'nhsMHSCategoryBag' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.83 NAME ( 'nhsMHSActionName' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.84 NAME ( 'nhsMHSEndPoint' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.85 NAME ( 'nhsMHSServiceDescription' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.86 NAME ( 'nhsMHSIsAuthenticated' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.87 NAME ( 'nhsMHSPersistDuration' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.88 NAME ( 'nhsMHSRetries' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.89 NAME ( 'nhsMHSRetryInterval' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.90 NAME ( 'nhsMHSSyncReplyMode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.91 NAME ( 'nhsMHSAckRequested' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.92 NAME ( 'nhsMHSDuplicateElimination' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.93 NAME ( 'nhsMHSActor' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.104 NAME ( 'nhsJobRoleCode' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.105 NAME ( 'nhsAreaOfWorkCodes' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.106 NAME ( 'nhsBusinessFunctionsCodes' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.107 NAME ( 'nhsWorkGroupsCodes' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.109 NAME ( 'nhsList3Code' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.108 NAME ( 'nhsList3Name' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.100 NAME ( 'nhsList2Code' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.101 NAME ( 'nhsList2Name' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.102 NAME ( 'nhsList1Code' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.103 NAME ( 'nhsList1Name' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.111 NAME ( 'nhsMiddleNames' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.113 NAME ( 'nhsPuSecret' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.115 NAME ( 'nhsTelUID' ) SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.121 NAME ( 'nhsAsACF' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.122 NAME ( 'nhsAsSvcIA' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.123 NAME ( 'nhsMhsSvcIA' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.124 NAME ( 'nhsMhsCPAId' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.125 NAME ( 'nhsGNC' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.126 NAME ( 'nhsMHsSN' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.127 NAME ( 'nhsMHsIN' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.131 NAME ( 'nhsWgClosed' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.134 NAME ( 'nhsWgRoot' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.135 NAME ( 'nhsPwgId' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.136 NAME ( 'nhsCwgId' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.137 NAME ( 'nhsLegalEst' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.138 NAME ( 'nhsWgType' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.139 NAME ( 'nhsLrOrderExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.140 NAME ( 'nhsLrExprsExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.141 NAME ( 'nhsLrCpmlnExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.142 NAME ( 'nhsLrRefAbanFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.143 NAME ( 'nhsLrRefDisFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.144 NAME ( 'nhsLrRefAccFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.145 NAME ( 'nhsLrRefExpFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.146 NAME ( 'nhsLrRegFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.147 NAME ( 'nhsLrRegExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.148 NAME ( 'nhsLrSrefFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.149 NAME ( 'nhsLrRefPostAccFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.150 NAME ( 'nhsLrRefAccExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.151 NAME ( 'nhsLrCreateExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.152 NAME ( 'nhsLrCloseExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.153 NAME ( 'nhsLrGrantExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.154 NAME ( 'nhsLrSelfExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.161 NAME ( 'nhsSupPrescriber' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.162 NAME ( 'nhsPrinOcc' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.163 NAME ( 'nhsRPSGB' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.164 NAME ( 'nhsGMC' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.165 NAME ( 'nhsGDP' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.166 NAME ( 'nhsRCN' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.167 NAME ( 'nhsConsultant' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.168 NAME ( 'nhsGMP' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.169 NAME ( 'nhsGDC' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.170 NAME ( 'nhsNMC' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.171 NAME ( 'nhsCreateDate' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.174 NAME ( 'nhsStatus' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.175 NAME ( 'nhsAsClient' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.176 NAME ( 'nhsAsCategoryBag' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.178 NAME ( 'nhsWgStatus' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.179 NAME ( 'nhsXPwgId' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.180 NAME ( 'nhsXCwgId' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.214 NAME ( 'nhsRequestorURP' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.215 NAME ( 'nhsDateRequested' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.216 NAME ( 'nhsApproverURP' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.217 NAME ( 'nhsDateApproved' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.218 NAME ( 'nhsDNSApprover' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.219 NAME ( 'nhsDateDNSApproved' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.220 NAME ( 'nhsProductKey' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.222 NAME ( 'nhsEPInteractionType' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.223 NAME ( 'nhsContractPropertyTemplateKey' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.224 NAME ( 'nhsMhsFQDN' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.225 NAME ( 'nhsMhsIPAddress' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.226 NAME ( 'nhsMhsNetwork' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.227 NAME ( 'nhsMhsSinCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.228 NAME ( 'nhsLrGPDeregFreeze' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.229 NAME ( 'nhsLrGPDeregExpiry' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.234 NAME ( 'nhsOrgTypeCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.235 NAME ( 'nhsSyntheticIndicator' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.245 NAME ( 'nhsNN4BCode' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.281 NAME ( 'nhsEBS' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.296 NAME ( 'firstchangenumber' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

attributeTypes: ( 1.2.826.0.1285.0.2.1.297 NAME ( 'lastchangenumber' )  SYNTAX 1.3.6.1.4.1.1466.115.121.1.15 SINGLE-VALUE X-ORIGIN 'nhsSDS' )

#

# ObjectClasses

#

objectClasses: ( 1.2.826.0.1285.0.2.0.65 NAME 'nhsPerson' SUP inetOrgPerson STRUCTURAL MUST ( objectClass $ uid $ cn $ sn $ nhsPersonStatus ) MAY ( givenName $ nhsMiddleNames $ initials $ displayName $ personalTitle $ nhsSupPrescriber $ nhsPrinOcc $ nhsRPSGB $ nhsGMC $ nhsGDP $ nhsRCN $ nhsConsultant $ nhsGMP $ nhsGDC $ nhsNMC $ nhsOCSPrCode $ nhsTelUID $ nhsPuSecret ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.66 NAME 'nhsOrgPerson' SUP inetOrgPerson STRUCTURAL MUST ( objectClass $ uniqueIdentifier $ uid $ cn $ sn $ o $ nhsIdCode $ nhsCountry ) MAY ( givenName $ nhsMiddleNames $ initials $ displayName $ nhsSiteCodes $ nhsDeptCodes $ nhsSiteNames $ nhsRoles $ nhsOrgCloseDate $ nhsGNC $ nhsOrgOpenDate ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.67 NAME 'nhsOrgPersonRole' SUP top STRUCTURAL MUST ( objectClass $ uniqueIdentifier $ nhsJobRole ) MAY (  nhsJobRoleCode $ nhsIDcode $ nhsAreaOfWorkCodes $ nhsBusinessFunctionsCodes $ nhsWorkGroupsCodes $ nhsAreaOfWork $ nhsBusinessFunctions $ nhsWorkGroups $ nhsOrgCloseDate $ nhsOrgOpenDate ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.61 NAME 'nhsOrg' SUP top STRUCTURAL MUST ( objectClass $ uniqueIdentifier $ o $ nhsIDcode $ nhsOrgType $ nhsOrgTypeCode $ postalAddress $ postalCode $ l $ nhsCountry ) MAY ( nhsOrgSubType $ nhsParentOrgCode $ nhsOrgOpenDate $ nhsOrgCloseDate $ nhsSHAcode $ nhsSyntheticIndicator $ nhsNN4BName $ nhsNN4BCode $ nhsOcsPredecessor $ nhsOcsSuccessor $ nhsAltOrgNames $ nhsPCTCode $ telephoneNumber $ facsimileTelephoneNumber $ mail $ labeledUri $ nhsDHSCcode $ nhsJoinDate $ nhsLeftDate ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.62 NAME 'nhsSite' SUP top STRUCTURAL MUST ( objectClass $ uniqueIdentifier $ nhsIDcode $ nhsOrgType $ ou $ postalAddress $ postalCode $ l $ nhsCountry $ nhsOrgTypeCode ) MAY ( nhsOrgOpenDate $ nhsOrgCloseDate $ nhsParentOrgCode $ nhsSHAcode $ nhsSyntheticIndicator $ nhsNN4BName $ nhsNN4BCode $ nhsAltOrgNames $ nhsOrgSubType $ nhsOCSpredecessor $ nhsOCSSuccessor $ nhsPCTCode $ telephoneNumber $ facsimileTelephoneNumber $ mail $ nhsDHSCcode $ nhsJoinDate $ nhsLeftDate ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.63 NAME 'nhsDept' SUP top STRUCTURAL MUST ( objectClass $ uniqueIdentifier $ nhsOrgType $ ou $ postalAddress $ postalCode $ l $ nhsCountry $ nhsOrgTypeCode ) MAY ( nhsIDcode $ nhsParentOrgCode $ nhsOrgOpenDate $ nhsOrgCloseDate $ nhsSyntheticIndicator $ nhsNN4BName $ nhsNN4BCode $ nhsAltOrgNames $ nhsOrgSubType $ nhsOCSpredecessor $ nhsOCSSuccessor $ telephoneNumber $ facsimileTelephoneNumber $ mail ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.64 NAME 'nhsGPPractice' SUP top STRUCTURAL MUST ( objectClass $ uniqueIdentifier $ o $ nhsIDcode $ nhsOrgType $ nhsOrgTypeCode $ postalAddress $ postalCode $ l $ nhsCountry $ nhsPCTCode ) MAY ( nhsOrgSubType $ nhsParentOrgCode $ nhsOrgOpenDate $ nhsOrgCloseDate $ nhsSHAcode $ nhsSyntheticIndicator $ nhsNN4BName $ nhsNN4BCode $ nhsOcsPredecessor $ nhsOcsSuccessor $ nhsAltOrgNames $ telephoneNumber $ facsimileTelephoneNumber $ mail $ labeledUri $ nhsDHSCcode $ nhsJoinDate $ nhsLeftDate ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.70 NAME 'nhsMHSService' SUP top AUXILIARY MUST ( uniqueIdentifier $ nhsMHSServiceName $ nhsMHSPartyKey $ nhsIDCode ) MAY ( nhsMHSCategoryBag ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.71 NAME 'nhsMHSAction' SUP top AUXILIARY MUST ( uniqueIdentifier $ nhsMHSActionName $ nhsMHSEndPoint ) MAY ( ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.72 NAME 'nhsMHSCP' SUP top AUXILIARY MUST ( uniqueIdentifier $ nhsMHSActionName $ nhsMHSIsAuthenticated ) MAY ( nhsMHSPersistDuration $ nhsMHSRetries $ nhsMHSRetryInterval $ nhsMHSSyncReplyMode $ nhsMHSAckRequested $ nhsMHSDuplicateElimination $ nhsMHSActor ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.107 NAME 'nhsAs' SUP top STRUCTURAL MUST ( uniqueIdentifier $ nhsIdCode $ nhsMhsPartyKey $ nhsAsSvcIA $ nhsProductKey $ nhsRequestorURP $ nhsDateRequested $ nhsApproverURP $ nhsDateApproved ) MAY ( description $ nhsAsClient $ nhsAsCategoryBag $ nhsAsACF ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.108 NAME 'nhsMhs' SUP top STRUCTURAL MUST ( uniqueIdentifier $ nhsIdCode $ nhsMhsPartyKey $ nhsMhsSvcIA $ nhsMhsSN $ nhsMhsIN $ nhsMhsEndPoint $ nhsMhsIsAuthenticated $ nhsMhsCPAId $ nhsProductKey $ nhsRequestorURP $ nhsDateRequested $ nhsApproverURP $ nhsDateApproved $ nhsDNSApprover $ nhsDateDNSApproved $ nhsEPInteractionType $ nhsContractPropertyTemplateKey $ nhsMhsFQDN ) MAY ( nhsMhsPersistduration $ nhsMhsRetries $ nhsMhsRetryInterval $ nhsMhsIPAddress $ nhsMhsNetwork $ nhsMhsSinCode $ nhsMhsServiceDescription $ nhsMhsSyncReplyMode $ nhsMhsAckRequested $ nhsMhsDuplicateElimination $ nhsMhsActor ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.104 NAME 'nhsList' SUP top STRUCTURAL MUST ( objectClass $ cn ) MAY ( description $ uniqueIdentifier ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.111 NAME 'nhsRBAC' SUP top STRUCTURAL MUST ( uniqueidentifier $ cn $ nhsStatus $ nhsRA $ nhsCreateDate) MAY ( nhsRestricted $ description ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.112 NAME 'nhsRBACJR' SUP top STRUCTURAL MUST ( uniqueIdentifier $ cn $ nhsStatus $ nhsCreateDate $ nhsList3Code $ nhsList3Name $ nhsList2Code $ nhsList2Name $ nhsList1Code $ nhsList1Name ) MAY ( description ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.113 NAME 'nhsRBACAoW' SUP top STRUCTURAL MUST ( uniqueIdentifier $ cn $ nhsStatus $ nhsCreateDate $ nhsList3Code $ nhsList3Name $ nhsList2Code $ nhsList2Name $ nhsList1Code $ nhsList1Name ) MAY ( description ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.114 NAME 'nhsRBACBF' SUP top STRUCTURAL MUST ( uniqueIdentifier $ cn $ nhsStatus $ nhsCreateDate $ nhsList3Code $ nhsList3Name $ nhsList2Code $ nhsList2Name $ nhsList1Code $ nhsList1Name ) MAY ( description ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.115 NAME 'nhsRBACBL' SUP top STRUCTURAL MUST ( nhsRA $ nhsCreateDate $ uniqueIdentifier $ nhsJobRoleCode $ nhsJobRole ) MAY ( nhsAreaOfWorkCodes $ nhsAreaOfWork $ nhsBusinessFunctionsCodes ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.109 NAME 'nhsWg' SUP top STRUCTURAL MUST ( uniqueIdentifier $ cn $ nhsIdCode ) MAY ( nhsWgStatus $ nhsWgClosed $ nhsWgRoot $ nhsPwgId $ nhsCwgId $ nhsXPwgId $ nhsXCwgId $ nhsLegalEst $ nhsWgType $ nhsOCSPredecessor $ nhsLrGPDeregExpiry $ nhsLrGPDeregFreeze $ nhsLrOrderExpiry $ nhsLrExprsExpiry $ nhsLrCpmlnExpiry $ nhsLrRefAbanFreeze $ nhsLrRefDisFreeze $ nhsLrRefAccFreeze $ nhsLrRefExpFreeze $ nhsLrRegFreeze $ nhsLrRegExpiry $ nhsLrSrefFreeze $ nhsLrRefPostAccFreeze $ nhsLrRefAccExpiry $ nhsLrCreateExpiry $ nhsLrCloseExpiry $ nhsLrGrantExpiry $ nhsLrSelfExpiry ) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.110 NAME 'nhsWgTypes' SUP top STRUCTURAL MUST ( cn $ nhsWgType ) MAY ( nhsLrGPDeregExpiry $ nhsLrGPDeregFreeze $ nhsLrOrderExpiry $ nhsLrExprsExpiry $ nhsLrCpmlnExpiry $ nhsLrRefAbanFreeze $ nhsLrRefDisFreeze $ nhsLrRefAccFreeze $ nhsLrRefExpFreeze $ nhsLrRegFreeze $ nhsLrRegExpiry $ nhsLrSrefFreeze $ nhsLrRefPostAccFreeze $ nhsLrRefAccExpiry $ nhsLrCreateExpiry $ nhsLrCloseExpiry $ nhsLrGrantExpiry $ nhsLrSelfExpiry) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.122 NAME 'nhsExternalChangelogEntry' SUP changelogentry STRUCTURAL MUST (changeNumber) MAY (nhsEBS) X-ORIGIN 'nhsSDS' )



objectClasses: ( 1.2.826.0.1285.0.2.0.124 NAME 'nhsExternalChangelog' SUP top STRUCTURAL MUST (cn $ firstchangenumber $ lastchangenumber) MAY () X-ORIGIN 'nhsSDS' )
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