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Part 4 One Click CSA
In the following text CSA should be deemed equivalent to the now named Summary Care Record Application (SCRa).

4.1 Introduction
CSA is a general purpose non-business specific web application which will allow users to access a summary of a patient's Shared Patient Clinical Record clinical record.  The overall functionality of the service as required in the context of external systems will be limited to the following interface:
· IfiCSAoc
One-click provides a method for client system to launch CSA in a specific patient context. It allows systems not directly integrated to the Spine messaging systems to access to the Summary Care Record and related CSA functionality in a relatively seamless manner. It allows access only to the single patient record that is supplied as part of the initial call to CSA One-click.

When invoked through this interface CSA will present the user with functionality that is appropriate to their role. Note: this functionality will be limited to that described in the 2008B CSA Sub System Requirements Specification. 
4.1.1 Pre-requisites

Service consumers MUST implement Centralised LR, RBAC, and Consent checks in order to use the CSA One Click service. If a user is not authenticated they will be refused access via an error message.

Service consumers MUST be using HTTP 1.1 as per standard EIS statements in part 2.

4.2 Storyboard

Jose, 18, is on a night out whilst on holiday in Cornwall when he becomes drunk, falls and lacerates his tongue. He is taken to the nearest Emergency Department. They arrive and the receptionist logs this with the local computer system and verifies Jose’s demographic details. The nature and time of the injury is recorded on the local computer system and legitimate relationships are created for the A & E team.  

The Triage Nurse wants to access the clinical data held Jose’s Summary Care Record held on the national spine; however, the local system he is using is not mature enough to display clinical data.  It does however provide a mechanism that launches CSA to act as a clinical record viewer 

In order to launch CSA as a clinical record viewer the local system collects four arguments the nurse’s the SSO Token Id and User Role Profile Id, the Patient Id (Jose’s NHS number returned as part of the his demographic data) and the Accredited System Id assigned to the local system.  These four arguments, along with a fifth (Java Script State) are passed to CSA which launches in a new browser window (Note: this window is to be controlled by the local application, not CSA).  After verifying the nurses credentials, permissions and legitimate relationship status CSA displays Jose’s clinical data.
The nurse can now see that he has a history of asthma, his current medication, a possible allergy to penicillin and his tetanus immunisation status.

Upon examining Jose’s tongue, the nurse finds that the bleeding has now stopped and the injury does not require any further treatment; she issues a patient advice leaflet. Paracetamol is prescribed and Jose is discharged from the department.

4.3 Sample Message

The following example shows the HTML used to launch CSA through the one click interface using HTTP POST.

<HTML>

<HEAD>

 <TITLE> New Document </TITLE>

 <META NAME="Author" CONTENT="Richard Ward">

 <META NAME="Keywords" CONTENT="">

 <META NAME="Description" CONTENT="Test Page">

</HEAD>

<BODY>


<FORM METHOD="POST" ACTION="<<CSA application oneclick servlet path>>">


 <INPUT TYPE="hidden" NAME="SSOTokenId" value="AQIC5wM2LY4Sfcw+RMa7qXC8tciAGXIJEgHKhxWceweUA+M=@AAJTSQACMDE">


 <INPUT TYPE="hidden" NAME="URPId" value="304253498022">


 <INPUT TYPE="hidden" NAME="PatientId" value="0123456789">


 <INPUT TYPE="hidden" NAME="ASID" value="MY_APP">


 <INPUT TYPE="hidden" NAME="JSState" value="1">


 <INPUT TYPE="submit" name="submit" value="Show Clinical Information">


</FORM>

</BODY>
</HTML>
Note: CSA will not support invocation via HTTP GET.

4.4 Interactions

One-click requires cookies obtained from the Spine portal. The following diagram summarises how clients connecting to CSA one-click will be redirected in order to attach appropriate cookies to the one-click request.
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Figure 1 : Example IfiCSAoc interaction
Note: One Click CSA does not use MIM interaction
4.5 Interface Elements
IfiCSAoc provides one function, launchCSA.  This function provides the ability to view the clinical data for a given patient.
4.5.1 launchCSA
The launchCSA operation will be implemented as a url and will require the following arguments to be supplied:
	Argument Title
	Argument
	Type
	Mandatory

	SSO Token Id
	SSOTokenId
	CHAR
	Yes

	Selected User Role Profile Id
	URPId
	CHAR
	Yes

	Patient Id (NHS Number)
	PatientId
	CHAR
	Yes

	Accredited System Id
	ASID
	CHAR
	Yes

	JSState
	JSState
	CHAR
	Yes


4.5.1.1 SSO Token Id
A pointer to the session held in the Identity Server. This is sent back to the Identity Agent and used as a parameter in API calls. It should be retrieved from the Identity Agent in the manner described in chapter 7 of the EIS.
4.5.1.2 User Role Profile Id 
An individual user of the Spine will have a single User Id, which uniquely identifies that physical person. However, any individual user may be able to operate in a number of different roles within a number of different NHS organisations. A User Role Profile (URP) exists for each of these roles within a given organisation, which consists of a set of attributes pertaining to that role. A URP may apply to only one user
The unique identifier for a User Role Profile is the User Role Profile Id (URP ID).
4.5.1.3 Patient Id 
The patient id (NHS Number) is a mandatory parameter, with a length of 10 digits e.g. “1234567890”.

4.5.1.4 Accredited System Id 
The Accredited System Id (ASID) is a unique identifier allocated to the external system, see EIS Section 2.5.7.1 for more information.
4.5.1.5 JSState

This parameter indicates whether or not CSA should use JavaScript or not, permitted values are 0 indicating JavaScript should be disabled or 1 indicating the opposite. 

4.5.2 Window Managment

It is the responsibility of the calling system to mange the browser window used to launch CSA.  This includes but is not limited to:

· Invocation

· A calling system may invoke 1-click using a browser installed on the local machine or using a browser object/component embedded in the calling application.

· 1-click may be invoked in a frame or other HTML calling container.

· For browser-based calling systems, client applications SHOULD launch 1-click in the same process space as the calling system or MAY invoke a new browser instance in its own process space.

· Single Instance

· Only one instance of CSA must be launched at any one time.
· Users MUST launch CSA one-click in a new browser window.

· Re-use

· Browser windows SHOULD be re-used. It is the client‟s responsibility to ensure that patient context is not confused if browser instances are re-used for different patients.

· If browser windows are re-used, the calling application MUST either:

· direct each invocation of 1-click to the same named browser window that remains open between patient contexts but SHOULD send a „blank‟ page in between patient contexts to avoid confusing patient contexts OR

· use a browser object/component embedded in the application which prevents more than one invocation in parallel.  

· Size and Position

· The calling application must control the initial size and position of the browser window being used to host CSA.

· Browser objects/components MAY be controlled by the containing element in the application’s user interface.

· Clients are responsible for ensuring that size and position of browser does not result in readability or other clinical safety issues.

· Screen Furniture

· The calling application must limit the window furniture, i.e. toolbars, address boxes etc.  The prescribed arrangement being no menu, tool, address or navigation bars.
· Closing

· When closing CSA One-click, users who exit using the application „exit‟ button will be able to use CSA and CSA One-click in the same authentication session after one minute.

4.5.3 Address 
The address for CSA One-click will be: 

https://portal.national.ncrs.nhs.uk/oneclickscr/LSPValidator.jsp
4.5.4 Error Handling 
IfiCSAoc will return standard a HTTP response to the invoking system i.e. there will no specific error responses.  Any error returned by CSA will be displayed to the user in the same format as they would be on CSA. These errors will be available in forthcoming CFH document.
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